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Der Bischof von Augsburg

Gesetz zur Anderung des Gesetzes liber den

Kirchlichen Datenschutz (KDG)
(KDG-Anderungsgesetz)

Artikel 1

Anderung des Gesetzes iiber den Kirchlichen Datenschutz (KDG)

Das Gesetz Uber den Kirchlichen Datenschutz (KDG) in der Fassung
des Beschlusses der Vollversammlung des Verbandes der Didzesen
Deutschlands vom 20. November 2017 (Amtsblatt fur die Didzese
Augsburg 2018, Nr. 6 vom 9. April 2018, Seite 378 ff.) wird aufgrund
des Beschlusses der Vollversammlung des Verbandes der Diézesen
Deutschlands vom 24. November 2025 wie folgt gedndert:

1. Die Inhaltsiibersicht wird wie folgt neu gefasst:

§5
§6

§7
§8

§ 10
§ 11

§ 12

§13

»Inhaltsiibersicht
Praambel
Kapitel 1
Allgemeine Bestimmungen

Zweck

Sachlicher Anwendungsbereich
Organisatorischer Anwendungsbereich
Begriffsbestimmungen

Kapitel 2
Grundsatze

Datengeheimnis

RechtmaRigkeit der Verarbeitung personenbezogener Da-
ten

Grundsatze fur die Verarbeitung personenbezogener Da-
ten

Einwilligung

— nicht belegt —

— nicht belegt —

Verarbeitung besonderer Kategorien personenbezogener
Daten

Verarbeitung von personenbezogenen Daten uber straf-
rechtliche Verurteilungen und Straftaten

Verarbeitung, fur die eine ldentifizierung der betroffenen
Person nicht erforderlich ist
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Kapitel 3

Informationspflichten des Verantwortlichen und Rechte

§ 14

§ 15
§ 16

§17
§ 18
§ 19
§ 20
§ 21

§ 22
§ 23
§ 24

§ 25

der betroffenen Person
Abschnitt 1
Informationspflichten des Verantwortlichen

Transparente Information, Kommunikation und Modalitaten
fur die Austbung der Rechte der betroffenen Person
Informationspflicht bei unmittelbarer Datenerhebung
Informationspflicht bei mittelbarer Datenerhebung

Abschnitt 2
Rechte der betroffenen Person

Auskunftsrecht der betroffenen Person

Recht auf Berichtigung

Recht auf Loschung

Recht auf Einschrankung der Verarbeitung
Mitteilungspflicht im Zusammenhang mit der Berichtigung
oder Léschung personenbezogener Daten oder der Ein-
schrankung der Verarbeitung

Recht auf Datentibertragbarkeit

Widerspruchsrecht

Automatisierte Entscheidungen im Einzelfall einschlief3lich
Profiling

Unabdingbare Rechte der betroffenen Person

Kapitel 4
Verantwortlicher und Auftragsverarbeiter
Abschnitt 1

Technik und Organisation; Auftragsverarbeitung

§ 26
§ 27
§ 28
§ 29
§ 30

§ 31
§ 32
§ 33

Technische und organisatorische MalRnahmen
Technikgestaltung und Voreinstellungen

Gemeinsam Verantwortliche

Verarbeitung personenbezogener Daten im Auftrag
Verarbeitung unter der Aufsicht des Verantwortlichen oder
des Auftragsverarbeiters

Abschnitt 2
Pflichten des Verantwortlichen

Verzeichnis von Verarbeitungstatigkeiten
Zusammenarbeit mit der Datenschutzaufsicht
Meldung an die Datenschutzaufsicht
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35

w»

§ 36
§ 37
§ 38

Benachrichtigung der betroffenen Person
Datenschutz-Folgenabschatzung und vorherige Konsulta-
tion

Abschnitt 3
Betriebliche Datenschutzbeauftragte

Benennung von betrieblichen Datenschutzbeauftragten
Rechtsstellung betrieblicher Datenschutzbeauftragter
Aufgaben betrieblicher Datenschutzbeauftragter

Kapitel 5

Ubermittlung personenbezogener Daten an Drittlénder,
internationale Organisationen oder nichtstaatliche Vélkerrechts-

§ 39
§ 40

§ 41

§ 46

§ 47

§ 48
§ 49

subjekte

Allgemeine Grundsatze

Datenlibermittlung auf der Grundlage eines Angemessen-
heitsbeschlusses oder bei geeigneten Garantien
Ausnahmen flr bestimmte Falle

Kapitel 6
Unabhangige Datenschutzaufsicht

Datenschutzaufsicht

Der oder die Diézesandatenschutzbeauftragte und seine
oder ihre Vertretung

Aufgaben der Datenschutzaufsicht

Zustandigkeit der Datenschutzaufsicht bei Uber- oder
mehrdiézesanen Rechtstragern sowie bei gemeinsamer
Verantwortlichkeit

Zusammenarbeit kirchlicher Stellen mit den Datenschutz-
aufsichten

Befugnisse der Datenschutzaufsicht

Kapitel 7
Beschwerde, gerichtlicher Rechtsbehelf,
Haftung und Sanktionen

Beschwerde bei einer Datenschutzaufsicht
Recht auf gerichtlichen Rechtsbehelf gegen einen Be-
scheid der Datenschutzaufsicht

§ 49a Recht auf gerichtlichen Rechtsbehelf gegen Verantwortli-

che oder kirchliche Auftragsverarbeiter

§ 49b Zustandigkeit der Datenschutzgerichte
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§ 50 Haftung und Schadenersatz
§ 51 GeldbuRen

Kapitel 8
Vorschriften fiir besondere Verarbeitungssituationen

§ 52 Videouberwachung

§ 52a Gottesdienste und kirchliche Veranstaltungen

§ 53 Verarbeitung personenbezogener Daten fir Zwecke des
Beschéaftigungsverhaltnisses

§ 54 Verarbeitung personenbezogener Daten zu wissenschaft-
lichen oder historischen Forschungszwecken, zu Archiv-
zwecken oder zu statistischen Zwecken

§ 54a Verarbeitung personenbezogener Daten zur institutionel-
len Aufarbeitung sexualisierter Gewalt und anderer For-
men des Missbrauchs

§ 55 Verarbeitung personenbezogener Daten durch die Medien

) Kapitel 9
Ubergangs- und Schlussbestimmungen

§ 56 Ermachtigungen
§ 57 Ubergangsbestimmungen
§ 58 Inkrafttreten®

Die Praambel wird wie folgt gedndert:

a) Nach Satz 1 werden folgende Satze 2 und 3 angefugt:
,Fur die katholische Kirche ist der Schutz der personenbe-
zogenen Daten ein unerldsslicher Bestandteil der in can.
220 des Codex luris Canonici (CIC) anerkannten Rechte.
Zur Erflllung des kirchlichen Auftrages ist die Verarbeitung
personenbezogener Daten durch kirchliche Stellen erfor-

derlich.”

b) Der bisherige Satz 2 wird Satz 4, der bisherige Satz 3 wird
Satz 5.

c) Im neuen Satz 5 werden die Wérter ,und zur Aufhebung

der Richtlinie 95/46/EG (Datenschutz-Grundverordnung) —
EU-DSGVO, Art. 17 des Vertrages uber die Arbeitsweise
der Europaischen Union (AEUV). ersetzt durch die Woérter
»und zur Aufhebung der Richtlinie 95/46/EG (Datenschutz-
Grund-verordnung — EU-DSGVO) sowie in Art. 17 des
Vertrages Uber die Arbeitsweise der Europaischen Union
(AEUV)."

d) Der bisherige Satz 4 wird Satz 6.
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3. §1 wird wie folgt neu gefasst:

Zweck dieses Gesetzes ist es, betroffene Personen davor zu schiit-
zen, dass sie durch die Verarbeitung ihrer personenbezogenen Daten
in ihrem Personlichkeitsrecht beeintrachtigt werden, und den freien
Verkehr solcher Daten zu ermdglichen.*

4. § 2 wird wie folgt gedndert:

a) In Absatz 1 wird nach Satz 1 folgender Satz 2 angefigt:
»8 53 Absatz 3 bleibt unberthrt.”

b) Absatz 2 wird wie folgt neu gefasst:
~Soweit besondere kirchliche oder besondere staatliche
Rechtsvorschriften auf Verarbeitungen personenbezoge-
ner Daten anzuwenden sind, gehen sie den Vorschriften
dieses Gesetzes vor, sofern sie das Datenschutzniveau
dieses Gesetzes nicht unterschreiten.”

c) In Absatz 3 werden die Worter ,zur Wahrung des Beicht-
und Seelsorgegeheimnisses” ersetzt durch die Wérter ,zur
Wahrung des Beichtgeheimnisses und des Seelsorgege-
heimnisses®.

5. § 3 Absatz 2 wird wie folgt neu gefasst:

.Dieses Gesetz findet Anwendung auf die Verarbeitung perso-
nenbezogener Daten, soweit diese im Rahmen der Tatigkeiten
eines kirchlichen Verantwortlichen oder Auftragsverarbeiters er-
folgt, unabhangig davon, wo die Verarbeitung stattfindet.”

6. §4 wird wie folgt geédndert:

a) Bei der Begriffsbestimmung Nummer 9. ,Verantwortlicher*

wird nach dem Wort ,entscheidet;“ folgender Halbsatz an-
geflgt:
,sind die Zwecke und Mittel dieser Verarbeitung durch
kirchliches, staatliches oder europaisches Recht vorgege-
ben, so kann der Verantwortliche beziehungsweise kon-
nen die bestimmten Kriterien seiner Benennung nach die-
sem Recht vorgesehen werden.”



Amtsblatt fiir die Diézese Augsburg 2026, Nr. 2 vom 3. Februar 2026 47

b)

Die Begriffsbestimmung Nummer 22. ,Di6zesandaten-
schutzbeauftragter” wird wie folgt neu gefasst:

.22. ,Didzesandatenschutzbeauftragter oder ,Didzesan-
datenschutzbeauftragte* den Leiter oder die Leiterin der
Datenschutzaufsicht;*

Die Begriffsbestimmung Nummer 23. ,Betrieblicher Daten-
schutzbeauftragter wird wie folgt neu gefasst:

»23. ,Betrieblicher Datenschutzbeauftragter” oder ,Betrieb-
liche Datenschutzbeauftragte® den vom Verantwortlichen
oder vom Auftragsverarbeiter benannten Datenschutzbe-
auftragten oder die vom Verantwortlichen oder vom Auf-
tragsverarbeiter benannte Datenschutzbeauftragte;*

Die Begriffsbestimmung Nummer 24. ,Beschéftigte” wird
wie folgt geandert:

aa) Bei Buchstabe g) werden nach dem Wort ,Praktikan-
ten“ die Wérter ,oder Praktikantinnen“ angefugt.

bb) Bei Buchstabe i) wird der Punkt am Ende durch ein
Komma ersetzt.

cc) Nach Buchstabe i) wird folgender Buchstabe j) ange-
fugt:
.Leiharbeitnehmerinnen und Leiharbeithehmer, so-
weit sie zu einem Kkirchlichen Arbeitgeber entsandt
sind.”

7. § 5 wird wie folgt gedandert:

a)
b)

Der bisherige Text wird Absatz 1.

Nach Absatz 1 wird folgender Absatz 2 angefugt:
+Absatz 1 gilt auch fur ehrenamtlich tatige Personen, so-
fern sie personenbezogene Daten verarbeiten.”

8. § 6 wird wie folgt neu gefasst:

»§ 6

RechtmaBigkeit der Verarbeitung personenbezogener Daten

(1)

Die Verarbeitung personenbezogener Daten ist nur recht-
mafig, wenn mindestens eine der nachstehenden Bedin-
gungen erflllt ist:

a) Dieses Gesetz oder eine andere kirchliche oder eine
staatliche Rechtsvorschrift erlaubt sie oder ordnet sie
an;
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b)

c)

d)

e)

die betroffene Person hat in die Verarbeitung der sie
betreffenden personenbezogenen Daten fiir einen
oder mehrere bestimmte Zwecke eingewilligt;

die Verarbeitung ist fur die Erfullung eines Vertrags,
dessen Vertragspartei die betroffene Person ist, oder
zur Durchfiihrung vorvertraglicher Malnahmen erfor-
derlich, die auf Anfrage der betroffenen Person erfol-
gen;

die Verarbeitung ist zur Erflllung einer rechtlichen
Verpflichtung erforderlich, der der Verantwortliche un-
terliegt;

die Verarbeitung ist erforderlich, um lebenswichtige
Interessen der betroffenen Person oder einer anderen
naturlichen Person zu schitzen;

die Verarbeitung ist flr die Wahrnehmung einer Auf-
gabe des Verantwortlichen erforderlich, die im kirchli-
chen Interesse liegt oder in Ausilbung offentlicher
Gewalt erfolgt, die dem Verantwortlichen Ubertragen
wurde;

die Verarbeitung ist zur Wahrung der berechtigten In-
teressen des Verantwortlichen oder eines Dritten er-
forderlich, sofern nicht die Interessen oder Grund-
rechte und Grundfreiheiten der betroffenen Person,
die den Schutz personenbezogener Daten erfordern,
Uberwiegen, insbesondere dann, wenn es sich bei der
betroffenen Person um einen Minderjahrigen oder ei-
ne Minderjahrige handelt. Lit. g) gilt nicht fur die von
offentlich-rechtlich organisierten kirchlichen Stellen in
Erfullung ihrer Aufgaben vorgenommene Verarbei-
tung.

Die Verarbeitung fur einen anderen Zweck als zu demjeni-
gen, zu dem die personenbezogenen Daten erhoben wur-
den, ist rechtmallig, wenn

a)

b)
c)

eine Rechtsvorschrift dies erlaubt oder anordnet und
kirchliche Interessen nicht entgegenstehen;

die betroffene Person eingewilligt hat;

offensichtlich ist, dass es im Interesse der betroffenen
Person liegt, und kein Grund zu der Annahme be-
steht, dass sie in Kenntnis des anderen Zwecks ihre
Einwilligung verweigern wirde;
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d) Angaben der betroffenen Person uberprift werden
mussen, weil tatsachliche Anhaltspunkte flir deren
Unrichtigkeit bestehen;

e) die Daten allgemein zuganglich sind oder der Ver-
antwortliche sie veroéffentlichen durfte, es sei denn,
dass das schutzwirdige Interesse der betroffenen
Person an dem Ausschluss der Zweckanderung of-
fensichtlich Gberwiegt;

f) sie zur Geltendmachung, Ausiibung oder Verteidi-
gung rechtlicher Anspriiche erforderlich ist, sofern
nicht die Interessen der betroffenen Person an dem
Ausschluss der Verarbeitung Gberwiegen;

g) es zur Verfolgung oder Aufklarung von Straftaten
oder Ordnungswidrigkeiten oder zur Vollstreckung
von BuRgeldentscheidungen erforderlich ist;

h) es zur Abwehr einer schwerwiegenden Beeintrachti-
gung der Rechte Dritter erforderlich ist;

i) es zur institutionellen Aufarbeitung von sexualisierter
Gewalt und anderen Formen des Missbrauchs auf der
Grundlage kirchlichen Rechts erforderlich ist und die
Interessen der betroffenen Person (§ 4 Nr. 1) durch
angemessene MaRnahmen gewahrt sind;

j)  der Auftrag der Kirche oder die Glaubwirdigkeit ihres
Dienstes dies erfordert oder

k) es zur Vorbereitung, Durchfiihrung und Nachberei-
tung von kirchlichen Wahlen insbesondere zu didze-
sanen, pfarrlichen oder kirchengemeindlichen Gremi-
en erforderlich ist; hierzu gehdren auch die Kandida-
tenwerbung und -ansprache sowie nachgelagerte
MafRnahmen zu Information und Schulung.

(3) 'Eine Verarbeitung fiir andere Zwecke liegt nicht vor, wenn
sie der Wahrnehmung von Visitations-, Aufsichts- und
Kontrollbefugnissen, der Rechnungsprifung, der Revision
oder der Durchfiihrung von Organisationsuntersuchungen
fur den Verantwortlichen dient. 2Das gilt auch fiir die Ver-
arbeitung zu Ausbildungs- und Prifungszwecken durch
den Verantwortlichen, soweit nicht Gberwiegende schutz-
wirdige Interessen der betroffenen Person entgegenste-
hen.
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9.

Beruht die Verarbeitung zu einem anderen Zweck als zu
demjenigen, zu dem die personenbezogenen Daten erho-
ben wurden, nicht auf der Einwilligung der betroffenen
Person oder auf einer kirchlichen oder staatlichen Rechts-
vorschrift, so berlicksichtigt der Verantwortliche — um fest-
zustellen, ob die Verarbeitung zu einem anderen Zweck
mit demjenigen, zu dem die personenbezogenen Daten
urspringlich erhoben wurden, vereinbar ist — unter ande-
rem

a) jede Verbindung zwischen den Zwecken, fir die die
personenbezogenen Daten erhoben wurden, und den
Zwecken der beabsichtigten Weiterverarbeitung;

b) den Zusammenhang, in dem die personenbezogenen
Daten erhoben wurden, insbesondere hinsichtlich des
Verhaltnisses zwischen den betroffenen Personen
und dem Verantwortlichen;

c) die Art der personenbezogenen Daten, insbesondere
ob besondere Kategorien personenbezogener Daten
verarbeitet werden oder ob personenbezogene Daten
Uber strafrechtliche Verurteilungen und Straftaten
gemal § 12 verarbeitet werden;

d) die moglichen Folgen der beabsichtigten Weiterver-
arbeitung fur die betroffenen Personen;

e) das Vorhandensein geeigneter Garantien, zu denen
die Verschlisselung, die Pseudonymisierung oder die
Anonymisierung gehéren kénnen.

Personenbezogene Daten, die ausschliellich zu Zwecken
der Datenschutzkontrolle, der Datensicherung oder zur Si-
cherstellung eines ordnungsgemalen Betriebes einer Da-
tenverarbeitungsanlage verarbeitet werden, durfen nur fur
diese Zwecke verwendet werden.*

§ 7 wird wie folgt neu gefasst:

(1)

”§ 7

Grundsétze fiir die Verarbeitung personenbezogener Daten

Personenbezogene Daten mussen

a) auf rechtmaRige Weise, nach Treu und Glauben und
in einer fur die betroffene Person nachvollziehbaren
Weise verarbeitet werden (,Rechtmaligkeit, Verarbei-
tung nach Treu und Glauben, Transparenz);
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b) fir festgelegte, eindeutige und legitime Zwecke erho-
ben werden und dirfen nicht in einer mit diesen Zwe-
cken nicht zu vereinbarenden Weise weiterverarbeitet
werden (,Zweckbindung®); eine Weiterverarbeitung
fur im kirchlichen Interesse liegende Archivzwecke,
fur wissenschaftliche oder historische Forschungs-
zwecke oder fir statistische Zwecke gilt als vereinbar
mit den urspringlichen Zwecken;

c) dem Zweck angemessen und erheblich sowie auf das
fur die Zwecke der Verarbeitung notwendige Maf
beschrankt sein (,Datenminimierung®); insbesondere
sind personenbezogene Daten zu anonymisieren
oder zu pseudonymisieren, soweit dies nach dem
Verwendungszweck mdglich ist und der Aufwand
nicht aufl’er Verhaltnis zum angestrebten Schutz-
zweck steht;

d) sachlich richtig und erforderlichenfalls auf dem neues-
ten Stand sein; es sind alle angemessenen Maflinah-
men zu treffen, damit personenbezogene Daten, die
im Hinblick auf die Zwecke ihrer Verarbeitung unrich-
tig sind, unverziglich geléscht oder berichtigt werden
(,Richtigkeit®);

e) in einer Form gespeichert werden, die die |dentifizie-
rung der betroffenen Personen nur so lange ermdg-
licht, wie es fir die Zwecke, fir die sie verarbeitet
werden, erforderlich ist (,Speicherbegrenzung®);

f)  in einer Weise verarbeitet werden, die eine angemes-
sene Sicherheit der personenbezogenen Daten ge-
wahrleistet, einschliel3lich Schutz vor unbefugter oder
unrechtmafiger Verarbeitung und vor unbeabsichtig-
tem Verlust, unbeabsichtigter Zerstdrung oder un-
beabsichtigter Schadigung durch geeignete techni-
sche und organisatorische Malinahmen (,Integritat
und Vertraulichkeit").

(2) Der Verantwortliche ist fur die Einhaltung der Grundsatze
des Absatzes 1 verantwortlich und muss dies nachweisen
kénnen (,Rechenschaftspflicht®).”
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10. § 8 wird wie folgt neu gefasst:

»§ 8

Einwilligung

Beruht die Verarbeitung auf einer Einwilligung, muss der
Verantwortliche nachweisen kénnen, dass die betroffene
Person in die Verarbeitung ihrer personenbezogenen Da-
ten eingewilligt hat.

'Wird die Einwilligung bei der betroffenen Person einge-
holt, ist diese auf den Zweck der Verarbeitung sowie, so-
weit nach den Umstédnden des Einzelfalles erforderlich
oder auf Verlangen, auf die Folgen der Verweigerung der
Einwilligung hinzuweisen. 2Die Einwilligung ist nur wirk-
sam, wenn sie auf der freien Entscheidung der betroffenen
Person beruht.

1Erfolgt die Einwilligung der betroffenen Person durch eine
schriftliche Erklarung, die noch andere Sachverhalte be-
trifft, so muss das Ersuchen um Einwilligung in verstandli-
cher und leicht zuganglicher Form in einer klaren und ein-
fachen Sprache so erfolgen, dass es von den anderen
Sachverhalten klar zu unterscheiden ist. 2Teile der Erkla-
rung sind dann nicht verbindlich, wenn sie einen Verstof3
gegen dieses Gesetz darstellen.

'Die betroffene Person hat das Recht, ihre Einwilligung je-
derzeit zu widerrufen. 2Durch den Widerruf der Einwilli-
gung wird die RechtmaRigkeit der aufgrund der Einwilli-
gung bis zum Widerruf erfolgten Verarbeitung nicht be-
riihrt. 3Die betroffene Person wird vor Abgabe der Einwilli-
gung hiervon in Kenntnis gesetzt. *Der Widerruf der Einwil-
ligung muss so einfach wie die Erteilung der Einwilligung
sein.

Bei der Beurteilung, ob die Einwilligung freiwillig erteilt
wurde, muss dem Umstand Rechnung getragen werden,
ob unter anderem die Erflillung eines Vertrags, einschliel3-
lich der Erbringung einer Dienstleistung, von der Einwilli-
gung zu einer Verarbeitung von personenbezogenen Da-
ten abhangig ist, die fur die Erfullung des Vertrags nicht er-
forderlich sind.

'Personenbezogene Daten eines oder einer Minderjahri-

gen, dem oder der elektronisch eine Dienstleistung oder
ein vergleichbares anderes Angebot von einer kirchlichen
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Stelle unterbreitet wird, dirfen nur verarbeitet werden,
wenn der oder die Minderjahrige das sechzehnte Lebens-
jahr vollendet hat. 2Hat der oder die Minderjahrige das
sechzehnte Lebensjahr noch nicht vollendet, ist die Verar-
beitung nur rechtmaBig, sofern und soweit eine Einwilli-
gung durch die Personensorgeberechtigten erteilt wird.
3Der fiir die Verarbeitung Verantwortliche unternimmt unter
Bericksichtigung der verfigbaren Technik angemessene
Anstrengungen, um sich in solchen Féllen zu vergewis-
sern, dass die Einwilligung durch die Personensorgebe-
rechtigten oder mit deren Zustimmung erteilt wurde. “Die
Einwilligung der Personensorgeberechtigten ist nicht er-
forderlich, wenn kirchliche Praventions- oder Beratungs-
dienste einem oder einer Minderjahrigen elektronisch oder
nicht elektronisch unmittelbar und kostenfrei angeboten
werden und die Einholung einer Einwilligung der Perso-
nensorgeberechtigten voraussichtlich die Zielsetzung des
Praventions- oder Beratungsangebots gefahrden oder die-
ser zuwiderlaufen wirde.“

11. § 9 wird aufgehoben.

12. § 10 wird aufgehoben.

13. § 11 wird wie folgt geéndert:

a)

In Absatz 2 Buchstabe a) wird nach dem Wort ,eingewil-
ligt,“ folgender Halbsatz angefligt:

,es sei denn, nach kirchlichem, staatlichem oder europai-
schem Recht kann das Verbot nach Absatz 1 durch die
Einwilligung der betroffenen Person nicht aufgehoben
werden,*

In Absatz 2 Buchstabe b) werden die Worter ,soweit dies
nach kirchlichem oder staatlichen Recht” ersetzt durch die
Worter ,soweit dies nach kirchlichem, staatlichem oder eu-
ropaischem Recht.

In Absatz 2 Buchstabe h) werden nach den Wértern ,Ar-
beitsfahigkeit des“ die Worter ,oder der® und nach den
Woértern ,Vertrags mit einem* die Worter ,oder einer” ange-
fugt.

In Absatz 2 Buchstabe i) wird das Wort ,oder* ersatzlos
gestrichen.
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14.

15.

e) In Absatz 2 Buchstabe j) wird der Punkt am Ende durch
ein Komma ersetzt.

f) In Absatz 2 wird nach Buchstabe j) folgender Buchstabe k)
angeflgt:
,die Verarbeitung ist fur Zwecke der institutionellen Aufar-
beitung von sexualisierter Gewalt und anderen Formen
des Missbrauchs auf der Grundlage kirchlichen Rechts er-
forderlich und die Interessen der betroffenen Person (§ 4
Nr. 1) sind durch angemessene Malinahmen gewahrt
oder*.

g) In Absatz 2 wird nach Buchstabe k) folgender Buchstabe I)
angefigt:
,die Verarbeitung ist aus Griinden eines erheblichen kirch-
lichen oder offentlichen Interesses zwingend erforderlich.”

h) Nach Absatz 4 wird folgender Absatz 5 angefugt:
-Eine Verarbeitung von besonderen Kategorien personen-
bezogener Daten zu anderen Zwecken ist zulassig, wenn
die Voraussetzungen der Absatze 2 bis 4 und ein Aus-
nahmetatbestand nach § 6 Absatze 2 bis 5 vorliegen.”

§ 12 wird wie folgt neu gefasst:

»§ 12
Verarbeitung von personenbezogenen Daten liber
strafrechtliche Verurteilungen und Straftaten

Die Verarbeitung personenbezogener Daten Uber strafrechtliche
Verurteilungen und Straftaten oder damit zusammenhangende
Sicherungsmalregeln aufgrund von § 6 Absatz 1 ist nur zulassig,
wenn dies nach kirchlichem oder staatlichem Recht, welches ge-
eignete Garantien fiir die Rechte und Freiheiten der betroffenen
Personen vorsieht, zulassig ist.”

§ 15 wird wie folgt gedndert:

a) In Absatz 1 Buchstabe a) werden die Worter ,sowie gege-
benenfalls seines Vertreters* ersatzlos gestrichen.

b) In Absatz 1 Buchstabe b) werden nach dem Wort ,des” die
Worter ,oder der” angefigt.

c) In Absatz 1 Buchstabe f) werden die Woérter ,oder in“ er-
satzlos gestrichen.



Amtsblatt fiir die Diézese Augsburg 2026, Nr. 2 vom 3. Februar 2026 55

16.

In Absatz 5 Buchstabe a) wird das Wort ,Auskunftsertei-
lung” ersetzt durch das Wort ,Informationserteilung®.

In Absatz 5 Buchstabe c) wird das Wort ,Auskunft* ersetzt
durch das Wort ,Information®.

Nach Absatz 5 wird folgender Absatz 6 angefiigt:

+~Werden Daten Dritter im Zuge der Aufnahme oder im
Rahmen eines Mandatsverhaltnisses an einen Berufsge-
heimnistrager oder eine Berufsgeheimnistragerin Ubermit-
telt, so besteht die Pflicht der ibermittelnden Stelle zur In-
formation der betroffenen Person gemall Absatz 3 nicht,
sofern nicht das Interesse der betroffenen Person an der
Informationserteilung Gberwiegt.”

§ 16 wird wie folgt gedndert:

a)

b)

In Absatz 1 Buchstabe a) wird das Wort ,erhobenen® er-
setzt durch das Wort ,verarbeiteten®.

In Absatz 2 Buchstabe c) werden nach dem Wort ,Emp-
fanger” die Worter ,oder eine andere Empfangerin“ ange-
fugt.

In Absatz 4 Buchstabe c) werden die Wérter ,durch kirchli-
che Rechtsvorschriften® ersetzt durch die Worter ,durch
kirchliche, staatliche oder europaische Rechtsvorschrif-
ten®.

In Absatz 4 Buchstabe d) werden die Wérter ,gemaR dem
staatlichen oder dem kirchlichen Recht” ersetzt durch die
Woérter ,gemafl dem kirchlichen, staatlichen oder europai-
schen Recht".

Absatz 5 wird wie folgt neu gefasst:
.Die Absatze 1 bis 3 finden keine Anwendung, wenn die
Erteilung der Information

a) im Falle einer kirchlichen Stelle im Sinne des § 3 Ab-
satz 1 lit. a)
(aa) die ordnungsgemafe Erflillung der in der Zu-
standigkeit des Verantwortlichen liegenden Auf-
gaben gefahrden wiirde oder

(bb) die Information dem kirchlichen Wohl erhebliche
Nachteile bereiten wirde

und deswegen das Interesse der betroffenen Person
an der Informationserteilung zuriicktreten muss,
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b) im Fall einer kirchlichen Stelle im Sinne des § 3 Ab-
satz 1 lit. b) oder c) die Geltendmachung, Ausiibung
oder Verteidigung zivilrechtlicher Anspriche beein-
trachtigen wirde und nicht das Interesse der be-
troffenen Person an der Informationserteilung Uber-
wiegt.”

17. § 17 wird wie folgt geéndert:

a)
b)

c)

In Absatz 2 werden die Wérter ,oder in“ ersatzlos gestri-
chen.

In Absatz 6 Buchstabe a) werden hinter ,§ 16“ die Wérter
~Absatz 4 lit. d) oder” angefugt.

Absatz 6 Buchstabe b) wird wie folgt neu gefasst:
~die Daten

(aa) nur deshalb gespeichert sind, weil sie aufgrund ge-
setzlicher oder satzungsmaRiger Aufbewahrungsvor-
schriften nicht geléscht werden dirfen oder

(bb) ausschliellich Zwecken der Datensicherung oder der
Datenschutzkontrolle dienen

und die Auskunftserteilung einen unverhéaltnismaRigen
Aufwand erfordern wirde sowie eine Verarbeitung zu an-
deren Zwecken durch geeignete technische und organisa-
torische MaRnahmen ausgeschlossen ist.*

Absatz 8 wird wie folgt neu gefasst:

,'Wird der betroffenen Person durch eine kirchliche Stelle
im Sinne des § 3 Absatz 1 lit. a) keine Auskunft erteilt, so
ist sie auf Verlangen der betroffenen Person dem oder der
Di6zesandatenschutzbeauftragten zu erteilen, soweit nicht
die Bischéfliche Behdrde im Einzelfall feststellt, dass
dadurch kirchliche Interessen erheblich beeintrachtigt wur-
den. 2Die Mitteilung des oder der Di6zesandatenschutzbe-
auftragten an die betroffene Person Uber das Ergebnis der
datenschutzrechtlichen Prifung darf keine Ruckschlisse
auf den Erkenntnisstand des Verantwortlichen zulassen,
sofern dieser nicht einer weitergehenden Auskunft zu-
stimmt.*

18. § 18 wird wie folgt geédndert:

Nach Absatz 2 wird folgender Absatz 3 angefugt:
»'Dem Recht auf Berichtigung ist nur in Form von erganzenden
Eintragungen zu entsprechen, wenn ansonsten der Erhalt oder
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die Gewahrleistung der Nachvollziehbarkeit von Amtshandlungen
sowie von Urkunden und vergleichbaren Dokumenten gefahrdet
wirde. 2Hierzu gehoren insbesondere die durch kirchliche
Rechtsvorschriften vorgesehenen Eintragungen in die Kirchen-
blcher (insbesondere Taufen, Trauungen, Todesfalle) sowie
Dekrete, Beschliisse von Gremien der Didzesen und Kirchenge-
meinden und sonstige Urkunden.®

19. § 19 wird wie folgt gedndert:

a)

b)

In Absatz 3 Buchstabe d) am Ende wird das Komma durch
ein Semikolon ersetzt und wird das Wort ,oder” ersatzlos
gestrichen.

In Absatz 3 Buchstabe e€) am Ende wird der Punkt ersatz-
los gestrichen und wird das Wort ,oder* angeflgt.

In Absatz 3 wird nach Buchstabe e) folgender Buchstabe f)
angefigt:

,zum Erhalt und zur Gewahrleistung der Nachvollziehbar-
keit von Amtshandlungen sowie von Urkunden und ver-
gleichbaren Dokumenten; hierzu gehdéren insbesondere
die durch kirchliche Rechtsvorschriften vorgesehenen Ein-
tragungen in die Kirchenbicher (insbesondere Taufen,
Trauungen, Todesfélle) sowie Dekrete, Beschliisse von
Gremien der Didézesen und Kirchengemeinden und sonsti-
ge Urkunden.*

20. § 23 wird wie folgt gedndert:

a)
b)

In Absatz 1 wird Satz 3 ersatzlos gestrichen.

Absatz 5 wird wie folgt neu gefasst:

»'Die betroffene Person hat das Recht, aus Griinden, die
sich aus ihrer besonderen Situation ergeben, gegen die
sie betreffende Verarbeitung sie betreffender personenbe-
zogener Daten, die zu wissenschaftlichen oder histori-
schen Forschungszwecken oder zu statistischen Zwecken
erfolgt, Widerspruch einzulegen. 2Das Recht auf Wider-
spruch besteht nicht, soweit an der Verarbeitung ein zwin-
gendes kirchliches oder 6ffentliches Interesse besteht, das
die Interessen der betroffenen Person lberwiegt, oder ei-
ne Rechtsvorschrift zur Verarbeitung verpflichtet.”
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21.

22.

23.

24.

25.

§ 24 wird wie folgt gedndert:

In Absatz 2 Buchstabe b) werden die Woérter ,aufgrund von kirch-
lichen Rechtsvorschriften® ersetzt durch die Worter ,aufgrund von
kirchlichen, staatlichen oder europaischen Rechtsvorschriften®.

§ 25 wird wie folgt gedndert:

In Absatz 1 wird nach dem Wort ,Person” das Wort ,insbesonde-
re* angeflugt.

§ 26 wird wie folgt gedndert:

In Absatz 4 werden die Worter ,EU-Recht” ersetzt durch die Wor-
ter ,europaischen Recht®.

§ 27 wird wie folgt gedndert:

In Absatz 3 werden die Worter ,EU-Recht” ersetzt durch die Wor-
ter ,europaischen Recht".

§ 28 wird wie folgt gedndert:

a) Absatz 2 wird wie folgt neu gefasst:
»'Die Verarbeitung in gemeinsamer Verantwortung erfolgt
auf der Grundlage der Vereinbarung gemaf Absatz 1 Satz
2 oder eines anderen Rechtsinstruments nach dem kirchli-
chen Recht, an die bzw. an das die gemeinsam Verant-
wortlichen gebunden sind. 2Die Vereinbarung gemai Ab-
satz 1 Satz 2 oder das Rechtsinstrument gemaR Satz 1
enthalt insbesondere die jeweiligen tatsachlichen Funktio-
nen und Beziehungen der gemeinsam Verantwortlichen
gegeniber der betroffenen Person. 3Die betroffene Person
wird Uber den wesentlichen, die Verarbeitung personenbe-
zogener Daten betreffenden Inhalt der Vereinbarung bzw.
des Rechtsinstruments informiert.”

b) Absatz 3 wird wie folgt neu gefasst:
,ungeachtet der Einzelheiten der Vereinbarung bzw. des
Rechtsinstruments kann die betroffene Person ihre Rechte
im Rahmen dieses Gesetzes bei und gegeniber jedem
einzelnen der Verantwortlichen geltend machen.*
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26. § 29 wird wie folgt gedandert:

27.

28.

a)

f)
9)

In Absatz 3 werden die Worter ,nach dem kirchlichen
Recht, dem Recht der Europadischen Union oder dem
Recht ihrer Mitgliedstaaten® ersetzt durch die Woérter ,nach
dem kirchlichen, dem staatlichen oder dem europaischen
Recht".

In Absatz 4 Buchstabe a) werden die Worter ,das kirchli-
che Recht, das Recht der Europaischen Union oder das
Recht ihrer Mitgliedstaaten® ersetzt durch die Wérter ,das
kirchliche, das staatliche oder das europaische Recht®.

In Absatz 4 Buchstabe g) werden die Woérter ,nach dem
kirchlichen Recht oder dem Recht der Europaischen Union
oder dem Recht ihrer Mitgliedstaaten® ersetzt durch die
Woérter ,nach dem kirchlichen, dem staatlichen oder dem
europaischen Recht®.

In Absatz 5 werden die Wérter ,nach dem kirchlichen
Recht oder dem Recht der Europaischen Union oder dem
Recht des betreffenden Mitgliedstaates der Europaischen
Union“ ersetzt durch die Woérter ,nach dem kirchlichen,
dem staatlichen oder dem europaischen Recht".

Absatz 9 wird wie folgt neu gefasst:

.'Der Vertrag im Sinne der Absatze 3 bis 5 bedarf der
Schriftform. 2MaRgeblich fiir die Ersetzung der Schriftform
durch die elektronische Form oder die Textform sind die
jeweils geltenden staatlichen Regelungen.”

Absatz 11 wird ersatzlos gestrichen.
Absatz 12 wird ersatzlos gestrichen.

§ 30 wird wie folgt gedndert:

Die Worter ,nach kirchlichem Recht, dem Recht der Europai-
schen Union oder dem Recht ihrer Mitgliedstaaten® werden er-
setzt durch die Wérter ,nach kirchlichem, staatlichem oder euro-
paischem Recht".

§ 31 wird wie folgt gedndert:

a)

In Absatz 1 Buchstabe a) werden nach den Wértern ,so-
wie des” die Worter ,oder der” und nach dem Wort ,sol-
cher“ die Woérter ,,oder eine solche“ angeflgt.
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29.

30.

Absatz 1 Buchstabe f) wird wie folgt neu gefasst:
,gegebenenfalls Ubermittlungen von personenbezogenen
Daten an ein Drittland, an ein nichtstaatliches Volker-
rechtssubjekt oder an eine internationale Organisation,
einschlieBlich der Angabe des betreffenden Drittlands, des
betreffenden nichtstaatlichen Vélkerrechtssubjektes oder
der betreffenden internationalen Organisation sowie bei
den in § 40 Absatz 2 genannten Datenlbermittlungen die
Dokumentierung geeigneter Garantien;*

Absatz 2 erster Halbsatz wird wie folgt neu gefasst:

~Jeder Auftragsverarbeiter fiihrt ein Verzeichnis zu allen
Kategorien von im Auftrag eines Verantwortlichen durch-
geflhrten Téatigkeiten der Verarbeitung, das Folgendes
enthalt:*

In Absatz 2 Buchstabe a) werden nach dem Wort ,eines®
die Woérter ,oder einer* und nach dem Wort ,solcher” die
Worter ,oder eine solche” angeflgt.

Absatz 2 Buchstabe c) wird wie folgt neu gefasst: ,gege-
benenfalls Ubermittiungen von personenbezogenen Daten
an ein Drittland, ein nichtstaatliches Vdélkerrechtssubjekt
oder an eine internationale Organisation, einschlieBlich der
Angabe des betreffenden Drittlands, des betreffenden
nichtstaatlichen Vélkerrechtssubjekts oder der betreffen-
den internationalen Organisation sowie bei den in § 40
Absatz 2 genannten Datenlbermittiungen die Dokumentie-
rung geeigneter Garantien;*

In Absatz 4 werden nach dem Wort ,dem* die Worter ,,oder
der® angefugt.

§ 33 wird wie folgt gedndert:

In Absatz 1 werden die Worter ,eine Gefahr* ersetzt durch
die Wérter ,ein Risiko®.

In Absatz 3 Buchstabe b) werden nach dem Wort ,des” die
Woérter ,oder der” angefugt.

In Absatz 3 Buchstabe c) wird das Wort ,mdglichen” er-
setzt durch das Wort ,wahrscheinlichen®.

§ 34 Absatz 3 Buchstabe b) wird wie folgt neu gefasst:

~der Verantwortliche hat durch nachtraglich getroffene Malinah-
men sichergestellt, dass das hohe Risiko fir die Rechte und
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31.

32.

33.

Freiheiten der betroffenen Personen gemaly Absatz 1 aller
Wahrscheinlichkeit nach nicht mehr besteht;"

§ 35 wird wie folgt gedndert:

a) In Absatz 2 werden nach dem Wort ,des” die Worter ,,oder
der® und nach dem Wort ,solcher” die Worter ,oder eine
solche* angeflgt.

b) In Absatz 3 werden nach dem Wort ,des” die Worter ,,oder
der® angefigt.
c) In Absatz 9 werden die Worter ,im kirchlichen Recht® er-

setzt durch die Worter ,im kirchlichen, im staatlichen oder
im europaischen Recht.

Die Uberschrift von Kapitel 4 Abschnitt 3 wird wie folgt neu
gefasst:

»Betriebliche Datenschutzbeauftragte“
§ 36 wird wie folgt neu gefasst:

»§ 36
Benennung von betrieblichen Datenschutzbeauftragten

(1)  Kirchliche Stellen im Sinne des § 3 Absatz 1 lit. a) benen-
nen schriftlich einen betrieblichen Datenschutzbeauftrag-
ten oder eine betriebliche Datenschutzbeauftragte.

(2) Kirchliche Stellen im Sinne des § 3 Absatz 1 lit. b) und c)
benennen schriftlich einen betrieblichen Datenschutzbe-
auftragten oder eine betriebliche Datenschutzbeauftragte,
wenn

a) sich bei ihnen in der Regel mindestens zwanzig Per-
sonen standig mit der Verarbeitung personenbezoge-
ner Daten beschaftigen;

b) die Kerntdtigkeit des Verantwortlichen oder des Auf-
tragsverarbeiters in der Durchfiihrung von Verarbei-
tungsvorgangen besteht, welche aufgrund ihrer Art,
ihres Umfangs oder ihrer Zwecke eine umfangreiche
regelmaBige und systematische Uberwachung von
betroffenen Personen erforderlich machen, oder
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c) die Kerntatigkeit des Verantwortlichen oder des Auf-
tragsverarbeiters in der umfangreichen Verarbeitung
besonderer Kategorien personenbezogener Daten
oder von personenbezogenen Daten Uber strafrechtli-
che Verurteilungen und Straftaten gemall § 12 be-
steht.

Fiar mehrere kirchliche Stellen im Sinne des § 3 Absatz 1
kann unter Berucksichtigung ihrer Organisationsstruktur
und ihrer Grolle ein gemeinsamer betrieblicher Daten-
schutzbeauftragter oder eine gemeinsame betriebliche Da-
tenschutzbeauftragte benannt werden.

'Der Verantwortliche oder der Auftragsverarbeiter verof-
fentlicht die Kontaktdaten des oder der betrieblichen Da-
tenschutzbeauftragten. 2Die Benennung von betrieblichen
Datenschutzbeauftragten ist der Datenschutzaufsicht an-
zuzeigen.

'Der oder die betriebliche Datenschutzbeauftragte kann
eine natlrliche oder eine juristische Person sein. 2Er oder
sie kann Beschaftigter oder Beschaftigte des Verantwortli-
chen oder des Auftragsverarbeiters sein oder seine oder
ihre Aufgaben auf der Grundlage eines Dienstleistungsver-
trags oder einer sonstigen Vereinbarung erfillen. 3Ist der
oder die betriebliche Datenschutzbeauftragte Beschaftigter
oder Beschéftigte des Verantwortlichen, finden § 43 Ab-
satz 1 Satz 1 und 2 entsprechende Anwendung.

Zum oder zur betrieblichen Datenschutzbeauftragten darf
nur benannt werden, wer die zur Erfullung seiner Aufga-
ben erforderliche Fachkunde und Zuverladssigkeit besitzt.

1Zum oder zur betrieblichen Datenschutzbeauftragten darf
der- oder diejenige nicht benannt werden, der oder die mit
der Leitung der Datenverarbeitung beauftragt ist oder dem
oder der die Leitung der kirchlichen Stelle obliegt. 2Andere
Aufgaben und Pflichten des oder der Benannten durfen im
Ubrigen nicht so ausgestaltet oder umfangreich sein, dass
der oder die betriebliche Datenschutzbeauftragte seinen
oder ihren Aufgaben nach diesem Gesetz nicht unabhan-
gig bzw. umgehend nachkommen kann.
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(8)

Soweit keine Verpflichtung fiir die Benennung eines oder
einer betrieblichen Datenschutzbeauftragten besteht, hat
der Verantwortliche oder der Auftragsverarbeiter die Erfil-
lung der Aufgaben nach § 38 in anderer Weise sicherzu-
stellen.”

34. § 37 wird wie folgt neu gefasst:

»§ 37

Rechtsstellung betrieblicher Datenschutzbeauftragter

(1)

'Der oder die betriebliche Datenschutzbeauftragte ist dem
Leiter oder der Leiterin der kirchlichen Stelle unmittelbar
zu unterstellen. 2Er oder sie ist bei der Erfiillung seiner
oder ihrer Aufgaben auf dem Gebiet des Datenschutzes
weisungsfrei. 3Er oder sie darf wegen der Erflillung seiner
oder ihrer Aufgaben nicht benachteiligt werden.

'‘Der Verantwortliche und der Auftragsverarbeiter stellen
sicher, dass der oder die betriebliche Datenschutzbeauf-
tragte ordnungsgemafR und frihzeitig in alle mit dem
Schutz personenbezogener Daten zusammenhangenden
Fragen eingebunden wird. 2Sie unterstiitzen den betriebli-
chen Datenschutzbeauftragten oder die betriebliche Da-
tenschutzbeauftragte bei der Erflllung seiner oder ihrer
Aufgaben, indem sie die fir die Erfiillung dieser Aufgaben
erforderlichen Mittel und den Zugang zu personenbezoge-
nen Daten und Verarbeitungsvorgangen zur Verfigung
stellen. 3Zur Erhaltung der zur Erfiillung seiner oder ihrer
Aufgaben erforderlichen Fachkunde haben der Verant-
wortliche oder der Auftragsverarbeiter dem oder der be-
trieblichen Datenschutzbeauftragten die Teilnahme an
Fort- und Weiterbildungsveranstaltungen in angemesse-
nem Umfang zu ermdglichen und deren Kosten zu Uber-
nehmen. 4§ 43 Absatze 9 und 10 gelten entsprechend.

Betroffene Personen kdnnen sich jederzeit und unmittelbar
an den betrieblichen Datenschutzbeauftragten oder die be-
triebliche Datenschutzbeauftragte wenden.

Ist ein betrieblicher Datenschutzbeauftragter oder eine
betriebliche Datenschutzbeauftragte benannt worden, so
ist die Kundigung seines oder ihres Arbeitsverhéltnisses
unzuldssig, es sei denn, dass Tatsachen vorliegen, welche
den Verantwortlichen oder den Auftragsverarbeiter zur
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35.

Kindigung aus wichtigem Grund ohne Einhaltung der
Kindigungsfrist berechtigen. 2Nach der Abberufung als
betrieblicher Datenschutzbeauftragter oder als betriebliche
Datenschutzbeauftragte ist die Kiindigung innerhalb eines
Jahres nach der Beendigung der Bestellung unzulassig, es
sei denn, dass der Verantwortliche oder der Auftragsver-
arbeiter zur Kiindigung aus wichtigem Grund ohne Einhal-
tung einer Kuindigungsfrist berechtigt ist.

Der Verantwortliche und der Auftragsverarbeiter stellen si-
cher, dass die Wahrnehmung anderer Aufgaben und
Pflichten durch den betrieblichen Datenschutzbeauftragten
oder die betriebliche Datenschutzbeauftragte nicht zu ei-
nem Interessenkonflikt fihrt.”

§ 38 wird wie folgt neu gefasst:

»§ 38

Aufgaben betrieblicher Datenschutzbeauftragter

'Betriebliche Datenschutzbeauftragte wirken auf die Einhaltung
dieses Gesetzes und anderer Vorschriften tiber den Datenschutz
hin. 2Zu diesem Zweck konnen sie sich in Zweifelsfallen an die
Datenschutzaufsicht gemaR §§ 42 ff. wenden. 3Sie haben insbe-
sondere

a) die ordnungsgemale Anwendung der Datenverarbei-
tungsprogramme, mit deren Hilfe personenbezogene
Daten verarbeitet werden sollen, zu Gberwachen; zu
diesem Zweck sind sie Uber Vorhaben der automati-
sierten Verarbeitung personenbezogener Daten
rechtzeitig zu unterrichten;

b) den Verantwortlichen oder den Auftragsverarbeiter zu
unterrichten und zu beraten;

c) die bei der Verarbeitung personenbezogener Daten
tatigen Personen durch geeignete Malinahmen mit
den Vorschriften dieses Gesetzes sowie anderer Vor-
schriften Uber den Datenschutz und mit den jeweili-
gen besonderen Erfordernissen des Datenschutzes
vertraut zu machen;

d) auf Anfrage des Verantwortlichen oder des Auf-
tragsverarbeiters diesen bei der Durchflhrung einer
Datenschutz-Folgenabschatzung zu beraten und bei
der Uberpriifung, ob die Verarbeitung gemaR der
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Datenschutz-Folgenabschatzung erfolgt, zu unter-
stitzen und

e) mit der Datenschutzaufsicht zusammenzuarbeiten.*

36. Kapitel 5 wird wie folgt neu gefasst:

»Kapitel 5

Ubermittlung personenbezogener Daten an Drittlzinder,

internationale Organisationen oder nichtstaatliche

Volkerrechtssubjekte

§39
Allgemeine Grundsatze

1Jede Ubermittlung personenbezogener Daten, die bereits verar-
beitet werden oder nach ihrer Ubermittiung an ein Drittland, an
eine internationale Organisation oder an ein nichtstaatliches Vol-
kerrechtssubjekt verarbeitet werden sollen, ist nur zuldssig, wenn
der Verantwortliche und der Auftragsverarbeiter die in diesem
Gesetz niedergelegten Bedingungen einhalten. 2Dies gilt auch
fir die etwaige Weiterlibermittlung personenbezogener Daten
aus dem betreffenden Drittland, der betreffenden internationalen
Organisation oder dem betreffenden nichtstaatlichen Volker-
rechtssubjekt.

§ 40

Dateniibermittlung auf der Grundlage eines Angemessenheits-

(1)

beschlusses oder bei geeigneten Garantien

Eine Ubermittlung personenbezogener Daten an ein Dritt-
land oder an eine internationale Organisation ist zulassig,
wenn ein Angemessenheitsbeschluss der Europaischen
Kommission vorliegt.

Liegt ein Angemessenheitsbeschluss nicht vor, darf eine
Ubermittlung personenbezogener Daten an ein Drittland,
an eine internationale Organisation oder an ein nichtstaat-
liches Vdlkerrechtssubjekt nur erfolgen, sofern der Ver-
antwortliche oder der Auftragsverarbeiter geeignete Ga-
rantien vorgesehen hat und sofern den betroffenen Perso-
nen durchsetzbare Rechte und wirksame Rechtsbehelfe
zur Verfligung stehen.
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§ 41
Ausnahmen fiir bestimmte Félle

Falls weder ein Angemessenheitsbeschluss nach § 40 Ab-
satz 1 noch geeignete Garantien nach § 40 Absatz 2 be-
stehen, ist eine Ubermittlung personenbezogener Daten
an ein Drittland oder an eine internationale Organisation
oder an ein nichtstaatliches Vélkerrechtssubjekt nur unter
einer der folgenden Bedingungen zuldssig:

a)

b)

c)

d)

e)

die betroffene Person hat in die vorgeschlagene
Ubermittlung eingewilligt, nachdem sie ber die fir
sie bestehenden mdglichen Risiken derartiger Daten-
Ubermittlungen ohne Vorliegen eines Angemessen-
heitsbeschlusses und ohne geeignete Garantien un-
terrichtet wurde;

die Ubermittlung ist fir die Erfiillung eines Vertrages
zwischen der betroffenen Person und dem Verant-
wortlichen oder zur Durchfihrung von vorvertragli-
chen Malnahmen auf Antrag der betroffenen Person
erforderlich;

die Ubermittlung ist zum Abschluss oder zur Erfiillung
eines im Interesse der betroffenen Person von dem
Verantwortlichen mit einer anderen natirlichen oder
juristischen Person geschlossenen Vertrages erfor-
derlich;

die Ubermittlung erfolgt aufgrund kirchenrechtlicher
Vorschriften oder in Wahrnehmung kirchlicher Aufga-
ben an den Heiligen Stuhl oder an den Staat der Vati-
kanstadt oder ist aus anderen wichtigen Griinden des
kirchlichen oder 6ffentlichen Interesses notwendig;

die Ubermittlung ist zur Geltendmachung, Ausiibung
oder Verteidigung von Rechtsanspriichen erforder-
lich;

die Ubermittlung ist zum Schutz lebenswichtiger Inte-
ressen der betroffenen Person oder anderer Perso-
nen erforderlich, sofern die betroffene Person aus
physischen oder rechtlichen Grinden auferstande
ist, ihre Einwilligung zu geben.

Der Verantwortliche oder der Auftragsverarbeiter erfasst
die von ihm vorgenommene Beurteilung in der Dokumen-
tation gemaf § 31.°
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37. Kapitel 6 wird wie folgt neu gefasst:

»Kapitel 6
Unabhangige Datenschutzaufsicht

§ 42
Datenschutzaufsicht

Der Diézesanbischof richtet fiir den Bereich seiner Di6ze-
se eine Datenschutzaufsicht als unabhangige kirchliche
Behdrde ein.

'Der Ditzesanbischof bestellt flir den Bereich seiner Dio-
zese einen Didzesandatenschutzbeauftragten als Leiter
oder eine Di6zesandatenschutzbeauftragte als Leiterin der
Datenschutzaufsicht. 2Zum oder zur Didzesandaten-
schutzbeauftragten kann nur eine natirliche Person be-
stellt werden.

'Der oder die Diozesandatenschutzbeauftragte handelt bei
der Erfullung seiner oder ihrer Aufgaben und bei der Aus-
Ubung seiner oder ihrer Befugnisse geman diesem Gesetz
vollig unabhangig und ist nur dem kirchlichen Recht und
dem fir die Kirchen verbindlichen staatlichen oder europa-
ischen Recht unterworfen. 2Die Auslibung seiner oder ih-
rer Tatigkeit geschieht in organisatorischer und sachlicher
Unabhéngigkeit. 3Die Dienstaufsicht ist so zu regeln, dass
dadurch die Unabhangigkeit nicht beeintrachtigt wird.

'Der oder die Dibzesandatenschutzbeauftragte sieht von
allen mit den Aufgaben seines oder ihres Amtes nicht zu
vereinbarenden Handlungen ab und Ubt wahrend seiner
oder ihrer Amtszeit keine andere mit seinem oder ihrem
Amt nicht zu vereinbarende entgeltliche oder unentgeltli-
che Tatigkeit aus. ?2Dem steht eine Bestellung als Ditze-
sandatenschutzbeauftragter oder Didzesandatenschutz-
beauftragte fir mehrere Didzesen und/oder Ordensge-
meinschaften nicht entgegen.

'Dem oder der Diézesandatenschutzbeauftragten wird die
Personal- und Sachausstattung zur Verfligung gestellt, die
er oder sie bendtigt, um seine oder ihre Aufgaben und
Befugnisse wahrnehmen zu kénnen. 2Dies gilt auch fiir
seine oder ihre Aufgaben im Bereich der Amtshilfe und der
Zusammenarbeit mit anderen Datenschutzaufsichten im
Sinne des § 44 Absatz 2 lit. f). 3Er oder sie verfligt lber
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einen eigenen jahrlichen Haushalt, der gesondert aus-
zuweisen ist und veroffentlicht wird, und unterliegt der
Rechnungspriifung durch die dafiir von der Didzese be-
stimmte Stelle, soweit hierdurch seine oder ihre Unabhan-
gigkeit nicht beeintrachtigt wird.

'Der oder die Diozesandatenschutzbeauftragte wahit das
notwendige Personal aus, das von der Datenschutzauf-
sicht selbst, ggf. einer anderen kirchlichen Stelle angestellt
wird. 2Die angestellten Mitarbeitenden unterstehen der
Dienst- und Fachaufsicht des oder der Didzesandaten-
schutzbeauftragten und kénnen, soweit sie bei einer ande-
ren kirchlichen Stelle angestellt sind, nur mit seinem oder
ihrem Einverstandnis von der kirchlichen Stelle gekiindigt,
versetzt oder abgeordnet werden. 3Die Mitarbeitenden se-
hen von allen mit den Aufgaben ihres Amtes nicht zu ver-
einbarenden Handlungen ab und Uben wahrend ihrer
Amtszeit keine anderen mit ihrem Amt nicht zu vereinba-
renden entgeltlichen oder unentgeltlichen Tatigkeiten aus.

'Der oder die Dibzesandatenschutzbeauftragte kann Auf-
gaben der Personalverwaltung und Personalwirtschaft auf
andere kirchliche Stellen tbertragen oder sich deren Hilfe
bedienen. 2Diesen dirfen personenbezogene Daten der
Mitarbeitenden Ubermittelt werden, soweit deren Kenntnis
zur Erflllung der Ubertragenen Aufgaben erforderlich ist.

'Die Datenschutzaufsicht ist oberste Dienstbehdrde im
Sinne des § 96 Strafprozessordnung. 2Der oder die Didze-
sandatenschutzbeauftragte trifft die Entscheidung Uber
Aussagegenehmigungen fir sich und seinen oder ihren
Bereich in eigener Verantwortung. 3Die Datenschutzauf-
sicht ist oberste Aufsichtsbehérde im Sinne des § 99 Ver-
waltungsgerichtsordnung.

Der oder die Didzesandatenschutzbeauftragte ist berech-
tigt, iber Personen, die ihm oder ihr in seiner oder ihrer
Eigenschaft als Ditzesandatenschutzbeauftragter oder
Di6zesandatenschutzbeauftragte Tatsachen anvertraut ha-
ben, sowie Uber diese Tatsachen selbst keine Auskunft zu
geben. 2Dies gilt auch fiir die Mitarbeitenden des oder der
Di6zesandatenschutzbeauftragten mit der MalRgabe, dass
Uber die Austbung dieses Rechts der oder die Didzesan-
datenschutzbeauftragte entscheidet. 3Soweit diese Ver-
schwiegenheit reicht, darf die Vorlegung oder Auslieferung



Amtsblatt fiir die Diézese Augsburg 2026, Nr. 2 vom 3. Februar 2026 69

(1)

von Akten oder anderen Dokumenten von ihm oder ihr
nicht gefordert werden. 4lm Verfahren vor den kirchlichen
Datenschutzgerichten darf er oder sie entsprechende An-
gaben unkenntlich machen. 5§ 17 bleibt unberihrt.

§43

Der oder die Di6zesandatenschutzbeauftragte und

seine oder ihre Vertretung

'Die Bestellung des oder der Diézesandatenschutzbeauf-
tragten durch den Ditzesanbischof erfolgt fir die Dauer
von mindestens vier, hdchstens sechs Jahren und gilt bis
zur Aufnahme der Amtsgeschafte durch den Nachfolger
oder die Nachfolgerin. 2Die mehrmalige erneute Bestellung
ist zulassig. SDie Bestellung fiir mehrere Didzesen
und/oder Ordensgemeinschaften ist zulassig. “Der oder
die Diozesandatenschutzbeauftragte (bt sein oder ihr Amt
hauptamtlich aus.

1Zum oder zur Di6zesandatenschutzbeauftragten darf nur
bestellt werden, wer die zur Erflllung seiner Aufgaben er-
forderliche Fachkunde und Zuverlassigkeit besitzt. 2Er
oder sie soll die Befahigung zum Richteramt gemaR dem
Deutschen Richtergesetz haben. 2Als Person, die das ka-
tholische Profil der Einrichtung inhaltlich pragt, mitverant-
wortet und nach aulden reprasentiert, muss er oder sie der
katholischen Kirche angehoren. “Der oder die Didzesanda-
tenschutzbeauftragte ist auf die gewissenhafte Erflillung
seiner oder ihrer Pflichten und die Einhaltung des kirchli-
chen und des fur die Kirchen verbindlichen staatlichen
Rechts zu verpflichten.

'Die Bestellung kann vor Ablauf der Amtszeit widerrufen
werden, wenn Griinde nach § 24 Deutsches Richtergesetz
vorliegen, die bei einem Richter oder einer Richterin auf
Lebenszeit dessen oder deren Entlassung aus dem Dienst
rechtfertigen, oder Griinde vorliegen, die nach der Grund-
ordnung des kirchlichen Dienstes in der jeweils geltenden
Fassung eine Klndigung rechtfertigen. 2Auf Antrag des
oder der Di6zesandatenschutzbeauftragten nimmt der Di6-
zesanbischof die Bestellung zuriick.

'Das der Bestellung zum oder zur Diézesandatenschutz-
beauftragten zugrunde liegende Dienstverhaltnis kann
wahrend der Amtszeit nur unter den Voraussetzungen des
Absatzes 3 beendet werden. 2Dieser Kindigungsschutz
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wirkt fir den Zeitraum von einem Jahr nach der Beendi-
gung der Amtszeit entsprechend fort, soweit ein kirchliches
Beschaftigungsverhaltnis fortgefiihrt wird oder sich an-
schlieft.

Der oder die Ditzesandatenschutzbeauftragte benennt
aus dem Kreis seiner oder ihrer Mitarbeitenden einen Ver-
treter oder eine Vertreterin, der oder die im Fall seiner
oder ihrer Verhinderung die unaufschiebbaren Entschei-
dungen trifft.

Ist der oder die Di6zesandatenschutzbeauftragte an der
Ausibung seines oder ihres Amtes dauerhaft verhindert
oder endet sein oder ihr Amtsverhaltnis vorzeitig und ist er
oder sie nicht zur Weiterfihrung der Geschafte verpflich-
tet, bestellt der Diézesanbischof bis zur Wiederaufnahme
des Amtes durch den Didézesandatenschutzbeauftragten
oder die Di6zesandatenschutzbeauftragte oder die Bestel-
lung eines oder einer neuen Didzesandatenschutzbeauf-
tragten Ubergangsweise eine Leitung. 2§ 43 Absatz 2 gilt
entsprechend. 2Die libergangsweise Leitung hat sdmtliche
Rechte und Pflichten, die nach diesem Gesetz dem oder
der Dibzesandatenschutzbeauftragten zukommen. “Sie
tritt nicht in die laufende Amtszeit des oder der bisherigen
Ditzesandatenschutzbeauftragten ein. SMit der Bestellung
der Ubergangsweisen Leitung durch den Diézesanbischof
endet die Vertretung nach Absatz 5.

Der oder die Didzesandatenschutzbeauftragte und seine
oder ihre Mitarbeitenden sind auch nach Beendigung ihrer
Auftrage verpflichtet, Uber die ihnen in dieser Eigenschaft
bekannt gewordenen Angelegenheiten Verschwiegenheit
zu bewahren. 2Dies gilt nicht fir Mitteilungen im dienstli-
chen Verkehr oder Uber Tatsachen, die offenkundig sind
oder ihrer Bedeutung nach keiner Geheimhaltung bedur-
fen.

'Der oder die Dibzesandatenschutzbeauftragte und seine
oder ihre Mitarbeitenden dirfen, wenn ihr Auftrag beendet
ist, Uber solche Angelegenheiten ohne Genehmigung des
oder der amtierenden Didzesandatenschutzbeauftragten
weder vor Gericht noch aulergerichtlich Aussagen oder
Erklarungen abgeben. 2Die Genehmigung, als Zeuge oder
Zeugin auszusagen, wird in der Regel erteilt. 3Unberihrt
bleibt die gesetzlich begriindete Pflicht, Straftaten anzu-
zeigen.
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(9) Die Absatze 7 und 8 gelten fir die Vertretung oder eine
Ubergangsweise Leitung entsprechend.

§44
Aufgaben der Datenschutzaufsicht

(1) Die Datenschutzaufsicht wacht Uber die Einhaltung der
Vorschriften dieses Gesetzes sowie anderer Vorschriften
Uber den Datenschutz und setzt diese durch.

(2) Darlber hinaus hat die Datenschutzaufsicht insbesondere
folgende Aufgaben:

a) Die Offentlichkeit fir die Risiken, Vorschriften, Garan-
tien und Rechte im Zusammenhang mit der Verarbei-
tung sensibilisieren und sie dartiber aufklaren. Be-
sondere Beachtung finden dabei spezifische Malk-
nahmen fir Minderjahrige;

b) kirchliche Einrichtungen und Gremien Uber legislative
und administrative MalRnahmen zum Schutz der
Rechte und Freiheiten natlrlicher Personen in Bezug
auf die Verarbeitung beraten;

c) die Verantwortlichen und die Auftragsverarbeiter fur
die ihnen aus diesem Gesetz entstehenden Pflichten
sensibilisieren;

d) auf Anfrage jeder betroffenen Person Informationen
Uber die Auslibung ihrer Rechte aufgrund dieses Ge-
setzes zur Verfligung stellen und gegebenenfalls zu
diesem Zweck mit den anderen Datenschutzaufsich-
ten sowie staatlichen und sonstigen kirchlichen Auf-
sichtsbehérden zusammenarbeiten;

e) sich mit Beschwerden einer betroffenen Person be-
fassen, den Gegenstand der Beschwerde in ange-
messenem Umfang untersuchen und den Beschwer-
defihrer innerhalb einer angemessenen Frist Uber
den Fortgang und das Ergebnis der Untersuchung
unterrichten; zur Erleichterung der Einlegung von Be-
schwerden halt die Datenschutzaufsicht Musterformu-
lare in digitaler und Papierform bereit;

f)  mit anderen Datenschutzaufsichten zusammenarbei-
ten, auch durch Informationsaustausch, und ihnen
Amtshilfe leisten, um die einheitliche Anwendung und
Durchsetzung dieses Gesetzes zu gewahrleisten;
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g) Untersuchungen Uber die Anwendung dieses Geset-
zes durchfiihren, auch auf der Grundlage von Infor-
mationen einer anderen Datenschutzaufsicht oder ei-
ner anderen Behdrde;

h) malgebliche Entwicklungen verfolgen, soweit sie sich
auf den Schutz personenbezogener Daten auswirken,
insbesondere die Entwicklung der Informations- und
Kommunikationstechnologie und der Geschaftsprakti-
ken;

i) gegebenenfalls eine Liste der Verarbeitungsarten er-
stellen und fiihren, fir die gemanR § 35 entweder kei-
ne oder fiir die eine Datenschutz-Folgenabschatzung
durchzuflhren ist;

j)  Beratung in Bezug auf die in § 35 genannten Verar-
beitungsvorgange leisten;

k) interne Verzeichnisse Uber Verstofle gegen dieses
Gesetz und die im Zusammenhang mit diesen Ver-
stoRen ergriffenen Mallnahmen fihren und

I) jede sonstige Aufgabe im Zusammenhang mit dem
Schutz personenbezogener Daten erfiillen.

Die Datenschutzaufsicht kann im Rahmen ihrer Zustandig-
keit Muster zur Verfigung stellen.

'Die Tatigkeit der Datenschutzaufsicht ist fir die betroffene
Person unentgeltlich. 2Bei offensichtlich unbegriindeten
oder — insbesondere im Fall von haufiger Wiederholung —
exzessiven Anfragen kann jedoch die Datenschutzaufsicht
ihre weitere Tatigkeit auf eine neuerliche Anfrage der be-
troffenen Person hin davon abhangig machen, dass eine
angemessene Gebuhr fir den Verwaltungsaufwand ent-
richtet wird, oder sich weigern, aufgrund der Anfrage tatig
zu werden. 3In diesem Fall tragt die Datenschutzaufsicht
die Beweislast fur den offenkundig unbegriindeten oder
exzessiven Charakter der Anfrage.

'Die Datenschutzaufsicht erstellt jahrlich einen Tatigkeits-
bericht, der dem Dibzesanbischof vorgelegt und der Of-
fentlichkeit zuganglich gemacht wird. 2Der Téatigkeitsbe-
richt soll auch eine Darstellung der wesentlichen Entwick-
lungen des Datenschutzes im nicht kirchlichen Bereich
enthalten.
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§ 45

Zustandigkeit der Datenschutzaufsicht bei liber- oder mehr-

(1)

diozesanen Rechtstragern sowie bei gemeinsamer

Verantwortlichkeit

'Handelt es sich bei dem Rechtstrager einer kirchlichen
Stelle im Sinne des § 3 Absatz 1 um einen Uber- oder
mehrdiézesanen kirchlichen Rechtstrager, so gilt das Ge-
setz Uber den kirchlichen Datenschutz der Diézese und ist
die Datenschutzaufsicht der Ditzese zustandig, in der der
Rechtstrager der kirchlichen Stelle seinen Sitz hat. 2Bei
Abgrenzungsfragen gegeniiber dem Bereich der Ordens-
gemeinschaften erfolgt eine Abstimmung zwischen dem
oder der Didzesandatenschutzbeauftragten und dem oder
der Ordensdatenschutzbeauftragten.

Verfligt der Uber- oder mehrdiézesane kirchliche Rechts-
trager im Sinne des § 3 Absatz 1 Gber eine oder mehrere
rechtlich unselbstandige Einrichtungen, die in einer ande-
ren Dibzese als der Didzese ihren Sitz haben, in der der
Rechtstrager seinen Sitz hat, so gilt das Gesetz uUber den
kirchlichen Datenschutz der Didzese und ist die Daten-
schutzaufsicht der Didzese zustandig, in der der Rechts-
trager seinen Sitz hat.

In Fallen einer gemeinsamen Verantwortlichkeit im Sinne
des § 28 verstandigen sich die betroffenen Datenschutz-
aufsichten.

§ 46
Zusammenarbeit kirchlicher Stellen mit den
Datenschutzaufsichten

Die in § 3 Absatz 1 genannten kirchlichen Stellen sind verpflich-
tet, im Rahmen ihrer Zustandigkeit

a) den Anweisungen der Datenschutzaufsicht Folge zu
leisten,

b) die Datenschutzaufsicht bei der Erflillung ihrer Aufga-
ben zu unterstitzen; ihr ist dabei insbesondere Aus-
kunft zu ihren Fragen sowie Einsicht in alle Unterla-
gen und Akten zu gewahren, die im Zusammenhang
mit der Verarbeitung personenbezogener Daten
stehen, namentlich in die gespeicherten Daten und in
die Datenverarbeitungsprogramme, und wahrend der
Dienstzeit zum Zwecke von Prifungen Zutritt zu allen
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c)

Dienstraumen, die der Verarbeitung und Aufbewah-
rung automatisierter Dateien dienen, zu gewahren,

Untersuchungen in Form von Datenschutziiberpri-
fungen durch die Datenschutzaufsicht zuzulassen.

§47
Befugnisse der Datenschutzaufsicht

Die Datenschutzaufsicht verfligt iber samtliche folgenden
Untersuchungsbefugnisse, die es ihr gestatten,

a)

b)

c)

den Verantwortlichen oder den Auftragsverarbeiter
anzuweisen, alle Informationen bereitzustellen, die fir
die Erfillung der Aufgaben der Datenschutzaufsicht
erforderlich sind;

Untersuchungen in Form von Datenschutziiberpri-
fungen durchzufihren;

den Verantwortlichen oder den Auftragsverarbeiter
auf einen vermeintlichen Verstol3 gegen dieses Ge-
setz hinzuweisen,;

von dem Verantwortlichen und dem Auftragsverarbei-
ter Zugang zu allen personenbezogenen Daten und
Informationen, die zur Erfiillung der Aufgaben der Da-
tenschutzaufsicht notwendig sind, zu erhalten;

gemal dem geltenden Verfahrensrecht Zugang zu
den Raumlichkeiten, einschlieBlich aller Datenverar-
beitungsanlagen und -gerate, des Verantwortlichen
und des Auftragsverarbeiters zu erhalten.

Die Datenschutzaufsicht verflgt Uber sdmtliche folgenden
Abnhilfebefugnisse, die es ihr gestatten,

a)

b)

einen Verantwortlichen oder einen Auftragsverarbei-
ter zu warnen, dass beabsichtigte Verarbeitungsvor-
gange voraussichtlich gegen dieses Gesetz oder an-
dere datenschutzrechtliche Bestimmungen verstof3en;

einen Verantwortlichen oder einen Auftragsverarbei-
ter zu verwarnen, wenn er mit Verarbeitungsvorgan-
gen gegen dieses Gesetz oder andere datenschutz-
rechtliche Bestimmungen verstof3en hat;

den Verantwortlichen oder den Auftragsverarbeiter
anzuweisen, den Antrdgen der betroffenen Person
auf Auslibung der ihr nach diesem Gesetz zustehen-
den Rechte zu entsprechen;
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d) den Verantwortlichen oder den Auftragsverarbeiter
anzuweisen, Verarbeitungsvorgange gegebenenfalls
auf bestimmte Weise und innerhalb eines bestimmten
Zeitraums in Einklang mit diesem Gesetz zu bringen;

e) den Verantwortlichen anzuweisen, die von einer Ver-
letzung des Schutzes personenbezogener Daten be-
troffene Person entsprechend zu benachrichtigen;

f)  eine vorubergehende oder endgiiltige Beschrankung
der Verarbeitung, einschliel3lich eines Verbots, zu
verhangen;

g) die Berichtigung oder Léschung von personenbezo-
genen Daten oder die Einschrankung der Verarbei-
tung geman den §§ 18, 19 und 20 und die Unterrich-
tung der Empfanger, an die diese personenbezoge-
nen Daten gemafR §§ 19 Absatz 2 und 21 offengelegt
wurden, Uber solche Malkhahmen anzuordnen;

h) eine GeldbuRe gemal § 51 zu verhangen, zusatzlich
zu oder anstelle von in diesem Absatz genannten
MaRnahmen, je nach den Umstanden des Einzelfalls;

i) die Aussetzung der Ubermittlung von Daten an einen
Empfanger in einem Drittland oder an eine internatio-
nale Organisation oder an ein nichtstaatliches Volker-
rechtssubjekt anzuordnen.

(3) Hat die Datenschutzaufsicht die Feststellung getroffen,
dass eine Datenschutzverletzung objektiv vorliegt, kann
der betroffenen Person im Verfahren vor den staatlichen
Zivilgerichten Uber den Schadensersatz das Fehlen einer
solchen nicht entgegengehalten werden.

(4) 'Werden MaBnahmen nach Absatz 2 nicht in der von der
Datenschutzaufsicht bestimmten Frist befolgt, so verstan-
digt die Datenschutzaufsicht die fur die kirchliche Stelle
zustandige Aufsicht und fordert sie zu einer Stellungnah-
me gegeniiber der Datenschutzaufsicht auf. ?Diese Stel-
lungnahme soll auch eine Darstellung der MaRnahmen
enthalten, die getroffen worden sind.

(5) 'VWor AbhilfemalRnahmen nach Absatz 2 ist dem Verant-
wortlichen oder dem Auftragsverarbeiter innerhalb einer
angemessenen Frist Gelegenheit zu geben, sich zu den
fur die Entscheidung erheblichen Tatsachen zu auflern.
2\Von der Anhoérung kann abgesehen werden, wenn sie
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38.

39.

40.

nach den Umstanden des Einzelfalls nicht geboten, insbe-
sondere wenn eine sofortige Entscheidung wegen Gefahr
im Verzug oder im kirchlichen Interesse notwendig er-
scheint.”

§ 48 wird wie folgt gedndert:

a) In der Uberschrift wird das Wort ,der* ersetzt durch das
Wort ,einer”.
b) In Absatz 1 Satz 1 werden die Woérter ,Beschwerde bei der

Datenschutzaufsicht” ersetzt durch die Worter ,Beschwer-
de bei einer Datenschutzaufsicht. Die Worter ,wenn sie”
werden ersetzt durch die Woérter ,wenn die betroffene Per-

son-.

c) In Absatz 2 werden nach dem Wort ,Empfanger* die Wor-
ter ,oder die Empfangerin® und nach dem Wort ,Dritten”
die Worter ,oder die Dritte” angefiigt.

d) In Absatz 4 werden nach dem Wort ,Beschwerdefihrer®
die Worter ,oder die Beschwerdefiihrerin“ angefigt.

§ 49 wird wie folgt neu gefasst:

»S 49
Recht auf gerichtlichen Rechtsbehelf gegen einen
Bescheid der Datenschutzaufsicht

'Jede natlrliche oder juristische Person hat unbeschadet des
Rechts auf Beschwerde bei einer Datenschutzaufsicht (§ 48) das
Recht auf einen gerichtlichen Rechtsbehelf gegen einen sie be-
treffenden Bescheid der Datenschutzaufsicht. 2Dies gilt auch
dann, wenn sich die Datenschutzaufsicht nicht mit einer Be-
schwerde nach § 48 befasst oder die betroffene Person nicht in-
nerhalb von drei Monaten lber den Stand oder das Ergebnis der
nach § 48 erhobenen Beschwerde in Kenntnis gesetzt hat.”

Nach § 49 wird folgender § 49a eingefiigt:

»§ 49a
Recht auf gerichtlichen Rechtsbehelf gegen
Verantwortliche oder kirchliche Auftragsverarbeiter

Jede betroffene Person hat unbeschadet eines Rechts auf Be-
schwerde bei einer Datenschutzaufsicht (§ 48) das Recht auf ei-
nen gerichtlichen Rechtsbehelf gegen einen Verantwortlichen
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41.

42.

oder einen kirchlichen Auftragsverarbeiter, wenn sie der Ansicht
ist, dass die ihr aufgrund dieses Gesetzes zustehenden Rechte
infolge einer nicht im Einklang mit diesem Gesetz stehenden
Verarbeitung ihrer personenbezogenen Daten verletzt wurden.*

Nach § 49a wird folgender § 49b eingefiigt:

»849b
Zustandigkeit der Datenschutzgerichte

Fir gerichtliche Rechtsbehelfe nach den §§ 49 und 49 a
ist das Interdidzesane Datenschutzgericht zustandig.

Fir Rechtsmittel gegen eine Entscheidung des Interdioze-
sanen Datenschutzgerichts ist das Datenschutzgericht der
Deutschen Bischofskonferenz zustandig.”

§ 51 wird wie folgt gedndert:

a)

b)

In Absatz 3 werden nach dem Wort ,Einzelfalls” die Worter
,Zusatzlich zu oder anstelle von MaRnahmen nach § 47
Absatz 2 lit. a) bis g) und i)“ angeflgt.

In Absatz 3 Buchstabe i) werden die Worter ,§ 47 Absatz
5“ ersetzt durch die Worter ,§ 47 Absatz 2“.

Absatz 5 wird wie folgt neu gefasst:

,'Bei VerstolRen werden im Einklang mit Absatz 3 Geldbu-
Ren innerhalb eines Rahmens von bis zu 1.000.000 € ver-
hangt. 2Fir den Bereich kirchlicher Unternehmen im Sinne
des § 4 Ziffer 19., die am Wettbewerb teilnehmen, kénnen
im Einklang mit Absatz 2 GeldbufRen von bis zu 4 Prozent
des Jahresumsatzes, maximal in Hohe von 3.000.000 €,
verhangt werden.”

Nach Absatz 7 wird folgender Absatz 8 angefigt:

,Eine Meldung nach § 33 oder eine Benachrichtigung nach
§ 34 Absatz 1 darf in einem Verfahren zur Verhdngung ei-
nes BuRgeldes nach dieser Vorschrift gegen den Melde-
pflichtigen oder die Meldepflichtige oder den Benachrichti-
genden oder die Benachrichtigende oder seine oder ihre in
§ 52 Absatz 1 der Strafprozessordnung bezeichneten An-
gehdrigen nur mit Zustimmung des oder der Meldepflichti-
gen oder des oder der Benachrichtigenden verwendet
werden.*
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43. § 52 wird wie folgt gedndert:

44,

45,

a)

b)

In Absatz 3 werden die Worter ,Speicherung oder Ver-
wendung® ersetzt durch das Wort ,Verarbeitung®.

In Absatz 5 wird das Wort ,Speicherung“ ersetzt durch das
Wort ,Verarbeitung®.

Nach § 52 wird folgender § 52a eingefiigt:

(1)

»S§ B2a

Gottesdienste und kirchliche Veranstaltungen

Die Aufzeichnung, Ubertragung oder Veréffentlichung von
Gottesdiensten oder Veranstaltungen gottesdienstahnli-
cher Art sind datenschutzrechtlich zulassig, wenn die be-
troffenen Personen vor der Teilnahme durch geeignete
Mafnahmen uber Art und Umfang der Aufzeichnung,
Ubertragung oder Veréffentlichung informiert werden.

Besonderen schutzwirdigen Interessen — insbesondere
von Minderjahrigen — ist in angemessenem Umfang Rech-
nung zu tragen.

Unbeschadet des Absatzes 2 sind von der Aufzeichnung,
Ubertragung oder Veréffentlichung nicht erfasste Platze fiir
Gottesdienstbesucher und -besucherinnen in angemesse-
ner Zahl vorzuhalten.*

§ 53 wird wie folgt gedndert:

a)

b)

In der Uberschrift wird das Wort ,Datenverarbeitung® er-
setzt durch die Worter ,Verarbeitung personenbezogener
Daten®.

In Absatz 1 werden die Worter ,eines Beschéaftigten® er-
setzt durch die Wérter ,eines oder einer Beschéftigten®.

In Absatz 2 werden die Worter ,eines Beschaftigten® er-
setzt durch die Wérter ,eines oder einer Beschaftigten®
und die Worter ,des Beschaftigten“ werden ersetzt durch
die Worter ,des oder der Beschaftigten®.
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46. § 54 wird wie folgt neu gefasst:

»§ 54

Verarbeitung personenbezogener Daten zu wissenschaftlichen
oder historischen Forschungszwecken, zu Archivzwecken

(1)

oder zu statistischen Zwecken

Personenbezogene Daten dirfen zu im kirchlichen oder
offentlichen Interesse liegenden Archivzwecken, zu wis-
senschaftlichen oder historischen Forschungszwecken
oder zu statistischen Zwecken verarbeitet werden, soweit
geeignete Garantien fur die Rechte und Freiheiten der be-
troffenen Personen vorgesehen werden. 2Mit diesen Ga-
rantien wird sichergestellt, dass technische und organisa-
torische MaRRnahmen bestehen, mit denen insbesondere
die Achtung des Grundsatzes der Datenminimierung ge-
wabhrleistet wird. 3§ 11 Absatz 2 lit. h) bis j) bleiben unbe-
ruhrt.

Die Offenlegung personenbezogener Daten an andere als
kirchliche Stellen fur Zwecke der wissenschaftlichen oder
historischen Forschung oder der Statistik ist nur zulassig,
wenn diese sich verpflichten, die ibermittelten Daten nicht
fur andere Zwecke zu verarbeiten und die Vorschriften der
Absatze 3 und 4 einzuhalten. 2Der kirchliche Auftrag darf
durch die Offenlegung nicht gefahrdet werden.

2Personenbezogene Daten, die flir Zwecke der Forschung
oder Statistik verarbeitet werden, sind zu anonymisieren,
sobald dies nach dem Forschungs- oder Statistikzweck
mdglich ist. Bis dahin sind die Merkmale gesondert zu ver-
arbeiten, mit denen Einzelangaben Uber persdnliche oder
sachliche Verhaltnisse einer identifizierten oder identifi-
zierbaren Person zugeordnet werden kénnen. 3Sie diirfen
mit den Einzelangaben nur zusammengefihrt werden, so-
weit der Forschungs- oder Statistikzweck dies erfordert.

Die Veroffentlichung personenbezogener Daten, die zum
Zwecke wissenschaftlicher oder historischer Forschung
oder der Statistik Ubermittelt wurden, ist nur mit Zustim-
mung der Ubermittelnden kirchlichen Stelle zulassig. ?Die
Zustimmung kann erteilt werden, wenn



80

Amtsblatt fur die Di6zese Augsburg 2026, Nr. 2 vom 3. Februar 2026

(5)

47.

a) die betroffene Person eingewilligt hat oder

b) dies fur die Darstellung von Forschungsergebnissen
Uber Ereignisse der Zeitgeschichte unerlasslich ist,
es sei denn, dass Grund zu der Annahme besteht,
dass durch die Verdffentlichung der Auftrag der Kir-
che gefahrdet wiirde oder schutzwiirdige Interessen
der betroffenen Person Gberwiegen.

Fir die Archivierung von Unterlagen kirchlicher Stellen im Sinne
des § 3 gilt die Anordnung Uber die kirchlichen Archive (KAO) in
der jeweils geltenden Fassung.”

Nach § 54 wird folgender § 54a eingefigt:

»§ bda
Verarbeitung personenbezogener Daten zur

institutionellen Aufarbeitung sexualisierter Gewalt und anderer

48.

Formen des Missbrauchs

'An der institutionellen Aufarbeitung sexualisierter Gewalt und
anderer Formen des Missbrauchs besteht ein Uberragendes
kirchliches Interesse. 2Personenbezogene Daten dirfen zum
Zwecke der institutionellen Aufarbeitung sexualisierter Gewalt
nach MaRgabe dieses Gesetzes und auf Grundlage spezifischer
diézesaner Bestimmungen verarbeitet werden, die die Offenle-
gung von personenbezogenen Daten von sexuellem Missbrauch
betroffener Personen fir Aufarbeitungs- und Forschungszwecke
durch Auskunft oder Einsicht in Unterlagen ausdrucklich regeln,
darunter auch Regelungen, die Auskunft oder Einsicht in Unter-
lagen lediglich im Falle einer Einwilligung betroffener Personen
zulassen.”

§ 55 wird wie folgt gedndert:

a) In der Uberschrift wird das Wort ,Datenverarbeitung“ er-
setzt durch die Wérter ,Verarbeitung personenbezogener
Daten®.

b) In Absatz 3 Satz 1 werden nach dem Wort ,er“ die Wérter
,oder sie” eingefugt.
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49. § 57 wird wie folgt neu gefasst:
. »§ 57
Ubergangsbestimmungen

Bisherige Bestellungen der betrieblichen Datenschutzbeauftragten,
deren Amtszeiten noch nicht abgelaufen sind, bleiben unberihrt, so-
weit hierbei die Regelungen der §§ 36 ff. Beachtung finden.*

50. § 58 wird wie folgt neu gefasst:

»§ 58
Inkrafttreten

Dieses Gesetz tritt am 24.05.2018 in Kraft.”

Artikel 2
Inkrafttreten

Dieses Anderungsgesetz tritt am 01.03.2026 in Kraft.

Augsburg, 13. Januar 2026

+ Bertram

Dr. Bertram Meier Dr. Christian Mazenik
Bischof von Augsburg Notar
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Praambel

'Aufgabe des Datenschutzes ist es, die Grundrechte und Grundfrei-
heiten natirlicher Personen und insbesondere deren Recht auf
Schutz personenbezogener Daten bei der Verarbeitung dieser Daten
zu schitzen. 2Fr die katholische Kirche ist der Schutz der personen-
bezogenen Daten ein unerldsslicher Bestandteil der in can. 220 des
Codex luris Canonici (CIC) anerkannten Rechte. 3Zur Erfiilllung des
kirchlichen Auftrages ist die Verarbeitung personenbezogener Daten
durch kirchliche Stellen erforderlich.

4Dieses Gesetz Uber den Kirchlichen Datenschutz (KDG) wird erlas-
sen aufgrund des verfassungsrechtlich garantierten Rechts der Ka-
tholischen Kirche, ihre Angelegenheiten selbststandig innerhalb der
Schranken des fiir alle geltenden Gesetzes zu ordnen und zu verwal-
ten. ®Dieses Recht ist auch europarechtlich geachtet und festge-
schrieben in Art. 91 und Erwagungsgrund 165 der Verordnung (EU)
2016/679 des Europaischen Parlaments und des Rates vom 27. April
2016 zum Schutz naturlicher Personen bei der Verarbeitung perso-
nenbezogener Daten, zum freien Datenverkehr und zur Aufhebung
der Richtlinie 95/46/EG (Datenschutz-Grundverordnung - EU-
DSGVO) sowie in Art. 17 des Vertrages Uber die Arbeitsweise der
Europaischen Union (AEUV). ¢In Wahrnehmung dieses Rechts stellt
dieses Gesetz den Einklang mit der EU-DSGVO her.

Kapitel 1
Allgemeine Bestimmungen

§1

Zweck

Zweck dieses Gesetzes ist es, betroffene Personen davor zu schit-
zen, dass sie durch die Verarbeitung ihrer personenbezogenen Daten
in ihrem Personlichkeitsrecht beeintrachtigt werden, und den freien
Verkehr solcher Daten zu ermdglichen.

§2
Sachlicher Anwendungsbereich

(1) 'Dieses Gesetz gilt fir die ganz oder teilweise automatisierte
Verarbeitung personenbezogener Daten sowie fir die nichtauto-
matisierte Verarbeitung personenbezogener Daten, die in einem
Dateisystem gespeichert sind oder gespeichert werden sollen.
2§ 53 Absatz 3 bleibt unberihrt.
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()

@)

Soweit besondere kirchliche oder besondere staatliche Rechts-
vorschriften auf Verarbeitungen personenbezogener Daten an-
zuwenden sind, gehen sie den Vorschriften dieses Gesetzes vor,
sofern sie das Datenschutzniveau dieses Gesetzes nicht unter-
schreiten.

Die Verpflichtung zur Wahrung des Beichtgeheimnisses und des
Seelsorgegeheimnisses, anderer gesetzlicher Geheimhaltungs-
pflichten oder anderer Berufs- oder besonderer Amtsgeheimnis-
se, die nicht auf gesetzlichen Vorschriften beruhen, bleibt unbe-
ruhrt.

§3

Organisatorischer Anwendungsbereich

Dieses Gesetz gilt fiir die Verarbeitung personenbezogener Da-
ten durch folgende kirchliche Stellen:

a) die Diozese, die Kirchengemeinden, die Kirchenstiftungen
und die Kirchengemeindeverbande;

b) den Deutschen Caritasverband, die Di6zesan-Caritasverban-
de, ihre Untergliederungen und ihre Fachverbande ohne
Rucksicht auf ihre Rechtsform;

c) die kirchlichen Kérperschaften, Stiftungen, Anstalten, Werke,
Einrichtungen und die sonstigen kirchlichen Rechtstrager oh-
ne Rucksicht auf ihre Rechtsform.

Dieses Gesetz findet Anwendung auf die Verarbeitung perso-
nenbezogener Daten, soweit diese im Rahmen der Tatigkeiten
eines kirchlichen Verantwortlichen oder Auftragsverarbeiters er-
folgt, unabhangig davon, wo die Verarbeitung stattfindet.

§4

Begriffsbestimmungen

Im Sinne dieses Gesetzes bezeichnet der Ausdruck:

1.

.personenbezogene Daten“ alle Informationen, die sich auf eine
identifizierte oder identifizierbare natirliche Person (im Folgen-
den ,betroffene Person®) beziehen; als identifizierbar wird eine
natirliche Person angesehen, die direkt oder indirekt, ins-
besondere mittels Zuordnung zu einer Kennung wie einem Na-
men, zu einer Kennnummer, zu Standortdaten, zu einer Online-
Kennung oder zu einem oder mehreren besonderen Merkmalen,
die Ausdruck der physischen, physiologischen, genetischen,
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psychischen, wirtschaftlichen, kulturellen oder sozialen ldentitat
dieser natlrlichen Person sind, identifiziert werden kann;

.besondere Kategorien personenbezogener Daten“ personenbe-
zogene Daten, aus denen die rassische und ethnische Herkunft,
politische Meinungen, religidse oder weltanschauliche Uberzeu-
gungen oder die Gewerkschaftszugehorigkeit hervorgehen, so-
wie genetische Daten, biometrische Daten zur eindeutigen Identi-
fizierung einer naturlichen Person, Gesundheitsdaten oder Daten
zum Sexualleben oder der sexuellen Orientierung einer natur-
lichen Person. Die Zugehdrigkeit zu einer Kirche oder Religions-
gemeinschaft ist keine besondere Kategorie personenbezogener
Daten;

.Verarbeitung” jeden mit oder ohne Hilfe automatisierter Verfah-
ren ausgefiihrten Vorgang oder jede solche Vorgangsreihe im
Zusammenhang mit personenbezogenen Daten wie das Erhe-
ben, das Erfassen, die Organisation, das Ordnen, die Speiche-
rung, die Anpassung oder Veranderung, das Auslesen, das Ab-
fragen, die Verwendung, die Offenlegung durch Ubermittlung,
Verbreitung oder eine andere Form der Bereitstellung, den Ab-
gleich oder die Verknupfung, die Einschrankung, das Ldschen
oder die Vernichtung;

-Einschrankung der Verarbeitung“ die Markierung gespeicherter
personenbezogener Daten mit dem Ziel, ihre kiinftige Verarbei-
tung einzuschranken;

LProfiling“ jede Art der automatisierten Verarbeitung personenbe-
zogener Daten, die darin besteht, dass diese personenbezoge-
nen Daten verwendet werden, um bestimmte personliche Aspek-
te, die sich auf eine natiirliche Person beziehen, zu bewerten,
insbesondere um Aspekte beziglich Arbeitsleistung, wirtschaftli-
che Lage, Gesundheit, personliche Vorlieben, Interessen, Zuver-
I&ssigkeit, Verhalten, Aufenthaltsort oder Ortswechsel dieser na-
turlichen Person zu analysieren oder vorherzusagen;

.Pseudonymisierung“ die Verarbeitung personenbezogener Da-
ten in einer Weise, dass die personenbezogenen Daten ohne
Hinzuziehung zuséatzlicher Informationen nicht mehr einer spezi-
fischen betroffenen Person zugeordnet werden kénnen, sofern
diese zusatzlichen Informationen gesondert aufbewahrt werden
und technischen und organisatorischen MaRnahmen unterliegen,
die gewahrleisten, dass die personenbezogenen Daten nicht ei-
ner identifizierten oder identifizierbaren natirlichen Person zu-
gewiesen werden,;
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10.

11.

12.

13.

~Anonymisierung“ die Verarbeitung personenbezogener Daten
derart, dass die Einzelangaben Uber persénliche oder sachliche
Verhaltnisse nicht mehr oder nur mit einem unverhaltnismafig
groRen Aufwand an Zeit, Kosten und Arbeitskraft einer bestimm-
ten oder bestimmbaren natirlichen Person zugeordnet werden
koénnen;

,2Dateisystem* jede strukturierte Sammlung personenbezogener
Daten, die nach bestimmten Kriterien zuganglich sind, unabhan-
gig davon, ob diese Sammlung zentral, dezentral oder nach funk-
tionalen oder geografischen Gesichtspunkten geordnet gefiihrt
wird;

Lverantwortlicher® die natlrliche oder juristische Person, Behor-
de, Einrichtung oder andere Stelle, die allein oder gemeinsam
mit anderen Uber die Zwecke und Mittel der Verarbeitung von
personenbezogenen Daten entscheidet; sind die Zwecke und
Mittel dieser Verarbeitung durch kirchliches, staatliches oder eu-
ropaisches Recht vorgegeben, so kann der Verantwortliche be-
ziehungsweise kénnen die bestimmten Kriterien seiner Benen-
nung nach diesem Recht vorgesehen werden;

»Auftragsverarbeiter eine naturliche oder juristische Person,
Behorde, Einrichtung oder andere Stelle, die personenbezogene
Daten im Auftrag des Verantwortlichen verarbeitet;

-LEmpfanger® eine naturliche oder juristische Person, Behdrde,
Einrichtung oder andere Stelle, der personenbezogene Daten of-
fengelegt werden, unabhangig davon, ob es sich bei ihr um einen
Dritten handelt oder nicht;

LDritter” eine natlrliche oder juristische Person, Behdrde, Einrich-
tung oder andere Stelle, auller der betroffenen Person, dem
Verantwortlichen, dem Auftragsverarbeiter und den Personen,
die unter der unmittelbaren Verantwortung des Verantwortlichen
oder des Auftragsverarbeiters befugt sind, die personenbezoge-
nen Daten zu verarbeiten;

»Einwilligung® der betroffenen Person jede freiwillig fir den be-
stimmten Fall, in informierter Weise und unmissverstéandlich ab-
gegebene Willensbekundung in Form einer Erklarung oder einer
sonstigen eindeutigen bestatigenden Handlung, mit der die be-
troffene Person zu verstehen gibt, dass sie mit der Verarbeitung
der sie betreffenden personenbezogenen Daten einverstanden
ist;
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14.

15.

16.

17.

18.

19.

20.

21.

22.

LVerletzung des Schutzes personenbezogener Daten“ eine Ver-
letzung der Sicherheit, die, ob unbeabsichtigt oder unrechtmafig,
zur Vernichtung, zum Verlust, zur Veranderung, oder zur unbe-
fugten Offenlegung von beziehungsweise zum unbefugten Zu-
gang zu personenbezogenen Daten fiihrt, die Ubermittelt, ge-
speichert oder auf sonstige Weise verarbeitet wurden;

~.genetische Daten“ personenbezogene Daten zu den ererbten
oder erworbenen genetischen Eigenschaften einer naturlichen
Person, die eindeutige Informationen tiber die Physiologie oder
die Gesundheit dieser naturlichen Person liefern und insbeson-
dere aus der Analyse einer biologischen Probe der betreffenden
natlrlichen Person gewonnen wurden;

.biometrische Daten“ mit speziellen technischen Verfahren ge-
wonnene personenbezogene Daten zu den physischen, physio-
logischen oder verhaltenstypischen Merkmalen einer natirlichen
Person, die die eindeutige Identifizierung dieser natirlichen Per-
son ermoglichen oder bestatigen, wie Gesichtsbilder oder dakty-
loskopische Daten;

~,Gesundheitsdaten“ personenbezogene Daten, die sich auf die
korperliche oder geistige Gesundheit einer natirlichen Person,
einschlieBlich der Erbringung von Gesundheitsdienstleistungen,
beziehen und aus denen Informationen Gber deren Gesundheits-
zustand hervorgehen;

LDrittland“ ein Land aufRerhalb der Europaischen Union oder des
europaischen Wirtschaftsraums;

,Unternehmen® eine natirliche oder juristische Person, die eine
wirtschaftliche Téatigkeit ausibt, unabhangig von ihrer Rechts-
form, einschlieBlich Personengesellschaften oder Vereinigungen,
die regelmafig einer wirtschaftlichen Tatigkeit nachgehen;

~-Unternehmensgruppe” eine Gruppe, die aus einem herrschen-
den Unternehmen und den von diesem abhangigen Unterneh-
men besteht;

,Datenschutzaufsicht“ die von einem oder mehreren Di6zesanbi-
schoéfen gemal §§ 42 ff. errichtete unabhangige, mit der Daten-
schutzaufsicht beauftragte kirchliche Behorde;

.Didzesandatenschutzbeauftragter oder ,Di6ézesandatenschutz-
beauftragte® den Leiter oder die Leiterin der Datenschutzaufsicht;
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23.

24.

(1)

.Betrieblicher Datenschutzbeauftragter® oder ,Betriebliche Da-
tenschutzbeauftragte® den vom Verantwortlichen oder vom Auf-
tragsverarbeiter benannten Datenschutzbeauftragten oder die
vom Verantwortlichen oder vom Auftragsverarbeiter benannte
Datenschutzbeauftragte;

.Beschaftigte” insbesondere

a) Kleriker und Kandidaten fiir das Weiheamt,

b) Ordensangehdrige, soweit sie auf einer Planstelle in einer
Einrichtung der eigenen Ordensgemeinschaft oder aufgrund
eines Gestellungsvertrages tatig sind,

c) in einem Beschaftigungsverhaltnis oder in einem kirchlichen
Beamtenverhaltnis stehende Personen,

d) zu ihrer Berufsbildung tatige Personen mit Ausnahme der
Postulanten und Novizen,

e) Teilnehmende an Leistungen zur Teilhabe am Arbeitsleben
sowie an Abklarungen der beruflichen Eignung oder Arbeits-
erprobungen (Rehabilitanden),

f) in anerkannten Werkstatten fir Menschen mit Behinderungen
tatige Personen,

g) nach dem Bundesfreiwilligendienstgesetz oder dem Jugend-
freiwilligendienstegesetz oder in vergleichbaren Diensten tati-
ge Personen sowie Praktikanten oder Praktikantinnen,

h) Personen, die wegen ihrer wirtschaftlichen Unselbststandig-
keit als arbeitnehmerahnliche Personen anzusehen sind; zu
diesen gehdren auch die in Heimarbeit Beschaftigten und die
ihnen Gleichgestellten,

i) sich fur ein Beschaftigungsverhaltnis Bewerbende sowie Per-
sonen, deren Beschéaftigungsverhaltnis beendet ist,

j) Leiharbeitnehmerinnen und Leiharbeitnehmer, soweit sie zu
einem kirchlichen Arbeitgeber entsandt sind.

Kapitel 2
Grundsatze

§5

Datengeheimnis

'Den bei der Verarbeitung personenbezogener Daten tatigen
Personen ist untersagt, diese unbefugt zu verarbeiten (Datenge-
heimnis). 2Diese Personen sind bei der Aufnahme ihrer Tatigkeit
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auf das Datengeheimnis und die Einhaltung der einschlagigen
Datenschutzregelungen schriftlich zu verpflichten. *Das Daten-
geheimnis besteht auch nach Beendigung ihrer Tatigkeit fort.

(2) Absatz 1 gilt auch fir ehrenamtlich tatige Personen, sofern sie
personenbezogene Daten verarbeiten.

§6

RechtmaBigkeit der Verarbeitung personenbezogener Daten

(1) Die Verarbeitung personenbezogener Daten ist nur rechtmaRig,
wenn mindestens eine der nachstehenden Bedingungen erfullt

ist:

a)

b)

c)

e)

f)

)]

Dieses Gesetz oder eine andere kirchliche oder eine staatli-
che Rechtsvorschrift erlaubt sie oder ordnet sie an;

die betroffene Person hat in die Verarbeitung der sie betref-
fenden personenbezogenen Daten fir einen oder mehrere
bestimmte Zwecke eingewilligt;

die Verarbeitung ist fir die Erflillung eines Vertrags, dessen
Vertragspartei die betroffene Person ist, oder zur Durchfiih-
rung vorvertraglicher MalRnahmen erforderlich, die auf Anfra-
ge der betroffenen Person erfolgen;

die Verarbeitung ist zur Erflllung einer rechtlichen Verpflich-
tung erforderlich, der der Verantwortliche unterliegt;

die Verarbeitung ist erforderlich, um lebenswichtige Interes-
sen der betroffenen Person oder einer anderen naturlichen
Person zu schiitzen;

die Verarbeitung ist flr die Wahrnehmung einer Aufgabe des
Verantwortlichen erforderlich, die im kirchlichen Interesse liegt
oder in Ausubung offentlicher Gewalt erfolgt, die dem Ver-
antwortlichen Ubertragen wurde;

die Verarbeitung ist zur Wahrung der berechtigten Interessen
des Verantwortlichen oder eines Dritten erforderlich, sofern
nicht die Interessen oder Grundrechte und Grundfreiheiten
der betroffenen Person, die den Schutz personenbezogener
Daten erfordern, iberwiegen, insbesondere dann, wenn es
sich bei der betroffenen Person um einen Minderjahrigen oder
eine Minderjahrige handelt. Lit. g) gilt nicht fur die von 6ffent-
lich-rechtlich organisierten kirchlichen Stellen in Erfullung ih-
rer Aufgaben vorgenommene Verarbeitung.
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(2) Die Verarbeitung fir einen anderen Zweck als zu demjenigen, zu
dem die personenbezogenen Daten erhoben wurden, ist recht-
mafig, wenn

a)

b)
c)

d)

)]

h)

eine Rechtsvorschrift dies erlaubt oder anordnet und kirchli-
che Interessen nicht entgegenstehen;

die betroffene Person eingewilligt hat;

offensichtlich ist, dass es im Interesse der betroffenen Person
liegt, und kein Grund zu der Annahme besteht, dass sie in
Kenntnis des anderen Zwecks ihre Einwilligung verweigern
wurde;

Angaben der betroffenen Person Uberprift werden mussen,
weil tatsachliche Anhaltspunkte fir deren Unrichtigkeit beste-
hen;

die Daten allgemein zuganglich sind oder der Verantwortliche
sie veroffentlichen durfte, es sei denn, dass das schutzwirdi-
ge Interesse der betroffenen Person an dem Ausschluss der
Zweckanderung offensichtlich Gberwiegt;

sie zur Geltendmachung, Ausiibung oder Verteidigung recht-
licher Anspriiche erforderlich ist, sofern nicht die Interessen
der betroffenen Person an dem Ausschluss der Verarbeitung
Uberwiegen;

es zur Verfolgung oder Aufklarung von Straftaten oder Ord-
nungswidrigkeiten oder zur Vollstreckung von Bufigeldent-
scheidungen erforderlich ist;

es zur Abwehr einer schwerwiegenden Beeintrachtigung der
Rechte Dritter erforderlich ist;

es zur institutionellen Aufarbeitung von sexualisierter Gewalt
und anderen Formen des Missbrauchs auf der Grundlage
kirchlichen Rechts erforderlich ist und die Interessen der be-
troffenen Person (§ 4 Nr. 1) durch angemessene MalRnahmen
gewahrt sind;

der Auftrag der Kirche oder die Glaubwurdigkeit ihres Diens-
tes dies erfordert oder

es zur Vorbereitung, Durchfihrung und Nachbereitung von
kirchlichen Wahlen insbesondere zu didzesanen, pfarrlichen
oder kirchengemeindlichen Gremien erforderlich ist; hierzu
gehdren auch die Kandidatenwerbung und -ansprache sowie
nachgelagerte Malinahmen zu Information und Schulung.
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@)

(4)

'Eine Verarbeitung fiir andere Zwecke liegt nicht vor, wenn sie
der Wahrnehmung von Visitations-, Aufsichts- und Kontrollbe-
fugnissen, der Rechnungsprifung, der Revision oder der Durch-
fihrung von Organisationsuntersuchungen fir den Verantwortli-
chen dient. ?2Das gilt auch fiir die Verarbeitung zu Ausbildungs-
und Prifungszwecken durch den Verantwortlichen, soweit nicht
Uberwiegende schutzwirdige Interessen der betroffenen Person
entgegenstehen.

Beruht die Verarbeitung zu einem anderen Zweck als zu demje-
nigen, zu dem die personenbezogenen Daten erhoben wurden,
nicht auf der Einwilligung der betroffenen Person oder auf einer
kirchlichen oder staatlichen Rechtsvorschrift, so beriicksichtigt
der Verantwortliche — um festzustellen, ob die Verarbeitung zu
einem anderen Zweck mit demjenigen, zu dem die personenbe-
zogenen Daten urspringlich erhoben wurden, vereinbar ist — un-
ter anderem

a) jede Verbindung zwischen den Zwecken, fir die die perso-
nenbezogenen Daten erhoben wurden, und den Zwecken der
beabsichtigten Weiterverarbeitung;

b) den Zusammenhang, in dem die personenbezogenen Daten
erhoben wurden, insbesondere hinsichtlich des Verhaltnisses
zwischen den betroffenen Personen und dem Verantwortli-
chen;

c) die Art der personenbezogenen Daten, insbesondere ob be-
sondere Kategorien personenbezogener Daten verarbeitet
werden oder ob personenbezogene Daten Uber strafrechtli-
che Verurteilungen und Straftaten gemal § 12 verarbeitet
werden;

d) die mdglichen Folgen der beabsichtigten Weiterverarbeitung
fur die betroffenen Personen;

e) das Vorhandensein geeigneter Garantien, zu denen die Ver-
schlisselung, die Pseudonymisierung oder die Anonymisie-
rung gehoéren kénnen.

Personenbezogene Daten, die ausschliellich zu Zwecken der
Datenschutzkontrolle, der Datensicherung oder zur Sicherstel-
lung eines ordnungsgemafien Betriebes einer Datenverarbei-
tungsanlage verarbeitet werden, dirfen nur fur diese Zwecke
verwendet werden.
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(1)

()

§7

Grundsatze fir die Verarbeitung personenbezogener Daten

Personenbezogene Daten missen

a)

b)

auf rechtmaRige Weise, nach Treu und Glauben und in einer
fur die betroffene Person nachvollziehbaren Weise verarbeitet
werden (,RechtmaRigkeit, Verarbeitung nach Treu und Glau-
ben, Transparenz®);

fur festgelegte, eindeutige und legitime Zwecke erhoben wer-
den und dirfen nicht in einer mit diesen Zwecken nicht zu
vereinbarenden Weise weiterverarbeitet werden (,Zweckbin-
dung“); eine Weiterverarbeitung flr im kirchlichen Interesse
liegende Archivzwecke, fir wissenschaftliche oder historische
Forschungszwecke oder fir statistische Zwecke gilt als ver-
einbar mit den urspriinglichen Zwecken;

dem Zweck angemessen und erheblich sowie auf das flr die
Zwecke der Verarbeitung notwendige Mal} beschrankt sein
(,Datenminimierung®“); insbesondere sind personenbezogene
Daten zu anonymisieren oder zu pseudonymisieren, soweit
dies nach dem Verwendungszweck maglich ist und der Auf-
wand nicht auRer Verhaltnis zum angestrebten Schutzzweck
steht;

sachlich richtig und erforderlichenfalls auf dem neuesten
Stand sein; es sind alle angemessenen MalRnahmen zu tref-
fen, damit personenbezogene Daten, die im Hinblick auf die
Zwecke ihrer Verarbeitung unrichtig sind, unverziglich ge-
I6scht oder berichtigt werden (,Richtigkeit®);

in einer Form gespeichert werden, die die Identifizierung der
betroffenen Personen nur so lange ermdglicht, wie es fur die
Zwecke, fur die sie verarbeitet werden, erforderlich ist (,Spei-
cherbegrenzung®);

in einer Weise verarbeitet werden, die eine angemessene Si-
cherheit der personenbezogenen Daten gewahrleistet, ein-
schliellich Schutz vor unbefugter oder unrechtmaliger Ver-
arbeitung und vor unbeabsichtigtem Verlust, unbeabsichtigter
Zerstorung oder unbeabsichtigter Schadigung durch geeigne-
te technische und organisatorische MaflRnahmen (,Integritat
und Vertraulichkeit").

Der Verantwortliche ist fir die Einhaltung der Grundsatze des
Absatzes 1 verantwortlich und muss dies nachweisen kénnen
(,Rechenschaftspflicht).
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()

(4)

(6)

§8

Einwilligung

Beruht die Verarbeitung auf einer Einwilligung, muss der Verant-
wortliche nachweisen kdnnen, dass die betroffene Person in die
Verarbeitung ihrer personenbezogenen Daten eingewilligt hat.

'Wird die Einwilligung bei der betroffenen Person eingeholt, ist
diese auf den Zweck der Verarbeitung sowie, soweit nach den
Umstanden des Einzelfalles erforderlich oder auf Verlangen, auf
die Folgen der Verweigerung der Einwilligung hinzuweisen. 2Die
Einwilligung ist nur wirksam, wenn sie auf der freien Entschei-
dung der betroffenen Person beruht.

'Erfolgt die Einwilligung der betroffenen Person durch eine
schriftliche Erklarung, die noch andere Sachverhalte betrifft, so
muss das Ersuchen um Einwilligung in verstandlicher und leicht
zuganglicher Form in einer klaren und einfachen Sprache so er-
folgen, dass es von den anderen Sachverhalten klar zu unter-
scheiden ist. 2Teile der Erklarung sind dann nicht verbindlich,
wenn sie einen Verstol3 gegen dieses Gesetz darstellen.

Die betroffene Person hat das Recht, ihre Einwilligung jederzeit
zu widerrufen. 2Durch den Widerruf der Einwilligung wird die
RechtmaRigkeit der aufgrund der Einwilligung bis zum Widerruf
erfolgten Verarbeitung nicht beriihrt. 3Die betroffene Person wird
vor Abgabe der Einwilligung hiervon in Kenntnis gesetzt. “Der
Widerruf der Einwilligung muss so einfach wie die Erteilung der
Einwilligung sein.

Bei der Beurteilung, ob die Einwilligung freiwillig erteilt wurde,
muss dem Umstand Rechnung getragen werden, ob unter ande-
rem die Erfullung eines Vertrags, einschliel3lich der Erbringung
einer Dienstleistung, von der Einwilligung zu einer Verarbeitung
von personenbezogenen Daten abhangig ist, die fur die Erfullung
des Vertrags nicht erforderlich sind.

'Personenbezogene Daten eines oder einer Minderjahrigen, dem
oder der elektronisch eine Dienstleistung oder ein vergleichbares
anderes Angebot von einer kirchlichen Stelle unterbreitet wird,
dirfen nur verarbeitet werden, wenn der oder die Minderjahrige
das sechzehnte Lebensjahr vollendet hat. 2Hat der oder die
Minderjahrige das sechzehnte Lebensjahr noch nicht vollendet,
ist die Verarbeitung nur rechtmafig, sofern und soweit eine
Einwilligung durch die Personensorgeberechtigten erteilt wird.
3Der fiir die Verarbeitung Verantwortliche unternimmt unter
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Berlicksichtigung der verfligbaren Technik angemessene An-
strengungen, um sich in solchen Fallen zu vergewissern, dass
die Einwilligung durch die Personensorgeberechtigten oder mit
deren Zustimmung erteilt wurde. “Die Einwilligung der Personen-
sorgeberechtigten ist nicht erforderlich, wenn kirchliche Praven-
tions- oder Beratungsdienste einem oder einer Minderjahrigen
elektronisch oder nichtelektronisch unmittelbar und kostenfrei
angeboten werden und die Einholung einer Einwilligung der Per-
sonensorgeberechtigten voraussichtlich die Zielsetzung des Pra-
ventions- oder Beratungsangebots gefahrden oder dieser zuwi-
derlaufen wirde.

§9

— weggefallen —

§10
— weggefallen —

§ 11
Verarbeitung besonderer Kategorien personenbezogener Daten

(1) Die Verarbeitung besonderer Kategorien personenbezogener
Daten ist untersagt.

(2) Absatz 1 gilt nicht in folgenden Fallen:

a) Die betroffene Person hat in die Verarbeitung der genannten
personenbezogenen Daten fir einen oder mehrere festgeleg-
te Zwecke ausdrucklich eingewilligt, es sei denn, nach kirchli-
chem, staatlichem oder europaischem Recht kann das Verbot
nach Absatz 1 durch die Einwilligung der betroffenen Person
nicht aufgehoben werden;

b) die Verarbeitung ist erforderlich, damit der Verantwortliche
oder die betroffene Person die ihm bzw. ihr aus dem Arbeits-
recht und dem Recht der sozialen Sicherheit und des Sozial-
schutzes erwachsenden Rechte austben und seinen bzw. ih-
ren diesbezlglichen Pflichten nachkommen kann, soweit dies
nach kirchlichem, staatlichem oder europaischem Recht oder
nach einer Dienstvereinbarung nach der Mitarbeiterver-
tretungsordnung, die geeignete Garantien fir die Grundrechte
und die Interessen der betroffenen Person vorsehen, zulassig
ist;



98

Amtsblatt fur die Di6zese Augsburg 2026, Nr. 2 vom 3. Februar 2026

c)

)]

h)

die Verarbeitung ist zum Schutz lebenswichtiger Interessen
der betroffenen Person oder einer anderen natirlichen Per-
son erforderlich und die betroffene Person ist aus koérperli-
chen oder rechtlichen Griinden auerstande, ihre Einwilligung
zu geben;

die Verarbeitung erfolgt durch eine kirchliche Stelle im Rah-
men ihrer rechtmafigen Tatigkeiten und unter der Vorausset-
zung, dass sich die Verarbeitung ausschliel3lich auf die Mit-
glieder oder ehemalige Mitglieder der kirchlichen Einrichtung
oder auf Personen, die im Zusammenhang mit deren Tatig-
keitszweck regelmaRige Kontakte mit ihr unterhalten, bezieht
und die personenbezogenen Daten nicht ohne Einwilligung
der betroffenen Personen nach aulRen offengelegt werden;

die Verarbeitung bezieht sich auf personenbezogene Daten,
die die betroffene Person offensichtlich o6ffentlich gemacht
hat;

die Verarbeitung ist zur Geltendmachung, Ausiibung oder
Verteidigung von Rechtsanspriichen oder bei Handlungen der
kirchlichen Gerichte im Rahmen ihrer justiziellen Tatigkeit er-
forderlich;

die Verarbeitung ist auf der Grundlage kirchlichen Rechts,
das in angemessenem Verhdltnis zu dem verfolgten Ziel
steht, den Wesensgehalt des Rechts auf Datenschutz wahrt
und angemessene und spezifische MalRnahmen zur Wahrung
der Grundrechte und Interessen der betroffenen Person vor-
sieht, aus Grinden eines erheblichen kirchlichen Interesses
erforderlich;

die Verarbeitung ist fur Zwecke der Gesundheitsvorsorge
oder der Arbeitsmedizin, fur die Beurteilung der Arbeitsfahig-
keit des oder der Beschéftigten, fur die medizinische Diagnos-
tik, die Versorgung oder Behandlung im Gesundheits- oder
Sozialbereich oder fir die Verwaltung von Systemen und
Diensten im Gesundheits- oder Sozialbereich auf der Grund-
lage des kirchlichen oder staatlichen Rechts oder aufgrund
eines Vertrags mit einem oder einer Angehdrigen eines Ge-
sundheitsberufs und vorbehaltlich der in Absatz 3 genannten
Bedingungen und Garantien erforderlich;

die Verarbeitung ist aus Grinden des 6ffentlichen Interesses
im Bereich der o6ffentlichen Gesundheit oder zur Gewahrleis-
tung hoher Qualitats- und Sicherheitsstandards bei der Ge-
sundheitsversorgung und bei Arzneimitteln und Medizinpro-
dukten, auf der Grundlage kirchlichen oder staatlichen
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(4)

(®)

Rechts, das angemessene und spezifische Malknahmen zur
Wahrung der Rechte und Freiheiten der betroffenen Person,
insbesondere des Berufsgeheimnisses, vorsieht, erforderlich;

j) die Verarbeitung ist auf der Grundlage des kirchlichen oder
staatlichen Rechts, das in angemessenem Verhaltnis zu dem
verfolgten Ziel steht, den Wesensgehalt des Rechts auf Da-
tenschutz wahrt und angemessene und spezifische Mal3nah-
men zur Wahrung der Grundrechte und Interessen der be-
troffenen Person vorsieht, fiir im kirchlichen Interesse liegen-
de Archivzwecke, fur wissenschaftliche oder historische For-
schungszwecke oder fir statistische Zwecke erforderlich;

k) die Verarbeitung ist flir Zwecke der institutionellen Aufarbei-
tung von sexualisierter Gewalt und anderen Formen des
Missbrauchs auf der Grundlage kirchlichen Rechts erforder-
lich und die Interessen der betroffenen Person (§ 4 Nr. 1) sind
durch angemessene Malinahmen gewahrt oder

I) die Verarbeitung ist aus Grinden eines erheblichen kirchli-
chen oder 6ffentlichen Interesses zwingend erforderlich.

Die in Absatz 1 genannten personenbezogenen Daten dirfen zu
den in Absatz 2 lit. h) genannten Zwecken verarbeitet werden,
wenn diese Daten von Fachpersonal oder unter dessen Verant-
wortung verarbeitet werden und dieses Fachpersonal nach dem
kirchlichen oder staatlichen Recht dem Berufsgeheimnis unter-
liegt, oder wenn die Verarbeitung durch eine andere Person er-
folgt, die ebenfalls nach kirchlichem oder staatlichem Recht einer
Geheimhaltungspflicht unterliegt.

In den Fallen des Absatzes 2 sind unter Bericksichtigung des
Stands der Technik, der Implementierungskosten und der Art,
des Umfangs, der Umstdnde und der Zwecke der Verarbeitung
sowie der unterschiedlichen Eintrittswahrscheinlichkeit und
Schwere der mit der Verarbeitung verbundenen Risiken fur die
Rechte und Freiheiten nattrlicher Personen angemessene und
spezifische MaBnahmen zur Wahrung der Interessen der be-
troffenen Person vorzusehen.

Eine Verarbeitung von besonderen Kategorien personenbezoge-
ner Daten zu anderen Zwecken ist zulassig, wenn die Voraus-
setzungen der Absatze 2 bis 4 und ein Ausnahmetatbestand
nach § 6 Absatze 2 bis 5 vorliegen.
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§12
Verarbeitung von personenbezogenen Daten liber strafrechtliche
Verurteilungen und Straftaten

Die Verarbeitung personenbezogener Daten Uber strafrechtliche Ver-
urteilungen und Straftaten oder damit zusammenhangende Siche-
rungsmafregeln aufgrund von § 6 Absatz 1 ist nur zuldssig, wenn
dies nach kirchlichem oder staatlichem Recht, welches geeignete
Garantien fir die Rechte und Freiheiten der betroffenen Personen
vorsieht, zulassig ist.

§13
Verarbeitung, fiir die eine Identifizierung der betroffenen Person
nicht erforderlich ist

(1) Ist fur die Zwecke, fiir die ein Verantwortlicher personenbezoge-
ne Daten verarbeitet, die Identifizierung der betroffenen Person
durch den Verantwortlichen nicht oder nicht mehr erforderlich, so
ist dieser nicht verpflichtet, zur bloRen Einhaltung dieses Geset-
zes zusatzliche Informationen aufzubewahren, einzuholen oder
zu verarbeiten, um die betroffene Person zu identifizieren.

(2) Kann der Verantwortliche in Fallen gemal Absatz 1 nachweisen,
dass er nicht in der Lage ist, die betroffene Person zu identifizie-
ren, so unterrichtet er die betroffene Person hierlber, sofern
moglich. In diesen Fallen finden die §§ 17 bis 22 keine Anwen-
dung, es sei denn, die betroffene Person stellt zur Austbung ih-
rer in diesen Bestimmungen niedergelegten Rechte zuséatzliche
Informationen bereit, die ihre Identifizierung ermdéglichen.

Kapitel 3
Informationspflichten des Verantwortlichen und Rechte der
betroffenen Person

Abschnitt 1
Informationspflichten des Verantwortlichen

§ 14
Transparente Information, Kommunikation und Modalitaten fiir
die Ausiibung der Rechte der betroffenen Person

(1) 'Der Verantwortliche trifft geeignete Malnahmen, um der be-
troffenen Person innerhalb einer angemessenen Frist alle Infor-
mationen gemaf den §§ 15 und 16 und alle Mitteilungen gemaf
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@)

(4)

den §§ 17 bis 24 und 34, die sich auf die Verarbeitung beziehen,
in praziser, transparenter, verstandlicher und leicht zuganglicher
Form in einer klaren und einfachen Sprache, ggf. auch mit stan-
dardisierten Bildsymbolen, zu Ubermitteln; dies gilt insbesondere
fur Informationen, die sich speziell an Minderjahrige richten. 2Die
Ubermittlung der Informationen erfolgt schriftlich oder in anderer
Form, gegebenenfalls auch elektronisch. 3Falls von der betroffe-
nen Person verlangt, kann die Information mundlich erteilt wer-
den, sofern die Identitat der betroffenen Person in anderer Form
nachgewiesen wurde.

'Der Verantwortliche erleichtert der betroffenen Person die Aus-
Ubung ihrer Rechte gemaR den §§ 17 bis 24. 2In den Fallen des
§ 13 Absatz 2 darf sich der Verantwortliche nur dann weigern,
aufgrund des Antrags der betroffenen Person auf Wahrnehmung
ihrer Rechte gemal den §§ 17 bis 24 tatig zu werden, wenn er
glaubhaft macht, dass er nicht in der Lage ist, die betroffene Per-
son zu identifizieren.

'Der Verantwortliche stellt der betroffenen Person Informationen
Uber die auf Antrag gemafR den §§ 17 bis 24 ergriffenen Mal3-
nahmen unverziglich, in jedem Fall aber innerhalb eines Monats
nach Eingang des Antrags zur Verfiigung. 2Diese Frist kann um
weitere zwei Monate verlangert werden, wenn dies unter Beriick-
sichtigung der Komplexitat und der Anzahl von Antragen erfor-
derlich ist. 3Der Verantwortliche unterrichtet die betroffene Per-
son innerhalb eines Monats nach Eingang des Antrags uber eine
Fristverlangerung, zusammen mit den Grunden fir die Verzdge-
rung. “Stellt die betroffene Person den Antrag elektronisch, so ist
sie nach Mdglichkeit auf elektronischem Weg zu unterrichten, so-
fern sie nichts anderes angibt.

Wird der Verantwortliche auf den Antrag der betroffenen Person
hin nicht tatig, so unterrichtet er die betroffene Person ohne Ver-
zbgerung, spatestens aber innerhalb eines Monats nach Eingang
des Antrags uber die Griinde hierfir und Uber die Moglichkeit,
bei der Datenschutzaufsicht Beschwerde zu erheben oder einen
gerichtlichen Rechtsbehelf einzulegen.

"Informationen gemaf den §§ 15 und 16 sowie alle Mitteilungen
und MaRnahmen gemaR den §§ 17 bis 24 und 34 werden unent-
geltlich zur Verfiigung gestellt. 2Bei offenkundig unbegriindeten
oder — insbesondere im Fall von haufiger Wiederholung — exzes-
siven Antragen einer betroffenen Person kann der Verantwortli-
che
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a) ein angemessenes Entgelt verlangen, bei dem die Verwal-
tungskosten fir die Unterrichtung oder die Mitteilung oder die
Durchfiihrung der beantragten Malnahme berlcksichtigt
werden, oder

b) sich weigern, aufgrund des Antrags tatig zu werden.

3Der Verantwortliche hat den Nachweis fiir den offenkundig un-
begriindeten oder exzessiven Charakter des Antrags zu erbrin-
gen.

Hat der Verantwortliche begriindete Zweifel an der Identitat der
natirlichen Person, die den Antrag gemaR den §§ 17 bis 23
stellt, so kann er unbeschadet des § 13 zuséatzliche Informatio-
nen anfordern, die zur Bestatigung der Identitat der betroffenen
Person erforderlich sind.

§ 15
Informationspflicht bei unmittelbarer Datenerhebung

Werden personenbezogene Daten bei der betroffenen Person
erhoben, so teilt der Verantwortliche der betroffenen Person zum
Zeitpunkt der Erhebung dieser Daten Folgendes mit:

a) den Namen und die Kontaktdaten des Verantwortlichen;

b) gegebenenfalls die Kontaktdaten des oder der betrieblichen
Datenschutzbeauftragten;

c) die Zwecke, fur die die personenbezogenen Daten verarbeitet
werden sollen, sowie die Rechtsgrundlage fir die Verarbei-
tung;

d) wenn die Verarbeitung auf § 6 Absatz 1 lit. g) beruht, die be-
rechtigten Interessen, die von dem Verantwortlichen oder ei-
nem Dritten verfolgt werden;

e) gegebenenfalls die Empfanger oder Kategorien von Empfan-
gern der personenbezogenen Daten und

f) gegebenenfalls die Absicht des Verantwortlichen, die perso-
nenbezogenen Daten an ein Drittland oder an eine internatio-
nale Organisation zu Ubermitteln sowie das Vorhandensein
oder das Fehlen eines Angemessenheitsbeschlusses der Eu-
ropaischen Kommission oder im Falle von Ubermittlungen
gemall § 40 einen Verweis auf die geeigneten oder ange-
messenen Garantien und die Moglichkeit, wie eine Kopie von
ihnen zu erhalten ist oder wo sie verflgbar sind.
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Zusatzlich zu den Informationen gemafR Absatz 1 stellt der Ver-
antwortliche der betroffenen Person zum Zeitpunkt der Erhebung
dieser Daten folgende weitere Informationen zur Verfiigung, die
notwendig sind, um eine faire und transparente Verarbeitung zu
gewahrleisten:

a) die Dauer, fur die die personenbezogenen Daten gespeichert
werden oder, falls dies nicht moglich ist, die Kriterien fur die
Festlegung dieser Dauer;

b) das Bestehen eines Rechts auf Auskunft seitens des Verant-
wortlichen Uber die betreffenden personenbezogenen Daten
sowie auf Berichtigung oder Léschung oder auf Einschran-
kung der Verarbeitung oder eines Widerspruchsrechts gegen
die Verarbeitung sowie des Rechts auf Datenubertragbarkeit;

c) wenn die Verarbeitung auf § 6 Absatz 1 lit. b) oder § 11 Ab-
satz 2 lit. a) beruht, das Bestehen eines Rechts, die Einwilli-
gung jederzeit zu widerrufen, ohne dass die RechtmaRigkeit
der aufgrund der Einwilligung bis zum Widerruf erfolgten Ver-
arbeitung beruhrt wird;

d) das Bestehen eines Beschwerderechts bei der Datenschutz-
aufsicht;

e) ob die Bereitstellung der personenbezogenen Daten gesetz-
lich oder vertraglich vorgeschrieben oder fiir einen Vertrags-
abschluss erforderlich ist, ob die betroffene Person verpflich-
tet ist, die personenbezogenen Daten bereitzustellen, und
welche méglichen Folgen die Nichtbereitstellung hatte und

f) das Bestehen einer automatisierten Entscheidungsfindung
einschlieBlich Profiling gemal § 24 Absatze 1 und 4 und —
zumindest in diesen Fallen — aussagekraftige Informationen
Uber die involvierte Logik sowie die Tragweite und die ange-
strebten Auswirkungen einer derartigen Verarbeitung fir die
betroffene Person.

Beabsichtigt der Verantwortliche, die personenbezogenen Daten
fur einen anderen Zweck weiterzuverarbeiten als den, fir den die
personenbezogenen Daten erhoben wurden, so stellt er der be-
troffenen Person vor dieser Weiterverarbeitung Informationen
Uber diesen anderen Zweck und alle anderen mafgeblichen In-
formationen gemaR Absatz 2 zur Verfugung.
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Die Absatze 1 bis 3 finden keine Anwendung, wenn und soweit
die betroffene Person bereits Uber die Informationen verfiigt
oder die Informationserteilung an die betroffene Person einen
unverhaltnismaigen Aufwand erfordern wirde und das Interes-
se der betroffenen Person an der Informationserteilung nach den
Umstanden des Einzelfalls, insbesondere wegen des Zusam-
menhangs, in dem die Daten erhoben wurden, als gering anzu-
sehen ist.

Die Absatze 1 bis 3 finden auch dann keine Anwendung,

a) wenn und soweit die Daten oder die Tatsache ihrer Speiche-
rung aufgrund einer speziellen Rechtsvorschrift oder wegen
Uberwiegender berechtigter Interessen Dritter geheim gehal-
ten werden mussen und das Interesse der betroffenen Person
an der Informationserteilung zurticktreten muss;

b) wenn die Erteilung der Information die Geltendmachung,
Ausliibung oder Verteidigung rechtlicher Anspriiche beein-
trachtigen wirde und die Interessen des Verantwortlichen an
der Nichterteilung der Information die Interessen der betroffe-
nen Person Uberwiegen oder

¢) wenn durch die Information die Wahrnehmung des Auftrags
der Kirche gefahrdet wird.

Werden Daten Dritter im Zuge der Aufnahme oder im Rahmen
eines Mandatsverhaltnisses an einen Berufsgeheimnistrager
oder eine Berufsgeheimnistragerin Ubermittelt, so besteht die
Pflicht der Gbermittelnden Stelle zur Information der betroffenen
Person gemaf Absatz 3 nicht, sofern nicht das Interesse der be-
troffenen Person an der Informationserteilung Uberwiegt.

§16
Informationspflicht bei mittelbarer Datenerhebung

Werden personenbezogene Daten nicht bei der betroffenen Per-
son erhoben, so teilt der Verantwortliche der betroffenen Person
Uber die in § 15 Absatze 1 und 2 genannten Informationen hin-
aus mit

a) die zu ihr verarbeiteten Daten und

b) aus welcher Quelle die personenbezogenen Daten stammen
und gegebenenfalls, ob sie aus offentlich zuganglichen Quel-
len stammen.
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Der Verantwortliche erteilt die Informationen

a) unter Beriicksichtigung der spezifischen Umstande der Ver-
arbeitung der personenbezogenen Daten innerhalb einer an-
gemessenen Frist nach Erlangung der personenbezogenen
Daten, langstens jedoch innerhalb eines Monats;

b) falls die personenbezogenen Daten zur Kommunikation mit
der betroffenen Person verwendet werden sollen, spatestens
zum Zeitpunkt der ersten Mitteilung an sie; oder

c) falls die Offenlegung an einen anderen Empfanger oder eine
andere Empfangerin beabsichtigt ist, spatestens zum Zeit-
punkt der ersten Offenlegung.

Beabsichtigt der Verantwortliche, die personenbezogenen Daten
fur einen anderen Zweck weiterzuverarbeiten als den, fir den die
personenbezogenen Daten erlangt wurden, so stellt er der be-
troffenen Person vor dieser Weiterverarbeitung Informationen
Uber diesen anderen Zweck und alle anderen mafigeblichen In-
formationen geman Absatz 1 zur Verfigung.

Die Absatze 1 bis 3 finden keine Anwendung, wenn und soweit

a) die betroffene Person bereits tber die Informationen verflgt;

b) die Erteilung dieser Informationen sich als unmdglich erweist
oder einen unverhaltnismaRigen Aufwand erfordern wirde;
dies qilt insbesondere fir die Verarbeitung fur im kirchlichen
Interesse liegende Archivzwecke, fur wissenschaftliche oder
historische Forschungszwecke oder fiir statistische Zwecke
oder soweit die in Absatz 1 genannte Pflicht voraussichtlich
die Verwirklichung der Ziele dieser Verarbeitung unméglich
macht oder ernsthaft beeintrachtigt. In diesen Fallen ergreift
der Verantwortliche geeignete Mallnahmen zum Schutz der
Rechte und Freiheiten sowie der berechtigten Interessen der
betroffenen Person, einschliellich der Bereitstellung dieser
Informationen fiir die Offentlichkeit;

c) die Erlangung oder Offenlegung durch kirchliche, staatliche
oder europaische Rechtsvorschriften, denen der Verantwortli-
che unterliegt und die geeignete Mallnahmen zum Schutz der
berechtigten Interessen der betroffenen Person vorsehen,
ausdrucklich geregelt ist oder

d) die personenbezogenen Daten gemal’ dem kirchlichen, staat-
lichen oder europaischen Recht dem Berufsgeheimnis, ein-
schlieBlich einer satzungsmafliigen Geheimhaltungspflicht,
unterliegen und daher vertraulich behandelt werden mussen.
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(5) Die Absatze 1 bis 3 finden keine Anwendung, wenn die Erteilung
der Information

a) im Falle einer kirchlichen Stelle im Sinne des § 3 Absatz 1
lit. a)
(aa) die ordnungsgemalie Erflllung der in der Zustandigkeit
des Verantwortlichen liegenden Aufgaben gefahrden
wilrde oder

(bb) die Information dem kirchlichen Wohl erhebliche Nach-
teile bereiten wirde

und deswegen das Interesse der betroffenen Person an der
Informationserteilung zurticktreten muss,

b) im Fall einer kirchlichen Stelle im Sinne des § 3 Absatz 1
lit. b) oder c) die Geltendmachung, Ausibung oder Verteidi-
gung zivilrechtlicher Anspriiche beeintrachtigen wirde und
nicht das Interesse der betroffenen Person an der Informa-
tionserteilung Uberwiegt.

(6) 'Unterbleibt eine Information der betroffenen Person nach Maf3-
gabe des Absatzes 1, ergreift der Verantwortliche geeignete
MaRnahmen zum Schutz der berechtigten Interessen der be-
troffenen Person. 2Der Verantwortliche halt schriftlich fest, aus
welchen Griinden er von einer Information abgesehen hat.

Abschnitt 2
Rechte der betroffenen Person

§17
Auskunftsrecht der betroffenen Person

(1) Die betroffene Person hat das Recht, von dem Verantwortlichen
eine Auskunft darGiber zu verlangen, ob sie betreffende perso-
nenbezogene Daten verarbeitet werden; ist dies der Fall, so hat
sie ein Recht auf Auskunft Uber diese personenbezogenen Daten
und auf folgende Informationen:

a) die Verarbeitungszwecke;

b) die Kategorien personenbezogener Daten, die verarbeitet
werden;

c) die Empfanger oder Kategorien von Empfangern, gegentber
denen die personenbezogenen Daten offengelegt worden
sind oder noch offengelegt werden, insbesondere bei Emp-
fangern in DrittlAndern oder bei internationalen Organisatio-
nen;
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d) falls moglich die geplante Dauer, flr die die personenbezoge-
nen Daten gespeichert werden, oder, falls dies nicht méglich
ist, die Kriterien flr die Festlegung dieser Dauer;

e) das Bestehen eines Rechts auf Berichtigung oder Léschung
der sie betreffenden personenbezogenen Daten oder auf Ein-
schrankung der Verarbeitung durch den Verantwortlichen
oder eines Widerspruchsrechts gegen diese Verarbeitung;

f) das Bestehen eines Beschwerderechts bei der Datenschutz-
aufsicht;

g) wenn die personenbezogenen Daten nicht bei der betroffenen
Person erhoben werden, alle verfiigbaren Informationen Gber
die Herkunft der Daten;

h) das Bestehen einer automatisierten Entscheidungsfindung
einschlieBlich Profiling gemal § 24 Absatze 1 und 4 und —
zumindest in diesen Fallen — aussagekraftige Informationen
Uber die involvierte Logik sowie die Tragweite und die ange-
strebten Auswirkungen einer derartigen Verarbeitung fir die
betroffene Person.

Werden personenbezogene Daten an ein Drittland oder an eine
internationale Organisation tUbermittelt, so hat die betroffene Per-
son das Recht, lber die geeigneten Garantien gemaf § 40 im
Zusammenhang mit der Ubermittlung unterrichtet zu werden.

Der Verantwortliche stellt eine Kopie der personenbezogenen
Daten, die Gegenstand der Verarbeitung sind, zur Verfiigung.
2F(r alle weiteren Kopien, die die betroffene Person beantragt,
kann der Verantwortliche ein angemessenes Entgelt auf der
Grundlage der Verwaltungskosten verlangen. 3Stellt die betroffe-
ne Person den Antrag elektronisch, so sind die Informationen in
einem gangigen elektronischen Format zur Verfligung zu stellen,
sofern sie nichts anderes angibt.

Das Recht auf Erhalt einer Kopie gemal Absatz 3 darf die Rech-
te und Freiheiten anderer Personen nicht beeintrachtigen.

Das Recht auf Auskunft der betroffenen Person gegenuber ei-
nem kirchlichen Archiv besteht nicht, wenn das Archivgut nicht
durch den Namen der Person erschlossen ist oder keine Anga-
ben gemacht werden, die das Auffinden des betreffenden Ar-
chivguts mit vertretbarem Verwaltungsaufwand ermaoglichen.
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(6) Das Recht auf Auskunft der betroffenen Person besteht ergan-
zend zu Absatz 5 nicht, wenn

a) die betroffene Person nach § 15 Absatz 4 oder 5 oder nach
§ 16 Absatz 4 lit. d) oder Absatz 5 nicht zu informieren ist
oder

b) die Daten

(aa) nur deshalb gespeichert sind, weil sie aufgrund gesetzli-
cher oder satzungsmafiger Aufbewahrungsvorschriften
nicht geléscht werden durfen oder

(bb) ausschlieRlich Zwecken der Datensicherung oder der
Datenschutzkontrolle dienen

und die Auskunftserteilung einen unverhaltnismaRigen Auf-
wand erfordern wiirde sowie eine Verarbeitung zu anderen
Zwecken durch geeignete technische und organisatorische
MaRnahmen ausgeschlossen ist.

(7) 'Die Grinde der Auskunftsverweigerung sind zu dokumentieren.
2Die Ablehnung der Auskunftserteilung ist gegeniiber der be-
troffenen Person zu begriinden, soweit nicht durch die Mitteilung
der tatsachlichen oder rechtlichen Grinde, auf die die Entschei-
dung gestutzt wird, der mit der Auskunftsverweigerung verfolgte
Zweck gefahrdet wiirde. ®Die zum Zweck der Auskunftserteilung
an die betroffene Person und zu deren Vorbereitung gespeicher-
te Daten durfen nur fur diesen Zweck sowie fur Zwecke der Da-
tenschutzkontrolle verarbeitet werden; fir andere Zwecke ist die
Verarbeitung nach Maligabe des § 20 einzuschranken.

(8) 'Wird der betroffenen Person durch eine kirchliche Stelle im Sin-
ne des § 3 Absatz 1 lit. a) keine Auskunft erteilt, so ist sie auf
Verlangen der betroffenen Person dem oder der Dibzesan-
datenschutzbeauftragten zu erteilen, soweit nicht die Bischoéfliche
Behdrde im Einzelfall feststellt, dass dadurch kirchliche Interes-
sen erheblich beeintrachtigt wirden. 2Die Mitteilung des oder der
Di6zesandatenschutzbeauftragten an die betroffene Person Utber
das Ergebnis der datenschutzrechtlichen Prifung darf keine
Ruckschlisse auf den Erkenntnisstand des Verantwortlichen zu-
lassen, sofern dieser nicht einer weitergehenden Auskunft zu-
stimmt.

(9) Das Recht der betroffenen Person auf Auskunft Gber personen-
bezogene Daten, die durch eine kirchliche Stelle im Sinne des
§ 3 Absatz 1 lit. a) weder automatisiert verarbeitet noch nicht au-
tomatisiert verarbeitet und in einem Dateisystem gespeichert
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werden, besteht nur, soweit die betroffene Person Angaben
macht, die das Auffinden der Daten erméglichen, und der fir die
Erteilung der Auskunft erforderliche Aufwand nicht aulRer Ver-
haltnis zu dem von der betroffenen Person geltend gemachten
Informationsinteresse steht.

§18
Recht auf Berichtigung

Die betroffene Person hat das Recht, von dem Verantwortlichen
unverzlglich die Berichtigung sie betreffender unrichtiger perso-
nenbezogener Daten zu verlangen. 2Unter Berlicksichtigung der
Zwecke der Verarbeitung hat die betroffene Person das Recht,
die Vervollstandigung unvollstadndiger personenbezogener Daten
— auch mittels einer erganzenden Erklarung — zu verlangen.

'Das Recht auf Berichtigung besteht nicht, wenn die personen-
bezogenen Daten zu Archivzwecken im kirchlichen Interesse
verarbeitet werden. 2Bestreitet die betroffene Person die Richtig-
keit der personenbezogenen Daten, ist ihr die Mdglichkeit einer
Gegendarstellung einzurdumen. 3Das zustandige Archiv ist ver-
pflichtet, die Gegendarstellung den Unterlagen hinzuzufiigen.

'Dem Recht auf Berichtigung ist nur in Form von erganzenden
Eintragungen zu entsprechen, wenn ansonsten der Erhalt oder
die Gewahrleistung der Nachvollziehbarkeit von Amtshandlungen
sowie von Urkunden und vergleichbaren Dokumenten gefahrdet
wirde. 2Hierzu gehoren insbesondere die durch kirchliche
Rechtsvorschriften vorgesehenen Eintragungen in die Kirchen-
blcher (insbesondere Taufen, Trauungen, Todesfélle) sowie
Dekrete, Beschlisse von Gremien der Didzesen und Kirchenge-
meinden und sonstige Urkunden.

§19
Recht auf Léschung

Die betroffene Person hat das Recht, von dem Verantwortlichen
zu verlangen, dass sie betreffende personenbezogene Daten
unverzlglich geléscht werden, und der Verantwortliche ist ver-
pflichtet, personenbezogene Daten unverziglich zu I6schen, so-
fern einer der folgenden Grinde zutrifft:

a) die personenbezogenen Daten sind fur die Zwecke, fir die sie
erhoben oder auf sonstige Weise verarbeitet wurden, nicht
mehr notwendig;
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b) die betroffene Person widerruft ihre Einwilligung, auf die sich
die Verarbeitung gemaf § 6 Absatz 1 lit. b) oder § 11 Absatz
2 lit. a) stltzte, und es fehlt an einer anderweitigen Rechts-
grundlage fiir die Verarbeitung;

c) die betroffene Person legt gemaR § 23 Absatz 1 Widerspruch
gegen die Verarbeitung ein und es liegen keine vorrangigen
berechtigten Griinde fiir die Verarbeitung vor, oder die be-
troffene Person legt gemaf § 23 Absatz 2 Widerspruch gegen
die Verarbeitung ein;

d) die personenbezogenen Daten wurden unrechtmalig verar-
beitet;

e) die Léschung der personenbezogenen Daten ist zur Erfillung
einer rechtlichen Verpflichtung nach dem staatlichen oder
dem kirchlichen Recht erforderlich, dem der Verantwortliche
unterliegt.

Hat der Verantwortliche die personenbezogenen Daten 6ffentlich
gemacht und ist er gemanR Absatz 1 zu deren Léschung verpflich-
tet, so trifft er unter Berlicksichtigung der verfligbaren Technolo-
gie und der Implementierungskosten angemessene Malinahmen,
auch technischer Art, um fir die Datenverarbeitung Verantwort-
liche, die die personenbezogenen Daten verarbeiten, darlber zu
informieren, dass eine betroffene Person von ihnen die Léschung
aller Links zu diesen personenbezogenen Daten oder von Ko-
pien oder Replikationen dieser personenbezogenen Daten ver-
langt hat.

Die Absatze 1 und 2 gelten nicht, soweit die Verarbeitung erfor-
derlich ist

a) zur Auslibung des Rechts auf freie MeinungsaufRerung und
Information;

b) zur Erfillung einer rechtlichen Verpflichtung, die die Verarbei-
tung nach kirchlichem oder staatlichem Recht, dem der Ver-
antwortliche unterliegt, erfordert, oder zur Wahrnehmung ei-
ner Aufgabe, die im kirchlichen Interesse liegt oder in Aus-
Ubung hoheitlicher Gewalt erfolgt, die dem Verantwortlichen
Ubertragen wurde;

c) aus Grinden des offentlichen Interesses im Bereich der
offentlichen Gesundheit gemall § 11 Absatz 2 lit. h) und i)
sowie § 11 Absatz 3;
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d) fur im kirchlichem Interesse liegende Archivzwecke, wissen-
schaftliche oder historische Forschungszwecke oder fir sta-
tistische Zwecke, soweit das in Absatz 1 genannte Recht vo-
raussichtlich die Verwirklichung der Ziele dieser Verarbeitung
unmaoglich macht oder ernsthaft beeintrachtigt;

e) zur Geltendmachung von Rechtsanspriichen sowie zur Aus-
Ubung oder Verteidigung von Rechten oder

f) zum Erhalt und zur Gewahrleistung der Nachvollziehbarkeit
von Amtshandlungen sowie von Urkunden und vergleichba-
ren Dokumenten; hierzu gehdéren insbesondere die durch
kirchliche Rechtsvorschriften vorgesehenen Eintragungen in
die Kirchenblicher (insbesondere Taufen, Trauungen, Todes-
falle) sowie Dekrete, Beschllisse von Gremien der Di6zesen
und Kirchengemeinden und sonstige Urkunden.

'Ist eine Loschung wegen der besonderen Art der Speicherung
nicht oder nur mit unverhaltnismaflig hohem Aufwand mdglich,
tritt an die Stelle des Rechts auf Léschung das Recht auf Ein-
schrankung der Verarbeitung geman § 20. 2Dies gilt nicht, wenn
die personenbezogenen Daten unrechtmalflig verarbeitet wurden.
3Als Einschrankung der Verarbeitung gelten auch die Sperrung
und die Eintragung eines Sperrvermerks.

§20
Recht auf Einschrankung der Verarbeitung

Die betroffene Person hat das Recht, von dem Verantwortlichen
die Einschrankung der Verarbeitung zu verlangen, wenn eine der
folgenden Voraussetzungen gegeben ist:

a) die Richtigkeit der personenbezogenen Daten wird von der
betroffenen Person bestritten, und zwar fir eine Dauer, die es
dem Verantwortlichen ermdglicht, die Richtigkeit der perso-
nenbezogenen Daten zu Uberprifen;

b) die Verarbeitung ist unrechtmafliig und die betroffene Person
lehnt die Léschung der personenbezogenen Daten ab und
verlangt stattdessen die Einschréankung der Nutzung der per-
sonenbezogenen Daten;

c) der Verantwortliche bendtigt die personenbezogenen Daten
fur die Zwecke der Verarbeitung nicht langer, die betroffene
Person benétigt sie jedoch zur Geltendmachung von Rechts-
ansprichen oder zur Austibung oder Verteidigung von Rech-
ten oder
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d) die betroffene Person hat Widerspruch gegen die Verarbei-
tung gemal § 23 eingelegt und es steht noch nicht fest, ob
die berechtigten Griinde des Verantwortlichen gegentiiber de-
nen der betroffenen Person iberwiegen.

(2) Wurde die Verarbeitung gemal Absatz 1 eingeschrankt, so dir-
fen diese personenbezogenen Daten — von ihrer Speicherung
abgesehen — nur mit Einwilligung der betroffenen Person oder
zur Geltendmachung von Rechtsanspriichen oder zur Austbung
oder Verteidigung von Rechten oder zum Schutz der Rechte ei-
ner anderen naturlichen oder juristischen Person oder aus Grin-
den eines wichtigen kirchlichen Interesses verarbeitet werden.

(3) Eine betroffene Person, die eine Einschrankung der Verarbeitung
gemalf Absatz 1 erwirkt hat, wird von dem Verantwortlichen un-
terrichtet, bevor die Einschrankung aufgehoben wird.

(4) Die in Absatz 1 lit. a), b) und d) vorgesehenen Rechte bestehen
nicht, soweit diese Rechte voraussichtlich die Verwirklichung der
im kirchlichen Interesse liegenden Archivzwecke unmdglich ma-
chen oder ernsthaft beeintrachtigen und die Ausnahmen fiir die
Erflllung dieser Zwecke erforderlich sind.

§ 21
Mitteilungspflicht im Zusammenhang mit der Berichtigung oder
Loschung personenbezogener Daten oder der Einschriankung
der Verarbeitung

'Der Verantwortliche teilt allen Empféngern, denen personenbezoge-
ne Daten offengelegt wurden, jede Berichtigung oder Léschung der
personenbezogenen Daten oder eine Einschrankung der Verarbei-
tung nach §§ 18, 19 Absatz 1 und 20 mit, es sei denn, dies erweist
sich als unmdglich oder ist mit einem unverhaltnismaRigen Aufwand
verbunden. 2Der Verantwortliche unterrichtet die betroffene Person
Uber diese Empfanger, wenn die betroffene Person dies verlangt.

§22
Recht auf Dateniibertragbarkeit

(1) Die betroffene Person hat das Recht, die sie betreffenden perso-
nenbezogenen Daten, die sie einem Verantwortlichen bereitge-
stellt hat, in einem strukturierten, gangigen und ma-
schinenlesbaren Format zu erhalten, und sie hat das Recht, die-
se Daten einem anderen Verantwortlichen ohne Behinderung
durch den Verantwortlichen, dem die personenbezogenen Daten
bereitgestellt wurden, zu Gbermitteln, sofern
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a) die Verarbeitung auf einer Einwilligung gemaR § 6 Absatz 1
lit. b) oder § 11 Absatz 2 lit. a) oder auf einem Vertrag geman
§ 6 Absatz 1 lit. ¢) beruht und

b) die Verarbeitung mithilfe automatisierter Verfahren erfolgt.

Bei der Ausuibung ihres Rechts auf Datenubertragbarkeit gemafn
Absatz 1 hat die betroffene Person das Recht zu erwirken, dass
die personenbezogenen Daten direkt von einem Verantwortli-
chen einem anderen Verantwortlichen Gbermittelt werden, soweit
dies technisch machbar ist.

'Die Ausilibung des Rechts nach Absatz 1 lasst § 19 unberihrt.
Dieses Recht gilt nicht fir eine Verarbeitung, die fiir die Wahr-
nehmung einer Aufgabe erforderlich ist, die im kirchlichen Inte-
resse liegt oder in Austibung hoheitlicher Gewalt erfolgt, die dem
Verantwortlichen tbertragen wurde.

Das Recht gemaR Absatz 2 darf die Rechte und Freiheiten ande-
rer Personen nicht beeintrachtigen.

Das Recht auf Datenlibertragbarkeit besteht nicht, soweit dieses
Recht voraussichtlich die Verwirklichung der im kirchlichen Inte-
resse liegenden Archivzwecke unmoglich macht oder ernsthaft
beeintrachtigt und die Ausnahmen fir die Erfillung dieser Zwe-
cke erforderlich sind.

§23
Widerspruchsrecht

'Die betroffene Person hat das Recht, aus Griinden, die sich aus
ihrer besonderen Situation ergeben, jederzeit gegen die Verar-
beitung sie betreffender personenbezogener Daten, die aufgrund
von § 6 Absatz 1 lit. f) oder g) erfolgt, Widerspruch einzulegen;
dies gilt auch fir ein auf diese Bestimmungen gestltztes Profi-
ling. 2Der Verantwortliche verarbeitet die personenbezogenen
Daten nicht mehr, es sei denn, er kann zwingende schutzwr-
dige Griunde fur die Verarbeitung nachweisen, die die Interessen,
Rechte und Freiheiten der betroffenen Person Uberwiegen, oder
die Verarbeitung dient der Geltendmachung von Rechtsanspri-
chen oder der Auslibung oder Verteidigung von Rechten.
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Werden personenbezogene Daten verarbeitet, um Direktwer-
bung oder Fundraising zu betreiben, so hat die betroffene Person
das Recht, jederzeit Widerspruch gegen die Verarbeitung sie be-
treffender personenbezogener Daten zum Zwecke derartiger
Werbung einzulegen; dies gilt auch fir das Profiling, soweit es
mit solcher Direktwerbung in Verbindung steht.

Widerspricht die betroffene Person der Verarbeitung fir Zwecke
der Direktwerbung, so werden die personenbezogenen Daten
nicht mehr fur diese Zwecke verarbeitet.

Die betroffene Person muss spatestens zum Zeitpunkt der ersten
Kommunikation mit ihr ausdriicklich auf das in den Absatzen 1
und 2 genannte Recht hingewiesen werden; dieser Hinweis hat
in einer verstandlichen und von anderen Informationen getrenn-
ten Form zu erfolgen.

'Die betroffene Person hat das Recht, aus Griinden, die sich aus
ihrer besonderen Situation ergeben, gegen die sie betreffende
Verarbeitung sie betreffender personenbezogener Daten, die zu
wissenschaftlichen oder historischen Forschungszwecken oder
zu statistischen Zwecken erfolgt, Widerspruch einzulegen. ?Das
Recht auf Widerspruch besteht nicht, soweit an der Verarbeitung
ein zwingendes kirchliches oder o6ffentliches Interesse besteht,
das die Interessen der betroffenen Person lberwiegt, oder eine
Rechtsvorschrift zur Verarbeitung verpflichtet.

§24
Automatisierte Entscheidungen im Einzelfall einschlieBlich
Profiling

Die betroffene Person hat das Recht, nicht einer ausschlielich
auf einer automatisierten Verarbeitung — einschlief3lich Profiling —
beruhenden Entscheidung unterworfen zu werden, die ihr ge-
genuber rechtliche Wirkung entfaltet oder sie in ahnlicher Weise
erheblich beeintrachtigt.

Absatz 1 gilt nicht, wenn die Entscheidung

a) fur den Abschluss oder die Erfiillung eines Vertrags zwischen
der betroffenen Person und dem Verantwortlichen erforderlich
ist;
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b) aufgrund von Kkirchlichen, staatlichen oder europaischen
Rechtsvorschriften, denen der Verantwortliche unterliegt, zu-
I&ssig ist und diese Rechtsvorschriften angemessene Mal3-
nahmen zur Wahrung der Rechte und Freiheiten sowie der
berechtigten Interessen der betroffenen Person enthalten
oder

c) mit ausdricklicher Einwilligung der betroffenen Person erfolgt.

In den in Absatz 2 lit. a) und c) genannten Fallen trifft der Ver-
antwortliche angemessene Mallnahmen, um die Rechte und
Freiheiten sowie die berechtigten Interessen der betroffenen
Person zu wahren, wozu mindestens das Recht auf Erwirkung
des Eingreifens einer Person seitens des Verantwortlichen, auf
Darlegung des eigenen Standpunkts und auf Anfechtung der
Entscheidung gehort.

Entscheidungen nach Absatz 2 dirfen nicht auf besonderen
Kategorien personenbezogener Daten beruhen, sofern nicht § 11
Absatz 2 lit. a) oder g) gilt und angemessene MalRnahmen zum
Schutz der Rechte und Freiheiten sowie der berechtigten Inte-
ressen der betroffenen Person getroffen wurden.

§25
Unabdingbare Rechte der betroffenen Person

Die Rechte der betroffenen Person insbesondere auf Auskunft,
Berichtigung, Léschung, Einschrankung der Verarbeitung, Da-
tenibertragbarkeit oder Widerspruch konnen nicht durch
Rechtsgeschaft ausgeschlossen oder beschrankt werden.

'Sind die Daten der betroffenen Person automatisiert in einer
Weise gespeichert, dass mehrere Verantwortliche speicherungs-
berechtigt sind, und ist die betroffene Person nicht in der Lage,
festzustellen, welcher Verantwortliche die Daten gespeichert hat,
so kann sie sich an jeden dieser Verantwortlichen wenden.
2Dieser Verantwortliche ist verpflichtet, das Vorbringen der be-
troffenen Person an den Verantwortlichen, der die Daten gespei-
chert hat, weiterzuleiten. 3Die betroffene Person ist Giber die Wei-
terleitung und den Verantwortlichen, an den weitergeleitet wurde,
zu unterrichten.
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Kapitel 4
Verantwortlicher und Auftragsverarbeiter

Abschnitt 1
Technik und Organisation;
Auftragsverarbeitung

§ 26
Technische und organisatorische MaRnahmen

'Der Verantwortliche und der Auftragsverarbeiter haben unter
Bericksichtigung unter anderem des Stands der Technik, der
Implementierungskosten, der Art, des Umfangs, der Umstande
und der Zwecke der Verarbeitung sowie der unterschiedlichen
Eintrittswahrscheinlichkeiten und Schwere der Risiken fur die
Rechte und Freiheiten natlrlicher Personen geeignete techni-
sche und organisatorische MaRnahmen zu treffen, um ein dem
Risiko angemessenes Schutzniveau zu gewahrleisten und einen
Nachweis hieriiber flihren zu kénnen. 2Diese Maflnahmen schlie-
Ren unter anderem ein:

a) die Pseudonymisierung, die Anonymisierung und die Ver-
schlisselung personenbezogener Daten;

b) die Fahigkeit, die Vertraulichkeit, Integritat, Verfigbarkeit und
Belastbarkeit der Systeme und Dienste im Zusammenhang
mit der Verarbeitung auf Dauer sicherzustellen;

c) die Fahigkeit, die Verfigbarkeit der personenbezogenen Da-
ten und den Zugang zu ihnen bei einem physischen oder
technischen Zwischenfall rasch wiederherzustellen;

d) ein Verfahren zur regelmaRigen Uberpriifung, Bewertung und
Evaluierung der Wirksamkeit der technischen und organisato-
rischen MalRnahmen zur Gewahrleistung der Sicherheit der
Verarbeitung.

Bei der Beurteilung des angemessenen Schutzniveaus sind ins-
besondere die Risiken zu berlcksichtigen, die mit der Verarbei-
tung verbunden sind, insbesondere durch — ob unbeabsichtigt
oder unrechtmafig — Vernichtung, Verlust, Veranderung, unbe-
fugte Offenlegung von oder unbefugten Zugang zu personenbe-
zogenen Daten, die Ubermittelt, gespeichert oder auf andere
Weise verarbeitet wurden.

Erforderlich sind MaRnahmen nur, wenn ihr Aufwand in einem
angemessenen Verhaltnis zu dem angestrebten Schutzzweck
steht.
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Die Einhaltung eines nach dem europaischen Recht zertifizierten
Verfahrens kann als Faktor herangezogen werden, um die Erfil-
lung der Pflichten des Verantwortlichen gemafl Absatz 1 nach-
zuweisen.

Der Verantwortliche und der Auftragsverarbeiter unternehmen
Schritte um sicherzustellen, dass ihnen unterstellte Personen,
die Zugang zu personenbezogenen Daten haben, diese nur auf
Anweisung des Verantwortlichen verarbeiten, es sei denn, sie
sind nach kirchlichem oder staatlichem Recht zur Verarbeitung
verpflichtet.

§ 27
Technikgestaltung und Voreinstellungen

Unter Berlicksichtigung des Stands der Technik, der Implemen-
tierungskosten, der Art, des Umfangs, der Umstidnde und der
Zwecke der Verarbeitung sowie der unterschiedlichen Eintritts-
wahrscheinlichkeit und Schwere der mit der Verarbeitung ver-
bundenen Risiken fur die Rechte und Freiheiten nattrlicher Per-
sonen trifft der Verantwortliche sowohl zum Zeitpunkt der Festle-
gung der Mittel fur die Verarbeitung als auch zum Zeitpunkt der
eigentlichen Verarbeitung technische und organisatorische Mal}3-
nahmen, die geeignet sind, die Datenschutzgrundsatze wirksam
umzusetzen und die notwendigen Garantien in die Verarbeitung
aufzunehmen, um den Anforderungen dieses Gesetzes zu genu-
gen und die Rechte der betroffenen Personen zu schitzen.

'Der Verantwortliche trifft technische und organisatorische Maf3-
nahmen, die geeignet sind, durch Voreinstellung grundsatzlich
nur personenbezogene Daten, deren Verarbeitung fur den jewei-
ligen bestimmten Verarbeitungszweck erforderlich ist, zu verar-
beiten. 2Diese Verpflichtung gilt fir die Menge der erhobenen
personenbezogenen Daten, den Umfang ihrer Verarbeitung, ihre
Speicherfrist und ihre Zuganglichkeit. 3Solche MalRnahmen mis-
sen insbesondere geeignet sein, dass personenbezogene Daten
durch Voreinstellungen nicht ohne Eingreifen der Person einer
unbestimmten Zahl von natirlichen Personen zuganglich ge-
macht werden.

Ein nach dem europdischen Recht genehmigtes Zertifizierungs-
verfahren kann als Faktor herangezogen werden, um die Erfll-
lung der in den Absatzen 1 und 2 genannten Anforderungen
nachzuweisen.
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§ 28
Gemeinsam Verantwortliche

Legen mehrere Verantwortliche gemeinsam die Zwecke der und
die Mittel zur Verarbeitung fest, so sind sie gemeinsam Verant-
wortliche. 2Sie legen in einer Vereinbarung in transparenter Form
fest, wer von ihnen welche Verpflichtungen gemal diesem Ge-
setz erfillt, insbesondere wer den Informationspflichten geman
den §§ 15 und 16 nachkommt.

'Die Verarbeitung in gemeinsamer Verantwortung erfolgt auf der
Grundlage der Vereinbarung gemaR Absatz 1 Satz 2 oder eines
anderen Rechtsinstruments nach dem kirchlichen Recht, an die
bzw. an das die gemeinsam Verantwortlichen gebunden sind.
2Die Vereinbarung gemaR Absatz 1 Satz 2 oder das Rechtsin-
strument gemaR Satz 1 enthalt insbesondere die jeweiligen tat-
sachlichen Funktionen und Beziehungen der gemeinsam Verant-
wortlichen gegenilber der betroffenen Person. 3Die betroffene
Person wird uber den wesentlichen, die Verarbeitung personen-
bezogener Daten betreffenden Inhalt der Vereinbarung bzw. des
Rechtsinstruments informiert.

Ungeachtet der Einzelheiten der Vereinbarung bzw. des Rechts-
instruments kann die betroffene Person ihre Rechte im Rahmen
dieses Gesetzes bei und gegeniber jedem einzelnen der Ver-
antwortlichen geltend machen.

§29
Verarbeitung personenbezogener Daten im Auftrag

Erfolgt eine Verarbeitung im Auftrag eines Verantwortlichen, so
arbeitet dieser nur mit Auftragsverarbeitern, die hinreichend Ga-
rantien dafur bieten, dass geeignete technische und organisato-
rische MaBnahmen so durchgefiihrt werden, dass die Verarbei-
tung im Einklang mit den Anforderungen dieses Gesetzes erfolgt
und den Schutz der Rechte der betroffenen Person gewahrleis-
tet.

'Der Auftragsverarbeiter nimmt keinen weiteren Auftragsverar-
beiter ohne vorherige gesonderte oder allgemeine schriftliche
Genehmigung des Verantwortlichen in Anspruch. 2lm Fall einer
allgemeinen schriftichen Genehmigung informiert der Auf-
tragsverarbeiter den Verantwortlichen immer Uber jede beabsich-
tigte Anderung in Bezug auf die Hinzuziehung oder die Erset-
zung anderer Auftragsverarbeiter, wodurch der Verantwortliche
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die Méglichkeit erhalt, gegen derartige Anderungen Einspruch zu
erheben.

Die Verarbeitung durch einen Auftragsverarbeiter erfolgt auf der
Grundlage eines Vertrags oder eines anderen Rechtsinstruments
nach dem kirchlichen, dem staatlichen oder dem europaischen
Recht, der bzw. das den Auftragsverarbeiter in Bezug auf den
Verantwortlichen bindet und in dem

a) Gegenstand der Verarbeitung;

b) Dauer der Verarbeitung;

c) Art und Zweck der Verarbeitung;

d) die Art der personenbezogenen Daten;

e) die Kategorien betroffener Personen und

f) die Pflichten und Rechte des Verantwortlichen
festgelegt sind.

Dieser Vertrag bzw. dieses andere Rechtsinstrument sieht ins-
besondere vor, dass der Auftragsverarbeiter

a) die personenbezogenen Daten nur auf dokumentierte Wei-
sung des Verantwortlichen — auch in Bezug auf die Ubermitt-
lung personenbezogener Daten an ein Drittland oder eine in-
ternationale Organisation — verarbeitet, sofern er nicht durch
das kirchliche, das staatliche oder das europaische Recht,
dem der Auftragsverarbeiter unterliegt, hierzu verpflichtet ist;
in einem solchen Fall teilt der Auftragsverarbeiter dem Ver-
antwortlichen diese rechtlichen Anforderungen vor der Verar-
beitung mit, sofern das betreffende Recht eine solche Mittei-
lung nicht wegen eines wichtigen kirchlichen Interesses ver-
bietet;

b) gewahrleistet, dass sich die zur Verarbeitung der personen-
bezogenen Daten befugten Personen zur Vertraulichkeit ver-
pflichtet haben oder einer angemessenen gesetzlichen Ver-
schwiegenheitspflicht unterliegen;

c) alle gemaR § 26 erforderlichen Malinahmen ergreift;

d) die in den Absatzen 2 und 5 genannten Bedingungen flr die
Inanspruchnahme der Dienste eines weiteren Auftragsverar-
beiters einhalt;

e) angesichts der Art der Verarbeitung den Verantwortlichen
nach Maoglichkeit mit geeigneten technischen und organisato-
rischen MaBnahmen dabei unterstitzt, seiner Pflicht zur
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Beantwortung von Antragen auf Wahrnehmung der in den
§§ 15 bis 25 genannten Rechte der betroffenen Person nach-
zukommen;

f) unter Berlcksichtigung der Art der Verarbeitung und der ihm
zur Verfigung stehenden Informationen den Verantwortlichen
bei der Einhaltung der in den §§ 26, 33 bis 35 genannten
Pflichten unterstitzt;

g) nach Abschluss der Erbringung der Verarbeitungsleistungen
alle personenbezogenen Daten nach Wahl des Verantwortli-
chen entweder I6scht oder zurlickgibt, sofern nicht nach dem
kirchlichen, dem staatlichen oder dem europaischen Recht
eine Verpflichtung zur Speicherung der personenbezogenen
Daten besteht;

h) dem Verantwortlichen alle erforderlichen Informationen zum
Nachweis der Einhaltung der in diesem Paragraphen nieder-
gelegten Pflichten zur Verfiigung stellt und Uberpriifungen
— einschliel3lich Inspektionen — die vom Verantwortlichen
oder einem anderen von diesem beauftragten Prifer durchge-
fahrt werden, ermdglicht und dazu beitragt. Der Auftragsver-
arbeiter informiert den Verantwortlichen unverziglich, falls er
der Auffassung ist, dass eine Weisung gegen dieses Gesetz
oder gegen andere kirchliche Datenschutzbestimmungen
oder Datenschutzbestimmungen der Europaischen Union
oder ihrer Mitgliedstaaten verstoRt.

Nimmt der Auftragsverarbeiter die Dienste eines weiteren Auf-
tragsverarbeiters in  Anspruch, um bestimmte Verarbeitungsta-
tigkeiten im Namen des Verantwortlichen auszufiihren, so wer-
den diesem weiteren Auftragsverarbeiter im Wege eines Ver-
trags oder eines anderen Rechtsinstruments nach dem kirchli-
chen, dem staatlichen oder dem europaischen Recht dieselben
Datenschutzpflichten auferlegt, die in dem Vertrag oder anderen
Rechtsinstrument zwischen dem Verantwortlichen und dem Auf-
tragsverarbeiter gemal den Absatzen 3 und 4 festgelegt sind,
wobei insbesondere hinreichende Garantien daflir geboten wer-
den missen, dass die geeigneten technischen und organisatori-
schen MalRnahmen so durchgefiihrt werden, dass die Verarbei-
tung entsprechend den Anforderungen dieses Gesetzes erfolgt.
2Kommt der weitere Auftragsverarbeiter seinen Datenschutz-
pflichten nicht nach, so haftet der erste Auftragsverarbeiter ge-
genuiber dem Verantwortlichen fur die Einhaltung der Pflichten
jenes anderen Auftragsverarbeiters.
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(6) Die Einhaltung nach europaischem Recht genehmigter Verhal-
tensregeln oder eines genehmigten Zertifizierungsverfahrens
durch einen Auftragsverarbeiter kann als Faktor herangezogen
werden, um hinreichende Garantien im Sinne der Absatze 1 und
5 nachzuweisen.

(7) Unbeschadet eines individuellen Vertrags zwischen dem Ver-
antwortlichen und dem Auftragsverarbeiter kann der Vertrag
oder das andere Rechtsinstrument im Sinne der Absatze 3, 4
und 5 ganz oder teilweise auf den in den Absatz 8 genannten
Standardvertragsklauseln beruhen, auch wenn diese Bestandteil
einer dem Verantwortlichen oder dem Auftragsverarbeiter erteil-
ten Zertifizierung sind.

(8) Die Datenschutzaufsicht kann Standardvertragsklauseln zur
Regelung der in den Absatzen 3 bis 5 genannten Fragen festle-
gen.

(9) 'Der Vertrag im Sinne der Absatze 3 bis 5 bedarf der Schriftform.
2MaRgeblich fiir die Ersetzung der Schriftform durch die elektro-
nische Form oder die Textform sind die jeweils geltenden staatli-
chen Regelungen.

(10) Ein Auftragsverarbeiter, der unter VerstoR gegen dieses Gesetz
die Zwecke und Mittel der Verarbeitung bestimmt, gilt in Bezug
auf diese Verarbeitung als Verantwortlicher.

§30
Verarbeitung unter der Aufsicht des Verantwortlichen oder des
Auftragsverarbeiters

Der Auftragsverarbeiter und jede dem Verantwortlichen oder dem
Auftragsverarbeiter unterstellte Person, die Zugang zu personenbe-
zogenen Daten hat, durfen diese Daten ausschlieRlich auf Weisung
des Verantwortlichen verarbeiten, es sei denn, dass sie nach kirchli-
chem, staatlichem oder europaischem Recht zur Verarbeitung ver-
pflichtet sind.

Abschnitt 2
Pflichten des Verantwortlichen

§ 31
Verzeichnis von Verarbeitungstitigkeiten

(1) 'Jeder Verantwortliche fiihrt ein Verzeichnis aller Verarbeitungs-
tatigkeiten, die seiner Zustandigkeit unterliegen. 2Dieses Ver-
zeichnis hat die folgenden Angaben zu enthalten:
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a) den Namen und die Kontaktdaten des Verantwortlichen und
gegebenenfalls des gemeinsam mit ihm Verantwortlichen so-
wie des oder der betrieblichen Datenschutzbeauftragten, so-
fern ein solcher oder eine solche zu benennen ist;

b) die Zwecke der Verarbeitung;

c) eine Beschreibung der Kategorien betroffener Personen und
der Kategorien personenbezogener Daten;

d) gegebenenfalls die Verwendung von Profiling;

e) die Kategorien von Empfangern, gegenlber denen die perso-
nenbezogenen Daten offengelegt worden sind oder noch of-
fengelegt werden, einschliellich Empfanger in Drittlandern
oder internationalen Organisationen;

f) gegebenenfalls Ubermittlungen von personenbezogenen Da-
ten an ein Drittland, an ein nichtstaatliches Voélkerrechtssub-
jekt oder an eine internationale Organisation, einschlief3lich
der Angabe des betreffenden Drittlands, des betreffenden
nichtstaatlichen Volkerrechtssubjektes oder der betreffenden
internationalen Organisation sowie bei den in § 40 Absatz 2
genannten Datenlbermittlungen die Dokumentierung geeig-
neter Garantien;

g) wenn moglich, die vorgesehenen Fristen fir die Léschung der
verschiedenen Datenkategorien;

h) wenn madglich, eine allgemeine Beschreibung der technischen
und organisatorischen MalRnahmen gemal § 26 dieses Ge-
setzes.

Jeder Auftragsverarbeiter fuhrt ein Verzeichnis zu allen Katego-
rien von im Auftrag eines Verantwortlichen durchgefihrten Tatig-
keiten der Verarbeitung, das Folgendes enthalt:

a) den Namen und die Kontaktdaten des Auftragsverarbeiters
oder der Auftragsverarbeiter und jedes Verantwortlichen, in
dessen Auftrag der Auftragsverarbeiter tatig ist, sowie eines
oder einer betrieblichen Datenschutzbeauftragten, sofern ein
solcher oder eine solche zu benennen ist;

b) die Kategorien von Verarbeitungen, die im Auftrag jedes Ver-
antwortlichen durchgefiihrt werden;

c) gegebenenfalls Ubermittlungen von personenbezogenen
Daten an ein Drittland, ein nichtstaatliches Voélkerrechtssub-
jekt oder an eine internationale Organisation, einschlief3lich
der Angabe des betreffenden Drittlands, des betreffenden
nichtstaatlichen Volkerrechtssubjekts oder der betreffenden
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internationalen Organisation sowie bei den in § 40 Absatz 2
genannten Datenlbermittlungen die Dokumentierung geeig-
neter Garantien;

d) wenn méglich, eine allgemeine Beschreibung der technischen
und organisatorischen MalRnahmen gemal § 26 dieses Ge-
setzes.

(3) Das in den Absatzen 1 und 2 genannte Verzeichnis ist schriftlich
zu fihren, was auch in einem elektronischen Format erfolgen
kann.

(4) Der Verantwortliche und der Auftragsverarbeiter stellen dem oder
der betrieblichen Datenschutzbeauftragten und auf Anfrage der
Datenschutzaufsicht das in den Absatzen 1 und 2 genannte Ver-
zeichnis zur Verfugung.

(5) 'Die in den Absatzen 1 und 2 genannten Pflichten gelten fir Un-
ternehmen oder Einrichtungen, die 250 oder mehr Beschaftigte
haben. 2Sie gilt darliber hinaus fiir Unternehmen oder Einrich-
tungen mit weniger als 250 Beschéftigten, wenn durch die Verar-
beitung die Rechte und Freiheiten der betroffenen Personen ge-
fahrdet werden, die Verarbeitung nicht nur gelegentlich erfolgt
oder die Verarbeitung besondere Datenkategorien gemal § 11
bzw. personenbezogene Daten Uber strafrechtliche Verurteilun-
gen und Straftaten im Sinne des § 12 beinhaltet.

§ 32
Zusammenarbeit mit der Datenschutzaufsicht

Der Verantwortliche und der Auftragsverarbeiter arbeiten auf Anfrage
der Datenschutzaufsicht mit dieser bei der Erfillung ihrer Aufgaben
zusammen.

§33
Meldung an die Datenschutzaufsicht

(1) 'Der Verantwortliche meldet der Datenschutzaufsicht unverziig-
lich die Verletzung des Schutzes personenbezogener Daten,
wenn diese Verletzung ein Risiko fur die Rechte und Freiheiten
natlrlicher Personen darstellt. 2Erfolgt die Meldung nicht binnen
72 Stunden, nachdem die Verletzung des Schutzes personenbe-
zogener Daten bekannt wurde, so ist ihr eine Begriindung fiir die
Verzogerung beizufiigen.
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(2) Wenn dem Auftragsverarbeiter eine Verletzung des Schutzes
personenbezogener Daten bekannt wird, meldet er diese unver-
zuglich dem Verantwortlichen.

(3) Die Meldung gemal Absatz 1 enthalt insbesondere folgende
Informationen:

a) eine Beschreibung der Art der Verletzung des Schutzes per-
sonenbezogener Daten, soweit moglich mit Angabe der Kate-
gorien und der ungefahren Zahl der betroffenen Personen,
der betroffenen Kategorien und der ungeféahren Zahl der be-
troffenen personenbezogenen Datensatze;

b) den Namen und die Kontaktdaten des oder der betrieblichen
Datenschutzbeauftragten oder einer sonstigen Anlaufstelle fur
weitere Informationen;

c) eine Beschreibung der wahrscheinlichen Folgen der Verlet-
zung des Schutzes personenbezogener Daten;

d) eine Beschreibung der von dem Verantwortlichen ergriffenen
oder vorgeschlagenen MalRnahmen zur Behebung der Verlet-
zung des Schutzes personenbezogener Daten und gegebe-
nenfalls MalBnahmen zur Abmilderung ihrer méglichen nach-
teiligen Auswirkungen.

(4) Wenn und soweit die Informationen nach Absatz 3 nicht zeit-
gleich bereitgestellt werden koénnen, stellt der Verantwortliche
diese Informationen ohne unangemessene weitere Verzdgerung
schrittweise zur Verfligung.

(5) 'Der Verantwortliche dokumentiert Verletzungen des Schutzes
personenbezogener Daten einschliellich aller damit im Zusam-
menhang stehenden Tatsachen, deren Auswirkungen und die
ergriffenen AbhilfemalRnahmen. 2Diese Dokumentation muss der
Datenschutzaufsicht die Uberpriifung der Einhaltung der Best-
immungen der Absatze 1 bis 4 ermdglichen.

§34
Benachrichtigung der betroffenen Person

(1) Hat die Verletzung des Schutzes personenbezogener Daten
voraussichtlich ein hohes Risiko flr die personlichen Rechte und
Freiheiten naturlicher Personen zur Folge, so benachrichtigt der
Verantwortliche die betroffene Person unverziglich von der Ver-
letzung.
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Die in Absatz 1 genannte Benachrichtigung der betroffenen Per-
son beschreibt in klarer und einfacher Sprache die Art der Ver-
letzung des Schutzes personenbezogener Daten und enthalt
zumindest die in § 33 Absatz 3 lit. b), ¢) und d) genannten Infor-
mationen und MafRnahmen.

Die Benachrichtigung der betroffenen Person gemaR Absatz 1 ist
nicht erforderlich, wenn eine der folgenden Bedingungen erfiillt
ist:

a) Der Verantwortliche hat geeignete technische und organisato-
rische MalRnahmen getroffen und auf die von der Verletzung
betroffenen personenbezogenen Daten angewandt, insbe-
sondere solche, durch die die personenbezogenen Daten fir
alle Personen, die nicht zum Zugang zu den personenbezo-
genen Daten befugt sind, unzuganglich gemacht werden, et-
wa durch Verschllisselung;

b) der Verantwortliche hat durch nachtraglich getroffene Mald-
nahmen sichergestellt, dass das hohe Risiko fiir die Rechte
und Freiheiten der betroffenen Personen gemal Absatz 1 al-
ler Wahrscheinlichkeit nach nicht mehr besteht;

c) die Benachrichtigung erfordert einen unverhaltnismaligen
Aufwand. In diesem Fall hat ersatzweise eine Offentliche Be-
kanntmachung oder eine ahnliche MaRnahme zu erfolgen,
durch die die betroffenen Personen vergleichbar wirksam in-
formiert werden.

Wenn der Verantwortliche die betroffene Person nicht bereits
Uber die Verletzung des Schutzes personenbezogener Daten
benachrichtigt hat, kann die Datenschutzaufsicht unter Berlck-
sichtigung der Wahrscheinlichkeit, mit der die Verletzung des
Schutzes personenbezogener Daten zu einem hohen Risiko
fuhrt, von dem Verantwortlichen verlangen, dies nachzuholen,
oder sie kann mit einem Beschluss feststellen, dass bestimmte
der in Absatz 3 genannten Voraussetzungen erfiillt sind.

§ 35

Datenschutz-Folgenabschéatzung und vorherige Konsultation

(1)

'Hat eine Form der Verarbeitung, insbesondere bei Verwendung
neuer Technologien, aufgrund der Art, des Umfangs, der Um-
stdnde und der Zwecke der Verarbeitung voraussichtlich ein ho-
hes Risiko fur die Rechte und Freiheiten natirlicher Personen
zur Folge, so fuhrt der Verantwortliche vorab eine Abschatzung
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der Folgen der vorgesehenen Verarbeitungsvorgange fiir den
Schutz personenbezogener Daten durch. 2Fr die Untersuchung
mehrerer ahnlicher Verarbeitungsvorgange mit ahnlich hohen Ri-
siken kann eine einzige Abschatzung vorgenommen werden.

Der Verantwortliche holt bei der Durchfihrung einer Daten-
schutz-Folgenabschatzung den Rat des oder der betrieblichen
Datenschutzbeauftragten ein, sofern ein solcher oder eine solche
benannt wurde.

Ist der Verantwortliche nach Anhérung des oder der betrieblichen
Datenschutzbeauftragten der Ansicht, dass ohne Hinzuziehung
der Datenschutzaufsicht eine Datenschutz-Folgenabschatzung
nicht maoglich ist, kann er der Datenschutzaufsicht den Sachver-
halt zur Stellungnahme vorlegen.

Eine Datenschutz-Folgenabschatzung gemaf Absatz 1 ist insbe-
sondere in folgenden Fallen erforderlich:

a) systematische und umfassende Bewertung personlicher As-
pekte natlrlicher Personen, die sich auf automatisierte Verar-
beitung einschlieRlich Profiling griindet und die ihrerseits als
Grundlage fur Entscheidungen dient, die Rechtswirkung ge-
genuber natirlichen Personen entfalten oder diese in ahnlich
erheblicher Weise beeintrachtigen;

b) umfangreiche Verarbeitung besonderer Kategorien von per-
sonenbezogenen Daten oder von personenbezogenen Daten
Uber strafrechtliche Verurteilungen und Straftaten gemaR § 12
oder

c) systematische umfangreiche Uberwachung éffentlich zugang-
licher Bereiche.

'Die Datenschutzaufsicht soll eine Liste der Verarbeitungsvor-
gange erstellen und veroéffentlichen, fir die eine Datenschutz-
Folgenabschatzung gemaR Absatz 1 durchzuflihren ist. 2Sie
kann ferner eine Liste der Arten von Verarbeitungsvorgangen er-
stellen und verdffentlichen, fiur die keine Datenschutz-
Folgenabschatzung erforderlich ist.

'Die Listen der Datenschutzaufsicht sollen sich an den Listen der
Aufsichtsbehorden des Bundes und der Lander orientieren.
2Gegebenenfalls ist der Austausch mit staatlichen Aufsichtsbe-
horden zu suchen.
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(7)

(8)

Die Datenschutz-Folgenabschatzung umfasst insbesondere:

a) eine systematische Beschreibung der geplanten Verarbei-
tungsvorgange und der Zwecke der Verarbeitung, gegebe-
nenfalls einschlieBlich der von dem Verantwortlichen verfolg-
ten berechtigten Interessen;

b) eine Bewertung der Notwendigkeit und Verhaltnismafigkeit
der Verarbeitungsvorgange in Bezug auf den Zweck;

c) eine Bewertung der Risiken fir die Rechte und Freiheiten der
betroffenen Personen gemaf Absatz 1 und

d) die zur Bewaltigung der Risiken geplanten Abhilfemalfinah-
men, einschliel3lich Garantien, Sicherheitsvorkehrungen und
Verfahren, durch die der Schutz personenbezogener Daten
sichergestellt und der Nachweis dafiur erbracht wird, dass
dieses Gesetz eingehalten wird.

Der Verantwortliche holt gegebenenfalls die Stellungnahme der
betroffenen Person zu der beabsichtigten Verarbeitung unbe-
schadet des Schutzes gewerblicher oder kirchlicher Interessen
oder der Sicherheit der Verarbeitungsvorgange ein.

Falls die Verarbeitung auf einer Rechtsgrundlage im kirchlichen,
im staatlichen oder im europaischen Recht, dem der Verantwort-
liche unterliegt, beruht und falls diese Rechtsvorschriften den
konkreten Verarbeitungsvorgang oder die konkreten Verarbei-
tungsvorgange regeln und bereits im Rahmen der allgemeinen
Folgenabschatzung im Zusammenhang mit dem Erlass dieser
Rechtsgrundlage eine Datenschutz-Folgenabschatzung erfolgte,
gelten die Absatze 1 bis 5 nicht.

(10) Erforderlichenfalls fiihrt der Verantwortliche eine Uberpriifung

durch, um zu bewerten, ob die Verarbeitung gemafR der Daten-
schutz-Folgenabschatzung durchgefuhrt wird; dies gilt zumin-
dest, wenn hinsichtlich des mit den Verarbeitungsvorgéngen ver-
bundenen Risikos Anderungen eingetreten sind.

(11) Der Verantwortliche konsultiert vor der Verarbeitung die Daten-

schutzaufsicht, wenn aus der Datenschutz-Folgenabschatzung
hervorgeht, dass die Verarbeitung ein hohes Risiko zur Folge
hat, sofern der Verantwortliche keine MalRnahmen zur Eindam-
mung des Risikos trifft.
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Abschnitt 3
Betriebliche Datenschutzbeauftragte

§ 36
Benennung von betrieblichen Datenschutzbeauftragten

Kirchliche Stellen im Sinne des § 3 Absatz 1 lit. a) benennen
schriftlich einen betrieblichen Datenschutzbeauftragten oder eine
betriebliche Datenschutzbeauftragte.

Kirchliche Stellen im Sinne des § 3 Absatz 1 lit. b) und c) benen-
nen schriftlich einen betrieblichen Datenschutzbeauftragten oder
eine betriebliche Datenschutzbeauftragte, wenn

a) sich bei ihnen in der Regel mindestens zwanzig Personen
standig mit der Verarbeitung personenbezogener Daten be-
schaftigen;

b) die Kerntatigkeit des Verantwortlichen oder des Auftragsver-
arbeiters in der Durchfihrung von Verarbeitungsvorgangen
besteht, welche aufgrund ihrer Art, ihres Umfangs oder ihrer
Zwecke eine umfangreiche regelmaBiige und systematische
Uberwachung von betroffenen Personen erforderlich machen,
oder

c) die Kerntatigkeit des Verantwortlichen oder des Auftragsver-
arbeiters in der umfangreichen Verarbeitung besonderer Ka-
tegorien personenbezogener Daten oder von personenbezo-
genen Daten Uber strafrechtliche Verurteilungen und Strafta-
ten gemal § 12 besteht.

Fur mehrere kirchliche Stellen im Sinne des § 3 Absatz 1 kann
unter Bericksichtigung ihrer Organisationsstruktur und ihrer
GrolRe ein gemeinsamer betrieblicher Datenschutzbeauftragter
oder eine gemeinsame betriebliche Datenschutzbeauftragte be-
nannt werden.

Der Verantwortliche oder der Auftragsverarbeiter veréffentlicht
die Kontaktdaten des oder der betrieblichen Datenschutzbeauf-
tragten. 2Die Benennung von betrieblichen Datenschutzbeauf-
tragten ist der Datenschutzaufsicht anzuzeigen.

'Der oder die betriebliche Datenschutzbeauftragte kann eine
natlrliche oder eine juristische Person sein. 2Er oder sie kann
Beschéftigter oder Beschaftigte des Verantwortlichen oder des
Auftragsverarbeiters sein oder seine oder ihre Aufgaben auf der
Grundlage eines Dienstleistungsvertrags oder einer sonstigen
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(7)

(1)

Vereinbarung erfiillen. 3Ist der oder die betriebliche Daten-
schutzbeauftragte Beschaftigter oder Beschaftigte des Verant-
wortlichen, finden § 43 Absatz 1 Satz 1 und 2 entsprechende
Anwendung.

Zum oder zur betrieblichen Datenschutzbeauftragten darf nur
benannt werden, wer die zur Erfullung seiner Aufgaben erforder-
liche Fachkunde und Zuverlassigkeit besitzt.

Zum oder zur betrieblichen Datenschutzbeauftragten darf der-
oder diejenige nicht benannt werden, der oder die mit der Leitung
der Datenverarbeitung beauftragt ist oder dem oder der die Lei-
tung der kirchlichen Stelle obliegt. 2Andere Aufgaben und Pflich-
ten des oder der Benannten diirfen im Ubrigen nicht so ausge-
staltet oder umfangreich sein, dass der oder die betriebliche Da-
tenschutzbeauftragte seinen oder ihren Aufgaben nach diesem
Gesetz nicht unabhangig bzw. umgehend nachkommen kann.

Soweit keine Verpflichtung fir die Benennung eines oder einer
betrieblichen Datenschutzbeauftragten besteht, hat der Verant-
wortliche oder der Auftragsverarbeiter die Erfullung der Aufgaben
nach § 38 in anderer Weise sicherzustellen.

§ 37
Rechtsstellung betrieblicher Datenschutzbeauftragter

Der oder die betriebliche Datenschutzbeauftragte ist dem Leiter
oder der Leiterin der kirchlichen Stelle unmittelbar zu unterstel-
len. 2Er oder sie ist bei der Erfiillung seiner oder ihrer Aufgaben
auf dem Gebiet des Datenschutzes weisungsfrei. 3Er oder sie
darf wegen der Erflllung seiner oder ihrer Aufgaben nicht be-
nachteiligt werden.

'Der Verantwortliche und der Auftragsverarbeiter stellen sicher,
dass der oder die betriebliche Datenschutzbeauftragte ord-
nungsgemal und frihzeitig in alle mit dem Schutz per-
sonenbezogener Daten zusammenhangenden Fragen einge-
bunden wird. 2Sie unterstiitzen den betrieblichen Datenschutz-
beauftragten oder die betriebliche Datenschutzbeauftragte bei
der Erflllung seiner oder ihrer Aufgaben, indem sie die fir die Er-
fullung dieser Aufgaben erforderlichen Mittel und den Zugang zu
personenbezogenen Daten und Verarbeitungsvorgangen zur
Verfligung stellen. 3Zur Erhaltung der zur Erflllung seiner oder
ihrer Aufgaben erforderlichen Fachkunde haben der Verantwort-
liche oder der Auftragsverarbeiter dem oder der betrieblichen
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Datenschutzbeauftragten die Teilnahme an Fort- und Weiter-
bildungsveranstaltungen in angemessenem Umfang zu ermaogli-
chen und deren Kosten zu lGbernehmen. 4§ 43 Absatze 9 und 10
gelten entsprechend.

Betroffene Personen kénnen sich jederzeit und unmittelbar an
den betrieblichen Datenschutzbeauftragten oder die betriebliche
Datenschutzbeauftragte wenden.

'Ist ein betrieblicher Datenschutzbeauftragter oder eine betriebli-
che Datenschutzbeauftragte benannt worden, so ist die Kindi-
gung seines oder ihres Arbeitsverhaltnisses unzulassig, es sei
denn, dass Tatsachen vorliegen, welche den Verantwortlichen
oder den Auftragsverarbeiter zur Kindigung aus wichtigem
Grund ohne Einhaltung der Kiindigungsfrist berechtigen. 2Nach
der Abberufung als betrieblicher Datenschutzbeauftragter oder
als betriebliche Datenschutzbeauftragte ist die Kiindigung inner-
halb eines Jahres nach der Beendigung der Bestellung unzulas-
sig, es sei denn, dass der Verantwortliche oder der Auftragsver-
arbeiter zur Kiindigung aus wichtigem Grund ohne Einhaltung ei-
ner Kiindigungsfrist berechtigt ist.

Der Verantwortliche und der Auftragsverarbeiter stellen sicher,
dass die Wahrnehmung anderer Aufgaben und Pflichten durch
den betrieblichen Datenschutzbeauftragten oder die betriebliche
Datenschutzbeauftragte nicht zu einem Interessenkonflikt fihrt.

§ 38
Aufgaben betrieblicher Datenschutzbeauftragter

'Betriebliche Datenschutzbeauftragte wirken auf die Einhaltung die-

Ses

Gesetzes und anderer Vorschriften Uber den Datenschutz hin.

27Zu diesem Zweck konnen sie sich in Zweifelsfallen an die Daten-
schutzaufsicht geman §§ 42 ff. wenden. 3Sie haben insbesondere

a) die ordnungsgemafle Anwendung der Datenverarbeitungs-
programme, mit deren Hilfe personenbezogene Daten verar-
beitet werden sollen, zu (iberwachen; zu diesem Zweck sind
sie Uber Vorhaben der automatisierten Verarbeitung perso-
nenbezogener Daten rechtzeitig zu unterrichten;

b) den Verantwortlichen oder den Auftragsverarbeiter zu unter-
richten und zu beraten;
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c) die bei der Verarbeitung personenbezogener Daten tatigen
Personen durch geeignete Mallnahmen mit den Vorschriften
dieses Gesetzes sowie anderer Vorschriften tiber den Daten-
schutz und mit den jeweiligen besonderen Erfordernissen des
Datenschutzes vertraut zu machen;

d) auf Anfrage des Verantwortlichen oder des Auftragsverarbei-
ters diesen bei der Durchfihrung einer Datenschutz-Fol-
genabschéatzung zu beraten und bei der Uberpriifung, ob die
Verarbeitung gemafR der Datenschutz-Folgenabschatzung er-
folgt, zu unterstiitzen und

e) mit der Datenschutzaufsicht zusammenzuarbeiten.

Kapitel 5
Ubermittlung personenbezogener Daten an Drittlinder,
internationale Organisationen oder nichtstaatliche Vélker-
rechtssubjekte

§39
Allgemeine Grundsatze

1Jede Ubermittiung personenbezogener Daten, die bereits verarbeitet
werden oder nach ihrer Ubermittlung an ein Drittland, an eine interna-
tionale Organisation oder an ein nichtstaatliches Volkerrechtssubjekt
verarbeitet werden sollen, ist nur zuldssig, wenn der Verantwortliche
und der Auftragsverarbeiter die in diesem Gesetz niedergelegten
Bedingungen einhalten. 2Dies gilt auch fiir die etwaige Weiteriiber-
mittlung personenbezogener Daten aus dem betreffenden Drittland,
der betreffenden internationalen Organisation oder dem betreffenden
nichtstaatlichen Volkerrechtssubjekt.

§ 40
Dateniibermittlung auf der Grundlage eines Angemessenheits-
beschlusses oder bei geeigneten Garantien

(1) Eine Ubermittlung personenbezogener Daten an ein Drittland
oder an eine internationale Organisation ist zuldssig, wenn ein
Angemessenheitsbeschluss der Europaischen Kommission vor-
liegt.

(2) Liegt ein Angemessenheitsbeschluss nicht vor, darf eine Uber-
mittlung personenbezogener Daten an ein Drittland, an eine in-
ternationale Organisation oder an ein nichtstaatliches Volker-
rechtssubjekt nur erfolgen, sofern der Verantwortliche oder der
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Auftragsverarbeiter geeignete Garantien vorgesehen hat und so-
fern den betroffenen Personen durchsetzbare Rechte und wirk-
same Rechtsbehelfe zur Verfligung stehen.

§ 41
Ausnahmen fiir bestimmte Félle

(1) Falls weder ein Angemessenheitsbeschluss nach § 40 Absatz 1
noch geeignete Garantien nach § 40 Absatz 2 bestehen, ist eine
Ubermittlung personenbezogener Daten an ein Drittland oder an
eine internationale Organisation oder an ein nichtstaatliches Vol-
kerrechtssubjekt nur unter einer der folgenden Bedingungen zu-
lassig:

a) die betroffene Person hat in die vorgeschlagene Ubermittlung
eingewilligt, nachdem sie Uber die fir sie bestehenden maogli-
chen Risiken derartiger Datenibermittlungen ohne Vorliegen
eines Angemessenheitsbeschlusses und ohne geeignete Ga-
rantien unterrichtet wurde;

b) die Ubermittlung ist fir die Erfillung eines Vertrages zwi-
schen der betroffenen Person und dem Verantwortlichen
oder zur Durchfiihrung von vorvertraglichen MalRnahmen auf
Antrag der betroffenen Person erforderlich;

c) die Ubermittlung ist zum Abschluss oder zur Erfiillung eines
im Interesse der betroffenen Person von dem Verantwortli-
chen mit einer anderen natirlichen oder juristischen Person
geschlossenen Vertrages erforderlich;

d) die Ubermittlung erfolgt aufgrund kirchenrechtlicher Vorschrif-
ten oder in Wahrnehmung kirchlicher Aufgaben an den Heili-
gen Stuhl oder an den Staat der Vatikanstadt oder ist aus an-
deren wichtigen Griinden des kirchlichen oder 6ffentlichen In-
teresses notwendig;

e) die Ubermittlung ist zur Geltendmachung, Ausiibung oder
Verteidigung von Rechtsanspriichen erforderlich;

f) die Ubermittlung ist zum Schutz lebenswichtiger Interessen
der betroffenen Person oder anderer Personen erforderlich,
sofern die betroffene Person aus physischen oder rechtlichen
Griunden auf3erstande ist, ihre Einwilligung zu geben.

(2) Der Verantwortliche oder der Auftragsverarbeiter erfasst die von
ihm vorgenommene Beurteilung in der Dokumentation gemaf
§ 31.
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Kapitel 6
Unabhéangige Datenschutzaufsicht

§42
Datenschutzaufsicht

Der Di6zesanbischof richtet flir den Bereich seiner Diozese eine
Datenschutzaufsicht als unabhangige kirchliche Behoérde ein.

Der Didzesanbischof bestellt fiir den Bereich seiner Didzese
einen Dibézesandatenschutzbeauftragten als Leiter oder eine
Di6zesandatenschutzbeauftragte als Leiterin der Datenschutz-
aufsicht. 2Zum oder zur Di6zesandatenschutzbeauftragten kann
nur eine natirliche Person bestellt werden.

'Der oder die Didzesandatenschutzbeauftragte handelt bei der
Erflllung seiner oder ihrer Aufgaben und bei der Ausiibung sei-
ner oder ihrer Befugnisse gemaf diesem Gesetz vollig unabhan-
gig und ist nur dem kirchlichen Recht und dem fiir die Kirchen
verbindlichen staatlichen oder europaischen Recht unterworfen.
2Die Auslibung seiner oder ihrer Tatigkeit geschieht in organisa-
torischer und sachlicher Unabhangigkeit. 3Die Dienstaufsicht ist
so zu regeln, dass dadurch die Unabhangigkeit nicht beeintrach-
tigt wird.

'Der oder die Ditzesandatenschutzbeauftragte sieht von allen
mit den Aufgaben seines oder ihres Amtes nicht zu vereinbaren-
den Handlungen ab und Ubt wahrend seiner oder ihrer Amtszeit
keine andere mit seinem oder ihrem Amt nicht zu vereinbarende
entgeltliche oder unentgeltliche Téatigkeit aus. 2Dem steht eine
Bestellung als Diézesandatenschutzbeauftragter oder Di6zesan-
datenschutzbeauftragte fir mehrere Di6zesen und/oder Ordens-
gemeinschaften nicht entgegen.

'Dem oder der Ditzesandatenschutzbeauftragten wird die Per-
sonal- und Sachausstattung zur Verfliigung gestellt, die er oder
sie bendtigt, um seine oder ihre Aufgaben und Befugnisse wahr-
nehmen zu kdnnen. 2Dies gilt auch flr seine oder ihre Aufgaben
im Bereich der Amtshilfe und der Zusammenarbeit mit anderen
Datenschutzaufsichten im Sinne des § 44 Absatz 2 lit. f). 3Er
oder sie verfugt Uber einen eigenen jahrlichen Haushalt, der ge-
sondert auszuweisen ist und verdffentlicht wird, und unterliegt
der Rechnungsprifung durch die daftr von der Di6zese be-
stimmte Stelle, soweit hierdurch seine oder ihre Unabhangigkeit
nicht beeintrachtigt wird.
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'Der oder die Didzesandatenschutzbeauftragte wahlt das not-
wendige Personal aus, das von der Datenschutzaufsicht selbst,
gof. einer anderen kirchlichen Stelle angestellt wird. 2Die ange-
stellten Mitarbeitenden unterstehen der Dienst- und Fachaufsicht
des oder der Di6zesandatenschutzbeauftragten und kdnnen, so-
weit sie bei einer anderen kirchlichen Stelle angestellt sind, nur
mit seinem oder ihrem Einverstandnis von der kirchlichen Stelle
gekiindigt, versetzt oder abgeordnet werden. 3Die Mitarbeitenden
sehen von allen mit den Aufgaben ihres Amtes nicht zu vereinba-
renden Handlungen ab und dben wahrend ihrer Amtszeit keine
anderen mit ihrem Amt nicht zu vereinbarenden entgeltlichen
oder unentgeltlichen Tatigkeiten aus.

'Der oder die Ditzesandatenschutzbeauftragte kann Aufgaben
der Personalverwaltung und Personalwirtschaft auf andere kirch-
liche Stellen ibertragen oder sich deren Hilfe bedienen. 2Diesen
dirfen personenbezogene Daten der Mitarbeitenden Ubermittelt
werden, soweit deren Kenntnis zur Erflllung der Ubertragenen
Aufgaben erforderlich ist.

'Die Datenschutzaufsicht ist oberste Dienstbehdrde im Sinne des
§ 96 Strafprozessordnung. 2Der oder die Diézesandatenschutz-
beauftragte trifft die Entscheidung Uber Aussagegenehmigungen
fur sich und seinen oder ihren Bereich in eigener Verantwortung.
3Die Datenschutzaufsicht ist oberste Aufsichtsbehorde im Sinne
des § 99 Verwaltungsgerichtsordnung.

'Der oder die Didzesandatenschutzbeauftragte ist berechtigt,
Uber Personen, die ihm oder ihr in seiner oder ihrer Eigenschaft
als Didzesandatenschutzbeauftragter oder Dibzesandaten-
schutzbeauftragte Tatsachen anvertraut haben, sowie tber diese
Tatsachen selbst keine Auskunft zu geben. 2Dies gilt auch flr die
Mitarbeitenden des oder der Dibzesandatenschutzbeauftragten
mit der Mal3gabe, dass Uber die Ausiibung dieses Rechts der
oder die Didzesandatenschutzbeauftragte entscheidet. 3Soweit
diese Verschwiegenheit reicht, darf die Vorlegung oder Ausliefe-
rung von Akten oder anderen Dokumenten von ihm oder ihr nicht
gefordert werden. “Im Verfahren vor den kirchlichen Daten-
schutzgerichten darf er oder sie entsprechende Angaben un-
kenntlich machen. 5§ 17 bleibt unberiihrt.
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§43

Der oder die Di6zesandatenschutzbeauftragte und seine oder

(1)

(4)

ihre Vertretung

'Die Bestellung des oder der Ditzesandatenschutzbeauftragten
durch den Didzesanbischof erfolgt flir die Dauer von mindestens
vier, héchstens sechs Jahren und gilt bis zur Aufnahme der
Amtsgeschafte durch den Nachfolger oder die Nachfolgerin. 2Die
mehrmalige erneute Bestellung ist zulassig. 3Die Bestellung fir
mehrere Dibzesen und/oder Ordensgemeinschaften ist zuldssig.
“Der oder die Di6zesandatenschutzbeauftragte bt sein oder ihr
Amt hauptamtlich aus.

Zum oder zur Didzesandatenschutzbeauftragten darf nur be-
stellt werden, wer die zur Erflllung seiner Aufgaben erforderliche
Fachkunde und Zuverlassigkeit besitzt. 2Er oder sie soll die Be-
fahigung zum Richteramt gemaR dem Deutschen Richtergesetz
haben. 3Als Person, die das katholische Profil der Einrichtung in-
haltlich pragt, mitverantwortet und nach auflen reprasentiert,
muss er oder sie der katholischen Kirche angehoren. “Der oder
die Di6zesandatenschutzbeauftragte ist auf die gewissenhafte
Erflllung seiner oder ihrer Pflichten und die Einhaltung des kirch-
lichen und des fir die Kirchen verbindlichen staatlichen Rechts
zu verpflichten.

Die Bestellung kann vor Ablauf der Amtszeit widerrufen werden,
wenn Grinde nach § 24 Deutsches Richtergesetz vorliegen, die
bei einem Richter oder einer Richterin auf Lebenszeit dessen
oder deren Entlassung aus dem Dienst rechtfertigen, oder Grun-
de vorliegen, die nach der Grundordnung des kirchlichen Diens-
tes in der jeweils geltenden Fassung eine Kindigung rechtferti-
gen. 2Auf Antrag des oder der Didzesandatenschutzbeauftragten
nimmt der Di6ézesanbischof die Bestellung zurick.

'Das der Bestellung zum oder zur Diézesandatenschutzbeauf-
tragten zugrunde liegende Dienstverhaltnis kann wahrend der
Amtszeit nur unter den Voraussetzungen des Absatzes 3 been-
det werden. 2Dieser Kiindigungsschutz wirkt fir den Zeitraum
von einem Jahr nach der Beendigung der Amtszeit entsprechend
fort, soweit ein kirchliches Beschaftigungsverhaltnis fortgefihrt
wird oder sich anschlief3t.

Der oder die Di6zesandatenschutzbeauftragte benennt aus dem
Kreis seiner oder ihrer Mitarbeitenden einen Vertreter oder eine
Vertreterin, der oder die im Fall seiner oder ihrer Verhinderung
die unaufschiebbaren Entscheidungen trifft.
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(6)

9)

'Ist der oder die Dibzesandatenschutzbeauftragte an der Aus-
Ubung seines oder ihres Amtes dauerhaft verhindert oder endet
sein oder ihr Amtsverhaltnis vorzeitig und ist er oder sie nicht zur
Weiterfiihrung der Geschafte verpflichtet, bestellt der Dibzesan-
bischof bis zur Wiederaufnahme des Amtes durch den Dibtze-
sandatenschutzbeauftragten oder die Didézesandatenschutzbe-
auftragte oder die Bestellung eines oder einer neuen Dibzesan-
datenschutzbeauftragten (bergangsweise eine Leitung. 2§ 43
Absatz 2 gilt entsprechend. 3Die Ubergangsweise Leitung hat
samtliche Rechte und Pflichten, die nach diesem Gesetz dem
oder der Di6zesandatenschutzbeauftragten zukommen. 4Sie tritt
nicht in die laufende Amtszeit des oder der bisherigen Didzesan-
datenschutzbeauftragten ein. 5Mit der Bestellung der (ber-
gangsweisen Leitung durch den Didézesanbischof endet die Ver-
tretung nach Absatz 5.

Der oder die Diézesandatenschutzbeauftragte und seine Mitar-
beitenden sind auch nach Beendigung ihrer Auftrage verpflichtet,
Uber die ihnen in dieser Eigenschaft bekannt gewordenen Ange-
legenheiten Verschwiegenheit zu bewahren. 2Dies gilt nicht fiir
Mitteilungen im dienstlichen Verkehr oder tUber Tatsachen, die of-
fenkundig sind oder ihrer Bedeutung nach keiner Geheimhaltung
bedurfen.

Der oder die Diézesandatenschutzbeauftragte und seine Mitar-
beitenden durfen, wenn ihr Auftrag beendet ist, Gber solche An-
gelegenheiten ohne Genehmigung des oder der amtierenden
Dibézesandatenschutzbeauftragten weder vor Gericht noch au-
Rergerichtlich Aussagen oder Erklarungen abgeben. 2Die Ge-
nehmigung, als Zeuge oder Zeugin auszusagen, wird in der Re-
gel erteilt. 3Unberlhrt bleibt die gesetzlich begriindete Pflicht,
Straftaten anzuzeigen.

Die Absatze 7 und 8 gelten fir die Vertretung oder eine Uber-
gangsweise Leitung entsprechend.

§44
Aufgaben der Datenschutzaufsicht

Die Datenschutzaufsicht wacht Uber die Einhaltung der Vorschrif-
ten dieses Gesetzes sowie anderer Vorschriften tber den Daten-
schutz und setzt diese durch.

Dariber hinaus hat die Datenschutzaufsicht insbesondere fol-
gende Aufgaben:
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a)

b)

c)

d)

f)

Die Offentlichkeit fir die Risiken, Vorschriften, Garantien und
Rechte im Zusammenhang mit der Verarbeitung sensibilisie-
ren und sie dariiber aufklaren. Besondere Beachtung finden
dabei spezifische MaRnahmen fiir Minderjahrige;

kirchliche Einrichtungen und Gremien Uber legislative und
administrative MalRnahmen zum Schutz der Rechte und Frei-
heiten natirlicher Personen in Bezug auf die Verarbeitung be-
raten;

die Verantwortlichen und die Auftragsverarbeiter fur die ihnen
aus diesem Gesetz entstehenden Pflichten sensibilisieren;

auf Anfrage jeder betroffenen Person Informationen tber die
Ausuibung ihrer Rechte aufgrund dieses Gesetzes zur Verfi-
gung stellen und gegebenenfalls zu diesem Zweck mit den
anderen Datenschutzaufsichten sowie staatlichen und sonsti-
gen kirchlichen Aufsichtsbehérden zusammenarbeiten;

sich mit Beschwerden einer betroffenen Person befassen,
den Gegenstand der Beschwerde in angemessenem Umfang
untersuchen und den Beschwerdefiihrer innerhalb einer an-
gemessenen Frist GUber den Fortgang und das Ergebnis der
Untersuchung unterrichten; zur Erleichterung der Einlegung
von Beschwerden halt die Datenschutzaufsicht Musterformu-
lare in digitaler und Papierform bereit;

mit anderen Datenschutzaufsichten zusammenarbeiten, auch
durch Informationsaustausch, und ihnen Amtshilfe leisten, um
die einheitliche Anwendung und Durchsetzung dieses Geset-
zes zu gewabhrleisten;

Untersuchungen Uber die Anwendung dieses Gesetzes
durchfiihren, auch auf der Grundlage von Informationen einer
anderen Datenschutzaufsicht oder einer anderen Behorde;

mafgebliche Entwicklungen verfolgen, soweit sie sich auf den
Schutz personenbezogener Daten auswirken, insbesondere
die Entwicklung der Informations- und Kommunikationstech-
nologie und der Geschaftspraktiken;

gegebenenfalls eine Liste der Verarbeitungsarten erstellen
und fuhren, fir die gemal § 35 entweder keine oder fiir die
eine Datenschutz-Folgenabschatzung durchzufuhren ist;

Beratung in Bezug auf die in § 35 genannten Verarbeitungs-
vorgange leisten;

interne Verzeichnisse Uber Verstdfle gegen dieses Gesetz
und die im Zusammenhang mit diesen Verstd3en ergriffenen
MaRnahmen fihren und
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I) jede sonstige Aufgabe im Zusammenhang mit dem Schutz
personenbezogener Daten erfiillen.

Die Datenschutzaufsicht kann im Rahmen ihrer Zustandigkeit
Muster zur Verfligung stellen.

'Die Tatigkeit der Datenschutzaufsicht ist fiir die betroffene Per-
son unentgeltlich. 2Bei offensichtlich unbegriindeten oder — ins-
besondere im Fall von haufiger Wiederholung — exzessiven An-
fragen kann jedoch die Datenschutzaufsicht ihre weitere Tatigkeit
auf eine neuerliche Anfrage der betroffenen Person hin davon
abhangig machen, dass eine angemessene Gebuhr fur den Ver-
waltungsaufwand entrichtet wird, oder sich weigern, aufgrund der
Anfrage tatig zu werden. 3In diesem Fall tragt die Datenschutz-
aufsicht die Beweislast fiir den offenkundig unbegriindeten oder
exzessiven Charakter der Anfrage.

'Die Datenschutzaufsicht erstellt jahrlich einen Tatigkeitsbericht,
der dem Didzesanbischof vorgelegt und der Offentlichkeit zu-
ganglich gemacht wird. 2Der Tatigkeitsbericht soll auch eine Dar-
stellung der wesentlichen Entwicklungen des Datenschutzes im
nicht kirchlichen Bereich enthalten.

§ 45

Zustandigkeit der Datenschutzaufsicht bei liber- oder mehr-

(1)

()

diozesanen Rechtstragern sowie bei gemeinsamer
Verantwortlichkeit

"Handelt es sich bei dem Rechtstrager einer kirchlichen Stelle im
Sinne des § 3 Absatz 1 um einen Uber- oder mehrdiézesanen
kirchlichen Rechtstrager, so gilt das Gesetz Uber den kirchlichen
Datenschutz der Didzese und ist die Datenschutzaufsicht der
Di6zese zustandig, in der der Rechtstrager der kirchlichen Stelle
seinen Sitz hat. 2Bei Abgrenzungsfragen gegeniiber dem Bereich
der Ordensgemeinschaften erfolgt eine Abstimmung zwischen
dem oder der Diézesandatenschutzbeauftragten und dem oder
der Ordensdatenschutzbeauftragten.

Verfligt der Uber- oder mehrdiézesane kirchliche Rechtstrager im
Sinne des § 3 Absatz 1 Uber eine oder mehrere rechtlich unselb-
stédndige Einrichtungen, die in einer anderen Ditzese als der
Di6zese ihren Sitz haben, in der der Rechtstrdger seinen Sitz
hat, so gilt das Gesetz Uber den kirchlichen Datenschutz der
Di6zese und ist die Datenschutzaufsicht der Di6zese zustandig,
in der der Rechtstrager seinen Sitz hat.
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@)

In Fallen einer gemeinsamen Verantwortlichkeit im Sinne des
§ 28 verstandigen sich die betroffenen Datenschutzaufsichten.

§ 46
Zusammenarbeit kirchlicher Stellen mit den
Datenschutzaufsichten

Die in § 3 Absatz 1 genannten kirchlichen Stellen sind verpflichtet, im
Rahmen ihrer Zustandigkeit

(1)

a) den Anweisungen der Datenschutzaufsicht Folge zu leisten;

b) die Datenschutzaufsicht bei der Erflllung ihrer Aufgaben zu
unterstitzen; ihr ist dabei insbesondere Auskunft zu ihren
Fragen sowie Einsicht in alle Unterlagen und Akten zu ge-
wahren, die im Zusammenhang mit der Verarbeitung perso-
nenbezogener Daten stehen, namentlich in die gespeicherten
Daten und in die Datenverarbeitungsprogramme, und wah-
rend der Dienstzeit zum Zwecke von Prifungen Zutritt zu al-
len Dienstrdumen, die der Verarbeitung und Aufbewahrung
automatisierter Dateien dienen, zu gewahren;

¢) Untersuchungen in Form von Datenschutziberpriufungen
durch die Datenschutzaufsicht zuzulassen.

§47
Befugnisse der Datenschutzaufsicht

Die Datenschutzaufsicht verfligt Uber samtliche folgenden Unter-
suchungsbefugnisse, die es ihr gestatten,

a) den Verantwortlichen oder den Auftragsverarbeiter anzuwei-
sen, alle Informationen bereitzustellen, die fur die Erfullung
der Aufgaben der Datenschutzaufsicht erforderlich sind;

b) Untersuchungen in Form von Datenschutziberprifungen durch-
zufiihren;

c) den Verantwortlichen oder den Auftragsverarbeiter auf einen
vermeintlichen Verstol gegen dieses Gesetz hinzuweisen;

d) von dem Verantwortlichen und dem Auftragsverarbeiter Zu-
gang zu allen personenbezogenen Daten und Informationen,
die zur Erfullung der Aufgaben der Datenschutzaufsicht not-
wendig sind, zu erhalten;
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e)

gemall dem geltenden Verfahrensrecht Zugang zu den
Raumlichkeiten, einschliellich aller Datenverarbeitungsanla-
gen und -gerate, des Verantwortlichen und des Auftragsver-
arbeiters zu erhalten.

Die Datenschutzaufsicht verfligt Giber samtliche folgenden Abhil-
febefugnisse, die es ihr gestatten,

a)

b)

e)

f)

einen Verantwortlichen oder einen Auftragsverarbeiter zu
warnen, dass beabsichtigte Verarbeitungsvorgange voraus-
sichtlich gegen dieses Gesetz oder andere datenschutz-
rechtliche Bestimmungen verstol3en;

einen Verantwortlichen oder einen Auftragsverarbeiter zu
verwarnen, wenn er mit Verarbeitungsvorgangen gegen die-
ses Gesetz oder andere datenschutzrechtliche Bestimmun-
gen verstolien hat;

den Verantwortlichen oder den Auftragsverarbeiter anzuwei-
sen, den Antragen der betroffenen Person auf Ausiibung der
ihr nach diesem Gesetz zustehenden Rechte zu entsprechen;

den Verantwortlichen oder den Auftragsverarbeiter anzuwei-
sen, Verarbeitungsvorgdnge gegebenenfalls auf bestimmte
Weise und innerhalb eines bestimmten Zeitraums in Einklang
mit diesem Gesetz zu bringen;

den Verantwortlichen anzuweisen, die von einer Verletzung
des Schutzes personenbezogener Daten betroffene Person
entsprechend zu benachrichtigen;

eine vorubergehende oder endglltige Beschrankung der Ver-
arbeitung, einschlieRlich eines Verbots, zu verhangen;

die Berichtigung oder Léschung von personenbezogenen Da-
ten oder die Einschrankung der Verarbeitung gemafR den
§§ 18, 19 und 20 und die Unterrichtung der Empfanger, an
die diese personenbezogenen Daten gemal §§ 19 Absatz 2
und 21 offengelegt wurden, Uber solche MalRnahmen anzu-
ordnen;

eine GeldbulRe gemanl § 51 zu verhdngen, zusatzlich zu oder
anstelle von in diesem Absatz genannten Malnahmen, je
nach den Umstanden des Einzelfalls;

die Aussetzung der Ubermittiung von Daten an einen Emp-
fanger in einem Drittland oder an eine internationale Organi-
sation oder an ein nichtstaatliches Vdlkerrechtssubjekt anzu-
ordnen.
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@)

(4)

(1)

©)

Hat die Datenschutzaufsicht die Feststellung getroffen, dass eine
Datenschutzverletzung objektiv vorliegt, kann der betroffenen
Person im Verfahren vor den staatlichen Zivilgerichten iber den
Schadensersatz das Fehlen einer solchen nicht entgegengehal-
ten werden.

'"Werden MaBnahmen nach Absatz 2 nicht in der von der Daten-
schutzaufsicht bestimmten Frist befolgt, so verstandigt die Da-
tenschutzaufsicht die fur die kirchliche Stelle zustédndige Aufsicht
und fordert sie zu einer Stellungnahme gegenuber der Daten-
schutzaufsicht auf. 2Diese Stellungnahme soll auch eine Darstel-
lung der MaRnahmen enthalten, die getroffen worden sind.

"Wor Abhilfemalinahmen nach Absatz 2 ist dem Verantwortlichen
oder dem Auftragsverarbeiter innerhalb einer angemessenen
Frist Gelegenheit zu geben, sich zu den fiir die Entscheidung er-
heblichen Tatsachen zu auflern. 2Von der Anhérung kann abge-
sehen werden, wenn sie nach den Umstédnden des Einzelfalls
nicht geboten, insbesondere wenn eine sofortige Entscheidung
wegen Gefahr im Verzug oder im kirchlichen Interesse notwendig
erscheint.

Kapitel 7
Beschwerde, gerichtlicher Rechtsbehelf,
Haftung und Sanktionen

§48
Beschwerde bei einer Datenschutzaufsicht

'Jede betroffene Person hat unbeschadet eines anderweitigen
Rechtsbehelfs das Recht auf Beschwerde bei einer Daten-
schutzaufsicht, wenn die betroffene Person der Ansicht ist, dass
die Verarbeitung der sie betreffenden personenbezogenen Daten
gegen Vorschriften dieses Gesetzes oder gegen andere Daten-
schutzvorschriften verstoRt. 2Die Einhaltung des Dienstwegs ist
dabei nicht erforderlich.

'Auf ein solches Vorbringen hin prift die Datenschutzaufsicht
den Sachverhalt. 2Sie fordert den Verantwortlichen, den Emp-
fanger oder die Empfangerin und/oder den Dritten oder die Dritte
zur Stellungnahme auf, soweit der Inhalt des Vorbringens den
Tatbestand einer Datenschutzverletzung erfullt.

Niemand darf gemalregelt oder benachteiligt werden, weil er
sich im Sinne des Absatz 1 an die Datenschutzaufsicht gewendet
hat.
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(4) Die Datenschutzaufsicht unterrichtet den Beschwerdefiihrer oder
die Beschwerdefiihrerin ber den Stand und die Ergebnisse der
Beschwerde einschlieBlich der Mdoglichkeit eines gerichtlichen
Rechtsbehelfs nach § 49.

§49
Recht auf gerichtlichen Rechtsbehelf gegen einen Bescheid der
Datenschutzaufsicht

'Jede natlrliche oder juristische Person hat unbeschadet des Rechts
auf Beschwerde bei einer Datenschutzaufsicht (§ 48) das Recht auf
einen gerichtlichen Rechtsbehelf gegen einen sie betreffenden Be-
scheid der Datenschutzaufsicht. 2Dies gilt auch dann, wenn sich die
Datenschutzaufsicht nicht mit einer Beschwerde nach § 48 befasst
oder die betroffene Person nicht innerhalb von drei Monaten Gber den
Stand oder das Ergebnis der nach § 48 erhobenen Beschwerde in
Kenntnis gesetzt hat.

§ 49a
Recht auf gerichtlichen Rechtsbehelf gegen Verantwortliche
oder kirchliche Auftragsverarbeiter

Jede betroffene Person hat unbeschadet eines Rechts auf Beschwer-
de bei einer Datenschutzaufsicht (§ 48) das Recht auf einen gerichtli-
chen Rechtsbehelf gegen einen Verantwortlichen oder einen kirchli-
chen Auftragsverarbeiter, wenn sie der Ansicht ist, dass die ihr auf-
grund dieses Gesetzes zustehenden Rechte infolge einer nicht im
Einklang mit diesem Gesetz stehenden Verarbeitung ihrer personen-
bezogenen Daten verletzt wurden.

§49b
Zustandigkeit der Datenschutzgerichte

(1) Fur gerichtliche Rechtsbehelfe nach den §§ 49 und 49 a ist das
Interdiézesane Datenschutzgericht zustandig.

(2) Fur Rechtsmittel gegen eine Entscheidung des Interdi6zesanen
Datenschutzgerichts ist das Datenschutzgericht der Deutschen
Bischofskonferenz zustandig.



Amtsblatt fiir die Diézese Augsburg 2026, Nr. 2 vom 3. Februar 2026 143

()

(4)

(®)

(8)

§ 50
Haftung und Schadenersatz

Jede Person, der wegen eines VerstoRes gegen dieses Gesetz
ein materieller oder immaterieller Schaden entstanden ist, hat
Anspruch auf Schadenersatz gegen die kirchliche Stelle als Ver-
antwortlicher oder Auftragsverarbeiter.

Ein Auftragsverarbeiter haftet fir den durch eine Verarbeitung
verursachten Schaden nur dann, wenn er seinen speziell den
Auftragsverarbeitern auferlegten Pflichten aus diesem Gesetz
nicht nachgekommen ist oder unter Nichtbeachtung der recht-
mafig erteilten Anweisungen des fiir die Datenverarbeitung Ver-
antwortlichen oder gegen diese Anweisungen gehandelt hat.

Ein Verantwortlicher oder ein Auftragsverarbeiter ist von der
Haftung gemal Absatz 1 befreit, wenn er nachweist, dass er in
keinerlei Hinsicht fir den Umstand, durch den der Schaden ein-
getreten ist, verantwortlich ist.

Wegen eines Schadens, der nicht Vermdgensschaden ist, kann
die betroffene Person eine angemessene Entschadigung in Geld
verlangen.

Lasst sich bei einer automatisierten Verarbeitung personenbezo-
gener Daten nicht ermitteln, welche von mehreren beteiligten
kirchlichen Stellen als Verantwortlicher oder Auftragsverarbeiter
den Schaden verursacht hat, so haftet jede als Verantwortlicher
fur den gesamten Schaden.

Mehrere Ersatzpflichtige haften als Gesamtschuldner im Sinne
des Burgerlichen Gesetzbuches.

Hat bei der Entstehung des Schadens ein Verschulden der be-
troffenen Person mitgewirkt, ist § 254 des Burgerlichen Gesetz-
buchs entsprechend anzuwenden.

Auf die Verjahrung finden die fir unerlaubte Handlungen gelten-
den Verjahrungsvorschriften des Burgerlichen Gesetzbuchs ent-
sprechende Anwendung.

§ 51
GeldbuBen

Verstolt ein Verantwortlicher oder ein Auftragsverarbeiter vor-
satzlich oder fahrldssig gegen Bestimmungen dieses Gesetzes,
so kann die Datenschutzaufsicht eine GeldbulRe verhangen.
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()

Die Datenschutzaufsicht stellt sicher, dass die Verhangung von
GeldbuRen gemal diesem Paragraphen fiir Verstolie gegen die-
ses Gesetz in jedem Einzelfall wirksam, verhaltnismafig und ab-
schreckend ist.

'Geldbuften werden je nach den Umstanden des Einzelfalls zu-
satzlich zu oder anstelle von MalRnahmen nach § 47 Absatz 2
lit. a) bis g) und i) verhangt. ?Bei der Entscheidung Uber die Ver-
hangung einer Geldbufle und Uber deren Betrag wird in jedem
Einzelfall Folgendes geblhrend bertcksichtigt:

a) Art, Schwere und Dauer des Verstolles unter Berlcksichti-
gung der Art, des Umfangs oder des Zwecks der betreffenden
Verarbeitung sowie der Zahl der von der Verarbeitung be-
troffenen Personen und des Ausmalies des von ihnen erlitte-
nen Schadens;

b) Vorsatzlichkeit oder Fahrlassigkeit des VerstoR3es;

c) jegliche von dem Verantwortlichen oder dem Auftragsverar-
beiter getroffenen MaRnahmen zur Minderung des den be-
troffenen Personen entstandenen Schadens;

d) Grad der Verantwortung des Verantwortlichen oder des Auf-
tragsverarbeiters unter Berlcksichtigung der von ihnen ge-
mal § 26 getroffenen technischen und organisatorischen
MaRnahmen;

e) etwaige einschlagige frihere Verstdle des Verantwortlichen
oder des Auftragsverarbeiters;

f) Umfang der Zusammenarbeit mit der Datenschutzaufsicht,
um dem Verstol3 abzuhelfen und seine mdglichen nachteili-
gen Auswirkungen zu mindern;

g) Kategorien personenbezogener Daten, die von dem Verstol}
betroffen sind;

h) Art und Weise, wie der Verstol3 der Datenschutzaufsicht be-
kannt wurde, insbesondere ob und gegebenenfalls in wel-
chem Umfang der Verantwortliche oder der Auftragsver-
arbeiter den Verstol3 mitgeteilt hat;

i) Einhaltung der friher gegen den fir den betreffenden Ver-
antwortlichen oder Auftragsverarbeiter in Bezug auf densel-
ben Gegenstand angeordneten MalRnahmen (§ 47 Absatz 2),
wenn solche Mallnahmen angeordnet wurden;
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(4)

®)

(7)

(8)

i) jegliche anderen erschwerenden oder mildernden Umstande
im jeweiligen Fall, wie unmittelbar oder mittelbar durch den
Verstold erlangte finanzielle Vorteile oder vermiedene Verlus-
te.

VerstoRt ein Verantwortlicher oder ein Auftragsverarbeiter bei
gleichen oder miteinander verbundenen Verarbeitungsvorgangen
vorsatzlich oder fahrlassig gegen mehrere Bestimmungen dieses
Gesetzes, so Ubersteigt der Gesamtbetrag der GeldbufRe nicht
den Betrag fiir den schwerwiegendsten Verstol3.

Bei VerstoéRen werden im Einklang mit Absatz 3 GeldbuRen
innerhalb eines Rahmens von bis zu 1.000.000 € verhangt. 2Fir
den Bereich kirchlicher Unternehmen im Sinne des § 4 Num-
mer 19., die am Wettbewerb teilnehmen, kénnen im Einklang mit
Absatz 2 Geldbufien von bis zu 4 Prozent des Jahresumsatzes,
maximal in Hohe von 3.000.000 €, verhangt werden.

Gegen kirchliche Stellen im Sinne des § 3 Absatz 1, soweit sie
im weltlichen Rechtskreis offentlich-rechtlich verfasst sind, wer-
den keine GeldbuRen verhangt; dies gilt nicht, soweit sie als Un-
ternehmen am Wettbewerb teilnehmen.

'Die Datenschutzaufsicht leitet einen Vorgang, in welchem sie
einen objektiven Versto3 gegen dieses Gesetz festgestellt hat,
einschlieBlich der von ihr verhangten Hohe der Geldbulie an die
nach staatlichem Recht zusténdige Vollstreckungsbehdrde wei-
ter. 2Unbeschadet ihrer jeweiligen Rechtsform ist die Daten-
schutzaufsicht Inhaber der Bufigeldforderung und mithin Voll-
streckungsglaubiger. 3Die nach staatlichem Recht zustandige
Vollstreckungsbehérde ist an die Feststellung der Datenschutz-
aufsicht hinsichtlich des Verstof3es und an die von dieser festge-
setzten Hohe der GeldbuRe gebunden. 4Sofern das staatliche
Recht die Zustandigkeit einer solchen Vollstreckungsbehdrde
nicht vorsieht, erfolgt die Vollstreckung auf dem Zivilrechtsweg.

Eine Meldung nach § 33 oder eine Benachrichtigung nach § 34
Absatz 1 darf in einem Verfahren zur Verhangung eines BuRgel-
des nach dieser Vorschrift gegen den Meldepflichtigen oder die
Meldepflichtige oder den Benachrichtigenden oder die Benach-
richtigende oder seine oder ihre in § 52 Absatz 1 der Strafpro-
zessordnung bezeichneten Angehdérigen nur mit Zustimmung des
oder der Meldepflichtigen oder des oder der Benachrichtigenden
verwendet werden.
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(1)

@)

(4)

(1)

Kapitel 8
Vorschriften fiir besondere Verarbeitungssituationen

§ 52
Videoiiberwachung

Die Beobachtung offentlich zuganglicher Raume mit optisch-
elektronischen Einrichtungen (Videolberwachung) ist nur zulds-
sig, soweit sie

a) zur Aufgabenerfillung oder zur Wahrnehmung des Haus-
rechts oder

b) zur Wahrnehmung berechtigter Interessen fir konkret festge-
legte Zwecke

erforderlich ist und keine Anhaltspunkte bestehen, dass schutz-
wirdige Interessen der betroffenen Person Giberwiegen.

Der Umstand der Beobachtung und der Verantwortliche sind
durch geeignete Mallinahmen zum friihestmoglichen Zeitpunkt
erkennbar zu machen.

Die Verarbeitung von nach Absatz 1 erhobenen Daten ist zulas-
sig, wenn sie zum Erreichen des verfolgten Zwecks erforderlich
ist und keine Anhaltspunkte bestehen, dass schutzwiirdige Inte-
ressen der betroffenen Person Uberwiegen.

Werden durch Videoluberwachung erhobene Daten einer be-
stimmten Person zugeordnet, ist diese Uber eine Verarbeitung
gemal §§ 15 und 16 zu benachrichtigen.

Die Daten sind unverziglich zu I6schen, wenn sie zur Erreichung
des Zwecks nicht mehr erforderlich sind oder schutzwirdige Inte-
ressen der betroffenen Person einer weiteren Verarbeitung ent-
gegenstehen.

§ 52a
Gottesdienste und kirchliche Veranstaltungen

Die Aufzeichnung, Ubertragung oder Verdffentlichung von Got-
tesdiensten oder Veranstaltungen gottesdienstahnlicher Art sind
datenschutzrechtlich zulassig, wenn die betroffenen Personen
vor der Teilnahme durch geeignete MaRnahmen Uber Art und
Umfang der Aufzeichnung, Ubertragung oder Veréffentlichung in-
formiert werden.
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()

©)

()

(4)

Besonderen schutzwirdigen Interessen — insbesondere von
Minderjahrigen — ist in angemessenem Umfang Rechnung zu
tragen.

Unbeschadet des Absatzes 2 sind von der Aufzeichnung, Uber-
tragung oder Veroffentlichung nicht erfasste Platze fir Gottes-
dienstbesucher und -besucherinnen in angemessener Zahl vor-
zuhalten.

§53
Verarbeitung personenbezogener Daten fiir Zwecke des
Beschiftigungsverhaltnisses

Personenbezogene Daten eines oder einer Beschaftigten ein-
schlielllich der Daten Uber die Religionszugehdrigkeit, die religio-
se Uberzeugung und die Erfilllung von Loyalitdtsobliegenheiten
dirfen fir Zwecke des Beschaftigungsverhaltnisses verarbeitet
werden, wenn dies fir die Entscheidung Uber die Begriindung
eines Beschaftigungsverhaltnisses oder nach Begriindung des
Beschéaftigungsverhaltnisses fur dessen Durchfuhrung oder Be-
endigung erforderlich ist.

Zur Aufdeckung von Straftaten dirfen personenbezogene Daten
eines oder einer Beschaftigten dann verarbeitet werden, wenn zu
dokumentierende tatsachliche Anhaltspunkte den Verdacht be-
grunden, dass die betroffene Person im Beschéaftigungsverhaltnis
eine Straftat begangen hat, die Verarbeitung zur Aufdeckung er-
forderlich ist und das schutzwirdige Interesse des oder der Be-
schaftigten an dem Ausschluss der Verarbeitung nicht Gberwiegt,
insbesondere Art und Ausmalf’ im Hinblick auf den Anlass nicht
unverhaltnismaRig sind oder eine Rechtsvorschrift dies vorsieht.

Absatz 1 ist auch anzuwenden, wenn personenbezogene Daten
verarbeitet werden, ohne dass sie automatisiert verarbeitet oder
in oder aus einer nicht automatisierten Datei verarbeitet oder fiir
die Verarbeitung in einer solchen Datei erhoben werden.

Die Beteiligungsrechte nach der jeweils geltenden Mitarbeiterver-
tretungsordnung bleiben unberthrt.
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§ 54
Verarbeitung personenbezogener Daten zu wissenschaftlichen
oder historischen Forschungszwecken, zu Archivzwecken oder
zu statistischen Zwecken

(1) 'Personenbezogene Daten diirfen zu im kirchlichen oder 6ffentli-
chen Interesse liegenden Archivzwecken, zu wissenschaftlichen
oder historischen Forschungszwecken oder zu statistischen
Zwecken verarbeitet werden, soweit geeignete Garantien fur die
Rechte und Freiheiten der betroffenen Personen vorgesehen
werden. 2Mit diesen Garantien wird sichergestellt, dass techni-
sche und organisatorische MalRnahmen bestehen, mit denen ins-
besondere die Achtung des Grundsatzes der Datenminimierung
gewabhrleistet wird. 3§ 11 Absatz 2 lit. h) bis j) bleiben unberthrt.

(2) 'Die Offenlegung personenbezogener Daten an andere als kirch-
liche Stellen fiir Zwecke der wissenschaftlichen oder historischen
Forschung oder der Statistik ist nur zuldssig, wenn diese sich
verpflichten, die Ubermittelten Daten nicht fir andere Zwecke zu
verarbeiten und die Vorschriften der Absatze 3 und 4 einzuhal-
ten. 2Der kirchliche Auftrag darf durch die Offenlegung nicht ge-
fahrdet werden.

(3) 'Personenbezogene Daten, die fiir Zwecke der Forschung oder
Statistik verarbeitet werden, sind zu anonymisieren, sobald dies
nach dem Forschungs- oder Statistikzweck mdoglich ist. ?Bis da-
hin sind die Merkmale gesondert zu verarbeiten, mit denen Ein-
zelangaben Uber persdnliche oder sachliche Verhaltnisse einer
identifizierten oder identifizierbaren Person zugeordnet werden
koénnen. 3Sie diirffen mit den Einzelangaben nur zusammen-
geflhrt werden, soweit der Forschungs- oder Statistikzweck dies
erfordert.

(4) 'Die Veroffentlichung personenbezogener Daten, die zum Zwe-
cke wissenschaftlicher oder historischer Forschung oder der Sta-
tistik Ubermittelt wurden, ist nur mit Zustimmung der Gbermitteln-
den kirchlichen Stelle zuldssig. ?Die Zustimmung kann erteilt
werden, wenn

a) die betroffene Person eingewilligt hat oder

b) dies fiir die Darstellung von Forschungsergebnissen (ber Er-
eignisse der Zeitgeschichte unerlasslich ist, es sei denn, dass
Grund zu der Annahme besteht, dass durch die Veroffentli-
chung der Auftrag der Kirche gefahrdet wirde oder schutz-
wirdige Interessen der betroffenen Person tberwiegen.
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(5) Fur die Archivierung von Unterlagen kirchlicher Stellen im Sinne
des § 3 gilt die Anordnung Uber die kirchlichen Archive (KAO) in
der jeweils geltenden Fassung.

§ 54a
Verarbeitung personenbezogener Daten zur institutionellen
Aufarbeitung sexualisierter Gewalt und anderer Formen des
Missbrauchs

'An der institutionellen Aufarbeitung sexualisierter Gewalt und ande-
rer Formen des Missbrauchs besteht ein berragendes kirchliches
Interesse. 2Personenbezogene Daten diirfen zum Zwecke der institu-
tionellen Aufarbeitung sexualisierter Gewalt nach MalRgabe dieses
Gesetzes und auf Grundlage spezifischer diézesaner Bestimmungen
verarbeitet werden, die die Offenlegung von personenbezogenen
Daten von sexuellem Missbrauch betroffener Personen fir Aufar-
beitungs- und Forschungszwecke durch Auskunft oder Einsicht in
Unterlagen ausdricklich regeln, darunter auch Regelungen, die Aus-
kunft oder Einsicht in Unterlagen lediglich im Falle einer Einwilligung
betroffener Personen zulassen.

§ 55
Verarbeitung personenbezogener Daten durch die Medien

(1) 'Soweit personenbezogene Daten von kirchlichen Stellen aus-
schliellich zu eigenen journalistisch-redaktionellen oder literari-
schen Zwecken verarbeitet werden, gelten von den Vorschriften
dieses Gesetzes nur die §§ 5, 26 und 50. ?Soweit personenbe-
zogene Daten zur Herausgabe von Adressen-, Telefon- oder
vergleichbaren Verzeichnissen verarbeitet werden, gilt Satz 1
nur, wenn mit der Herausgabe zugleich eine journalistisch-
redaktionelle oder literarische Tatigkeit verbunden ist.

(2) Fuhrt die journalistisch-redaktionelle Verarbeitung personenbe-
zogener Daten zur Veroffentlichung von Gegendarstellungen der
betroffenen Person, so sind diese Gegendarstellungen zu den
gespeicherten Daten zu nehmen und fur dieselbe Zeitdauer auf-
zubewahren wie die Daten selbst.

(3) ™Wird jemand durch eine Berichterstattung in seinem Persénlich-
keitsrecht beeintrachtigt, so kann er oder sie Auskunft Uber die
der Berichterstattung zugrunde liegenden, zu seiner Person
gespeicherten Daten verlangen. 2Die Auskunft kann verweigert
werden, soweit aus den Daten auf die berichtenden oder ein-
sendenden Personen oder die Gewahrsleute von Beitragen,
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Unterlagen und Mitteilungen fir den redaktionellen Teil ge-
schlossen werden kann. 3Die betroffene Person kann die Berich-
tigung unrichtiger Daten verlangen.

) Kapitel 9
Ubergangs- und Schlussbestimmungen

§ 56
Erméchtigungen

Die zur Durchfihrung dieses Gesetzes erforderlichen Regelungen
trifft der Generalvikar. Er legt insbesondere fest:

a) den Inhalt eines Musters der schriftlichen Verpflichtungserklarung
gemalf § 5 Satz 2 und
b) die technischen und organisatorischen MalRnahmen gemaf § 26.

) § 57
Ubergangsbestimmungen

Bisherige Bestellungen der betrieblichen Datenschutzbeauftragten,
deren Amtszeiten noch nicht abgelaufen sind, bleiben unberihrt, so-
weit hierbei die Regelungen der §§ 36 ff. Beachtung finden.

§ 58
Inkrafttreten

Dieses Gesetz tritt am 24.05.2018 in Kraft.
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Oberhirtliche Erlasse
und Bekanntmachungen

9. Verordnung zur Anderung der Durchfiih-
rungsverordnung zum Gesetz (iber den
Kirchlichen Datenschutz (KDG-DVO-Ande-
rungsverordnung)

Artikel 1
Anderung der Durchfiihrungsverordnung zum
Gesetz iiber den Kirchlichen Datenschutz (KDG-DVO)

Die Durchfihrungsverordnung zum Gesetz uber den Kirchlichen Da-
tenschutz (KDG-DVO) in der Fassung des Beschlusses der Vollver-
sammlung des Verbandes der Di6zesen Deutschlands vom 19. No-
vember 2018 (Amtsblatt fur die Diézese Augsburg 2019, Nr. 2 vom
19. Februar 2019, Seite 60 ff.) wird aufgrund des Beschlusses der
Vollversammlung des Verbandes der Didézesen Deutschlands vom
24. November 2025 wie folgt geandert:

1. Die Inhaltsiibersicht wird wie folgt neu gefasst:

»Inhaltsiibersicht
Kapitel 1
Verarbeitungstatigkeiten

§ 1 Verzeichnis von Verarbeitungstatigkeiten
Kapitel 2
Datengeheimnis

§2 Belehrung und Verpflichtung auf das Datengeheimnis, Schu-
lung
§ 3 Inhalt der Verpflichtungserklarung

Kapitel 3
Technische und organisatorische MaRnahmen

Abschnitt 1
Grundsatze und MaRnahmen

§4 Begriffsbestimmungen (IT-Systeme, Lesbarkeit)
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§ 18

§19
§ 20
§ 21
§ 22
§ 23

§ 24
§25
§ 26
§ 27

§ 28

Grundsatze der Verarbeitung

Technische und organisatorische Malinahmen
Uberpriifung

Verarbeitung von Meldedaten in kirchlichen Rechenzentren

Abschnitt 2
Schutzbedarf und Risikoanalyse

Einordnung in Datenschutzklassen und Datenschutzniveau
Risikoanalyse

Datenschutzklasse | und Schutzniveau |

Datenschutzklasse Il und Schutzniveau I

Datenschutzklasse Il und Schutzniveau Il

Umgang mit personenbezogenen Daten, die dem Beichtge-
heimnis oder dem Seelsorgegeheimnis unterliegen

Kapitel 4
MaRnahmen des Verantwortlichen und des oder der
Mitarbeitenden

MaRnahmen des Verantwortlichen
MaRnahmen des Verantwortlichen zur Datensicherung
MaRnahmen des oder der Mitarbeitenden

Kapitel 5
Besondere Gefahrenlagen

Nutzung von Cloud-Diensten

Autorisierte Programme

Nutzung dienstlicher IT-Systeme zu auch privaten Zwecken
Nutzung privater IT-Systeme zu dienstlichen Zwecken

Externe Zugriffe, Auftragsverarbeitung

Verschrottung und Vernichtung von IT-Systemen, Abgabe von
IT-Systemen zur weiteren Nutzung

Passwortlisten der Systemverwaltung

Ubermittlung personenbezogener Daten per Fax

Sonstige Formen der Ubermittlung personenbezogener Daten
Kopier-/Scangerate

Kapitel 6
Ubergangs- und Schlussbestimmungen

Inkrafttreten®
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2.

§ 1 wird wie folgt geéndert:

a) In Absatz 1 werden nach dem Wort ,dem*“ die Wérter ,oder
der” und nach dem Wort ,solcher” die Woérter ,oder eine sol-
che* angefugt.

b) Der bisherige Absatz 2 wird ersatzlos gestrichen.
c) Der bisherige Absatz 3 wird Absatz 2.

d) Der bisherige Absatz 4 wird ersatzlos gestrichen.
e) Der bisherige Absatz 5 wird Absatz 3.

f) Absatz 3 Satz 3 wird wie folgt neu gefasst:

,Die Uberpriifung sowie die Aktualisierung sind in geeigneter
Weise zu dokumentieren.*

§ 2 wird wie folgt gedndert:

a) In der Uberschrift werden nach dem Wort ,Datengeheimnis*
ein Komma sowie das Wort ,,Schulung” angefiigt.

b) In Absatz 1 wird der Klammerzusatz wie folgt neu gefasst:
»(Mitarbeitende im Sinne dieser Durchfiihrungsverordnung, im
Folgenden: Mitarbeitende)".

c) In Absatz 2 Satz 1 wird das Wort ,Mitarbeiter” durch das Wort
,Mitarbeitenden® ersetzt.

d) In Absatz 2 Satz 3 wird das Wort ,Mitarbeitern” durch das
Wort ,Mitarbeitenden® ersetzt.

e) In Absatz 3 wird das Wort ,Mitarbeiter” ersetzt durch das Wort
.Mitarbeitenden®.

f) In Absatz 4 werden die Worter ,der Mitarbeiter* durch die
Woérter ,der Mitarbeitenden und die Woérter ,den Mitarbeiter*
durch die Wérter ,den Mitarbeitenden oder die Mitarbeitende®
ersetzt.

g) In Absatz 5 Satz 1 wird das Wort ,Mitarbeiter” durch das Wort
,Mitarbeitenden” ersetzt.

h) In Absatz 5 Satz 2 werden die Worter ,des jeweiligen Mitar-
beiters“ durch die Woérter ,des oder der jeweiligen Mitarbei-
tenden” ersetzt.

i) In Absatz 5 Satz 3 werden nach dem Wort ,Dieser” die Woérter
,oder diese* angeflgt.

j) In Absatz 6 werden nach dem Wort ,Datengeheimnis® die
Woérter ,geman § 5 KDG" angefugt.

k) Es wird folgender Absatz 7 angefiigt:

,Die Mitarbeitenden sind regelmaiig zu schulen.”
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§ 3 wird wie folgt gedndert:

a) In Absatz 1 erster Halbsatz wird das Wort ,Mitarbeiters” durch
die Worter ,,oder der Mitarbeitenden® ersetzt.

b) In Absatz 1 Buchstabe a) wird das Wort ,Mitarbeiters durch
die Wérter ,oder der Mitarbeitenden® ersetzt.

¢) In Absatz 1 Buchstabe b) werden das Wort ,Mitarbeiter” durch
die Worter ,oder die Mitarbeitende“ ersetzt und nach dem
Wort ,seiner” die Worter ,oder ihrer” angefigt.

d) In Absatz 1 Buchstabe c) wird das Wort ,Mitarbeiters durch
die Worter ,,oder der Mitarbeitenden® ersetzt.

e) In Absatz 1 Buchstabe d) werden das Wort ,Mitarbeiter” durch
die Worter ,oder die Mitarbeitende” ersetzt und nach dem
Wort ,seiner” die Worter ,oder ihrer” angefiigt.

f) In Absatz 2 wird das Wort ,Mitarbeiter durch die Wérter ,oder
der Mitarbeitenden® ersetzt.

g) Der bisherige Absatz 3 Satz 2 wird ersatzlos gestrichen.

§ 4 wird wie folgt neu gefasst:

”§ 4
Begriffsbestimmungen
(IT-Systeme, Lesbarkeit)

(1) IT-Systeme im Sinne dieser Durchfiihrungsverordnung sind
samtliche technischen Einrichtungen, mittels derer perso-
nenbezogene Daten automatisiert verarbeitet werden.

(2) IT-Systeme sind insbesondere

a) hardwarebasierte IT-Komponenten (elektronische Gerate
wie Server, Arbeitsplatzrechner, mobile Endgerate, ein-
gebettete Systeme (z. B. 10T) oder vergleichbare techni-
sche Komponenten, die einzeln oder im Verbund betrie-
ben werden kdnnen),

b) Softwareldsungen (lokal installierte oder netzwerkge-
stutzte Programme und Anwendungen einschlie3lich be-
triebssystemnaher Software und Anwendungssoftware,
die unmittelbar oder mittelbar an der Verarbeitung per-
sonenbezogener Daten beteiligt sind),

c) cloudbasierte Systeme und Dienste (Bereitstellungsfor-
men wie Software as a Service (SaaS), Platform as a
Service (PaaS) oder Infrastructure as a Service (laaS),
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©)

die Uber netzwerkbasierte Umgebungen (insbesondere
Internet oder Intranet) zuganglich sind und zur Datenver-
arbeitung eingesetzt werden).

Unter Lesbarkeit im Sinne dieser Durchflihrungsverordnung
ist die Moglichkeit zur vollstandigen oder teilweisen Wieder-
gabe des Informationsgehalts von personenbezogenen Da-
ten zu verstehen.”

6. § 6 wird wie folgt gedndert:

a)

b)

c)

e)

In Absatz 1 Buchstabe b) wird der Klammerzusatz wie folgt
neu gefasst:

»(z. B. durch Verschlisselung mit geeigneten Verschliisse-
lungsverfahren; das Verschlisselungsverfahren ist dem aktu-
ellen Stand der Technik und dem jeweiligen Sicherheitsbedarf
entsprechend angemessen auszuwahlen)”.

In Absatz 2 werden nach dem Wort ,Form“ die Wérter ,unab-
hangig vom Ort der Verarbeitungstatigkeit* angefiigt.

In Absatz 2 Buchstabe a) werden nach dem Wort ,IT-
Systemen*” die Worter ,im Sinne des § 4 Absatz 2 Nr. 1* an-
geflgt.

Absatz 2 Buchstabe b) wird wie folgt neu gefasst:

.Es ist zu verhindern, dass IT-Systeme und Benutzerzugan-
ge von Unbefugten genutzt werden kénnen (Zugangskontrol-
le). 2Zum Schutz personenbezogener Daten und zur Vermei-
dung von ldentitatsdiebstahl sind geeignete technische und
organisatorische MaRnahmen nach dem jeweiligen Stand der
Technik zu ergreifen. 3Dies gilt insbesondere fiir Datenverar-
beitungen auflerhalb eines geschlossenen und gesicherten
Netzwerks.*

In Absatz 2 Buchstabe i) wird nach dem Wort ,erhobene“ das
Wort ,personenbezogene” angefligt.

Nach Absatz 2 Buchstabe j) wird folgender Buchstabe k) an-
geflugt:

.Bei der Auswahl von IT-Systemen, insbesondere von Soft-
warelésungen, ist dem Grundsatz der Datenminimierung an-
gemessen Rechnung zu tragen.*

Absatz 3 wird wie folgt neu gefasst:
»Absatz 2 gilt entsprechend fur die Verarbeitung personenbe-
zogener Daten in nicht automatisierter Form.*
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7. §7 Absatz 2 wird wie folgt neu gefasst:

»'Insbesondere die Vorlage eines anerkannten Zertifikats geman
§ 26 Absatz 4 KDG durch den Verantwortlichen, welches sich an
Veroffentlichungen des Bundesamtes fiir Sicherheit in der Infor-
mationstechnik (BSI) orientiert, ist als Nachweis zulassig.
2Abweichend von Satz 1 kann auch eine Orientierung an ande-
ren Regelungen erfolgen, die einen vergleichbaren Schutzstan-
dard gewahrleisten (insbesondere ISO/IEC 27001).

8. § 8 Absatz 2 wird wie folgt geandert:

Das Wort ,Vorschrift* wird durch das Wort ,Durchfiihrungsver-
ordnung” ersetzt.

9. §9 wird wie folgt neu gefasst:

»§ 9

Einordnung in Datenschutzklassen und Datenschutzniveau

(1) Unter Beriicksichtigung der Art der zu verarbeitenden per-
sonenbezogenen Daten und des Ausmalies der moglichen
Gefahrdung personenbezogener Daten hat eine Einordnung
in eine der in §§ 11 bis 13 genannten drei Datenschutzklas-
sen zu erfolgen.

(2) Bei der Einordnung personenbezogener Daten in eine Da-
tenschutzklasse sind auch der Zusammenhang mit anderen
gespeicherten Daten, der Zweck ihrer Verarbeitung und das
anzunehmende Interesse an einer missbrauchlichen Ver-
wendung der Daten zu berlcksichtigen.

(3) 'Die Einordnung erfolgt durch den Verantwortlichen; sie soll
in der Regel bei Erstellung des Verzeichnisses von Verar-
beitungstatigkeiten vorgenommen werden. 2Der oder die be-
triebliche Datenschutzbeauftragte soll angehdrt werden.

(4) 'In begriindeten Einzelfallen kann der Verantwortliche eine
abweichende Einordnung vornehmen. 2Die Griinde sind zu
dokumentieren. 3Erfolgt eine Einordnung in eine niedrigere
Datenschutzklasse, ist zuvor der oder die betriebliche Da-
tenschutzbeauftragte anzuhéren.

(5) Erfolgt keine Einordnung, gilt automatisch die Datenschutz-
klasse lll, sofern nicht die Voraussetzungen des § 14 vorlie-
gen.
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(6)

Die Einordnung in eine der nachfolgend genannten Daten-
schutzklassen erfordert die Einhaltung des dieser Daten-
schutzklasse entsprechenden Schutzniveaus und die Ein-
haltung der dort beschriebenen Mindestmalinahmen.

Erfolgt die Verarbeitung durch einen Auftragsverarbeiter, ist
der Verantwortliche verpflichtet, sich in geeigneter Weise,
insbesondere durch persénliche Uberpriifung oder Vorlage
von Nachweisen, von dem Bestehen des der jeweiligen Da-
tenschutzklasse entsprechenden Schutzniveaus zu Uber-
zeugen.”

10. § 10 wird wie folgt neu gefasst:

(1)

()

@)

1. §1

a)

»§ 10
Risikoanalyse

Die den individuellen Gegebenheiten entspringenden Risi-
ken sind vom Verantwortlichen anhand einer Risikoanalyse
festzustellen.

'Fir eine Analyse der moglichen Risiken fiir die Rechte und
Freiheiten natirlicher Personen, die mit der Verarbeitung
personenbezogener Daten verbunden sind, sind objektive
Kriterien zu entwickeln und anzuwenden. 2Hierzu zahlen
insbesondere die Eintrittswahrscheinlichkeit und die Schwe-
re eines Schadens fiir die betroffene Person. 3Zu beriick-
sichtigen sind auch Risiken, die durch — auch unbeabsich-
tigte oder unrechtmafliige — Vernichtung, durch Verlust, Ver-
anderung, unbefugte Offenlegung von oder unbefugten Zu-
gang zu personenbezogenen Daten entstehen.

Die identifizierten Risiken sind durch entsprechende Mal}-
nahmen im Einklang mit § 6 zu behandeln.*

1 wird wie folgt gedndert:

Absatz 2 Buchstabe b) wird wie folgt neu gefasst:

,'Die Anmeldung am IT-System ist nur nach Eingabe eines
geeigneten benutzerdefinierten Passwortes oder unter
Verwendung eines anderen, dem aktuellen Stand der Technik
und dem jeweiligen Sicherheitsbedarf entsprechenden
Authentifizierungsverfahrens zulassig. 2In sicherheitskriti-
schen Bereichen oder bei Zugriffen aullerhalb gesicherter
Netze ist insbesondere der Einsatz von Mehr-Faktor-
Authentifizierungsverfahren (z. B. Kombination aus Passwort
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12.

13.

14.

und Einmalcode, Hardware-Token oder biometrischen Ver-
fahren) vorzusehen.”

b) Absatz 2 Buchstabe c) wird wie folgt neu gefasst:
»oicherungskopien von Daten sind nach aktuellem Stand der
Technik mit geeigneten Mallnahmen vor unbefugtem Zugriff
zu schitzen.”

§ 12 wird wie folgt gedndert:

a) Absatz 2 Buchstabe a) wird wie folgt neu gefasst:

»'Die Anmeldung am IT-System ist nur nach Eingabe eines
geeigneten benutzerdefinierten Passwortes zulassig, das
ausreichend komplex gewahlt werden muss und dessen Er-
neuerung nach dem jeweiligen Sicherheitsbedarf erfolgt.
2Alternativ ist die Verwendung eines anderen, dem aktuellen
Stand der Technik und dem jeweiligen Sicherheitsbedarf ent-
sprechenden Authentifizierungsverfahrens zulassig.®

b) In Absatz 2 Buchstabe b) wird nach Satz 1 folgender Satz 2
angefugt:
.ZU diesem Zweck sind geeignete technische MalRnahmen
wie beispielsweise ein Boot-Schutz umzusetzen.”

c) In Absatz 2 Buchstabe d) Satz 2 werden nach dem Wort
.,dem* die Worter ,oder der” angefligt.

§ 14 wird wie folgt geédndert:

a) Die Uberschrift wird wie folgt neu gefasst:
,Uumgang mit personenbezogenen Daten, die dem Beichtge-
heimnis oder dem Seelsorgegeheimnis unterliegen®

b) In Absatz 1 werden die Worter ,Beicht- oder Seelsorgege-
heimnis“ ersetzt durch die Wérter ,Beichtgeheimnis oder dem
Seelsorgegeheimnis®.

c) Absatz 5 wird wie folgt neu gefasst:
,Erfolgt die Seelsorge aulerhalb eines geschlossenen Netz-
werkes, sind geeignete, erforderlichenfalls Uber das Schutzni-
veau der Datenschutzklasse Il hinausgehende, technische
und organisatorische Mallnhahmen nach dem aktuellen Stand
der Technik zu treffen.”

Die Uberschrift von Kapitel 4 wird wie folgt geindert:

Das Wort ,Mitarbeiters” wird ersetzt durch die Worter ,oder der
Mitarbeitenden®.
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15.

16.

17.

§ 15 wird wie folgt gedndert:

a) In Absatz 3 werden die Worter ,seine Mitarbeiter® ersetzt
durch die Wérter ,die Mitarbeitenden®.

b) In Absatz 4 wird der Klammerzusatz ,(Datenschutzkonzept)*
ersatzlos gestrichen.

c) In Absatz 6 Satz 1 wird das Wort ,Mitarbeiter” durch das Wort
~Mitarbeitende” ersetzt.

d) In Absatz 6 Satz 2 werden hinter dem Wort ,Datenschutzbe-
auftragten“ die Worter ,oder die betriebliche Datenschutzbe-
auftragte” angefligt.

§ 17 wird wie folgt gedndert:
a) Die Uberschrift wird wie folgt neu gefasst:
~,Malnahmen des oder der Mitarbeitenden®

b) In Satz 1 werden die Wérter ,jeder Mitarbeiter” ersetzt durch
die Worter ,jeder und jede Mitarbeitende®.

¢) In Satz 2 werden hinter dem Wort ,ihm* die Wérter ,,oder ihr*
angefugt.

In Kapitel 5 wird folgender § 18 neu eingefiigt:

»§ 18
Nutzung von Cloud-Diensten

Fur die Verarbeitung personenbezogener Daten mit einem
Cloud-Dienst gilt ergdnzend zu den Vorschriften der §§ 5 ff.:

(1) Es sind primar bereits geprifte und freigegebene Cloud-
Dienste zu nutzen.

(2) '"Wor der Nutzung anderer Cloud-Dienste ist anhand nach-
folgender Aspekte zu prifen, ob die erforderlichen Sicher-
heitsanforderungen erfiillt werden. 2Folgende Aspekte kon-
nen ein erhdhtes Risiko darstellen:

a) ungeplante vorzeitige Vertragsbeendigung durch den
Diensteanbieter,

b) unzureichend gesicherte administrative Zugange,

c) mangelnde Portabilitdt von personenbezogenen Daten
und IT-Systemen,

d) generelle Abhangigkeit vom Cloud-Diensteanbieter man-
gels Wechselmoglichkeit,
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18.

19.

20.

21.

e) Gefahrdung der Integritdt von Informationen aufgrund
herstellerspezifischer Datenformate,

f) gemeinsame Nutzung der Cloud-Infrastruktur durch meh-
rere Kunden,

g) Unkenntnis tber den Speicherort der Informationen,
h) hohe Mobilitét der Informationen sowie

i) unbefugter Zugriff auf Informationen beispielsweise
durch Administrationspersonal des Cloud-Dienstean-
bieters oder Diritte.

(38) Vor der Nutzung des Cloud-Dienstes ist in Abhangigkeit von
der Risikoanalyse eine Exit-Strategie zu definieren (z. B.
Datenléschung, Datenibertragung).”

Der bisherige § 18 wird § 19.
Der bisherige § 19 wird § 20.
Der bisherige § 20 wird § 21.

Der neue § 21 wird wie folgt gedndert:

a) In Absatz 2 Satz 1 Buchstabe b) wird das Wort ,Mitarbeiters®
ersetzt durch die Worter ,oder der Mitarbeitenden®.

b) In Absatz 2 Satz 2 werden die Wérter ,betreffenden Mitarbei-
ter* ersetzt durch die Worter ,oder der betreffenden Mitarbei-
tenden®.

¢) In Absatz 3 wird das Wort ,Mitarbeitern® ersetzt durch das
Wort ,Mitarbeitenden®.

d) Absatz 4 wird wie folgt neu gefasst:

,'Die Weiterleitung dienstlicher personenbezogener Daten auf
private E-Mail-Konten ist unzulassig. 2Dies gilt auch fiir perso-
nalisierte E-Mail-Adressen. S3Ausnahmeregelungen koénnen
von dem Verantwortlichen getroffen werden, soweit das da-
tenschutzrechtliche Schutzniveau, insbesondere nach dem
KDG oder dieser Durchfiihrungsverordnung, nicht unterschrit-
ten wird.”

e) Nach Absatz 4 wird folgender Absatz 5 neu angefugt:
,Der oder die Mitarbeitende hat sicherzustellen, dass unbe-
rechtigte Dritte, insbesondere Familienmitglieder, keinen Zu-
griff auf dienstliche personenbezogene Daten haben.®
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22.

23.

24.

25.

26.

27.

28.

29.

30.

31.

Der bisherige § 21 wird § 22.

Im neuen § 22 wird Absatz 5 wie folgt neu gefasst:

»'Eine Fernwartung von IT-Systemen darf darliber hinaus nur er-
folgen, wenn der Beginn aktiv seitens des Auftraggebers einge-
leitet wurde, Uber sichere Verbindungen erfolgt und die Fernwar-
tung systemseitig protokolliert wird. 2lm Falle der Einbeziehung
externer Dienstleister sind auch die datenschutzrechtlichen An-
forderungen und Verantwortlichkeiten sowie technische Schutz-
mafnahmen vertraglich zu regeln.*

Der bisherige § 22 wird § 23.

Der neue § 23 wird wie folgt gedndert:

In Absatz 1 Satz 1 werden nach dem Wort ,IT-Systemen® die
Worter ,im Sinne des § 4 Absatz 2 Nr. 1 dieser Verordnung“ an-
geflgt.

Der bisherige § 23 wird § 24.
Der bisherige § 24 wird § 25.

Der neue § 25 wird wie folgt neu gefasst:

) »§ 25
Ubermittlung personenbezogener Daten per Fax

Die Ubermittlung personenbezogener Daten per Fax ist grund-
satzlich unzuldssig. 2In spezifischen Bestimmungen konnen
Ausnahmen, insbesondere Ubergangsbestimmungen, vorgese-
hen werden; dabei sind die Vorschriften der §§ 5 ff. und die je-
weils aktuellen Sicherheitsstandards zu beachten.”

Der bisherige § 25 wird § 26.

Im neuen § 26 wird in Absatz 1 nach Satz 1 folgender Satz 2
angefiigt:

.Das Verschlisselungsverfahren ist dem aktuellen Stand der
Technik und dem jeweiligen Sicherheitsbedarf entsprechend an-
gemessen auszuwahlen.”

Der bisherige § 26 wird § 27.
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32. Der neue § 27 wird wie folgt geédndert:

Das Wort ,Mitarbeiter wird ersetzt durch das Wort ,Mitarbeiten-
de”.

33. Der bisherige § 27 wird ersatzlos gestrichen.

34. § 28 wird wie folgt neu gefasst:

»§ 28
Inkrafttreten

Diese Durchfihrungsverordnung tritt zum 01.03.2019 in Kraft.”

Artikel 2
Inkrafttreten

Diese Anderungsverordnung tritt am 01.03.2026 in Kraft.
Augsburg, 13. Januar 2026.

10. Durchfiihrungsverordnung zum Gesetz uber
den Kirchlichen Datenschutz (KDG-DVO)

in der Fassung des Beschlusses der Vollversammlung des Verban-
des der Di6zesen Deutschlands vom 19. November 2018, geandert
durch Beschluss der Vollversammlung des Verbandes der Diézesen
Deutschlands vom 24. November 2025.

Aufgrund des § 56 des Gesetzes Uber den Kirchlichen Datenschutz
(KDG) in der Fassung des Beschlusses der Vollversammlung des
Verbandes der Didzesen Deutschlands vom 20. November 2017,
geandert durch Beschluss der Vollversammlung des Verbandes der
Di6zesen Deutschlands vom 24. November 2025 (Amtsblatt fir die
Di6zese Augsburg 2026, Nr. 2 vom 3. Februar 2026), wird die folgen-
de Durchfihrungsverordnung zum KDG (KDG-DVO) erlassen:

Inhaltsiibersicht

Kapitel 1
Verarbeitungstatigkeiten

§ 1 Verzeichnis von Verarbeitungstatigkeiten
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§2
§3

Kapitel 2
Datengeheimnis

Belehrung und Verpflichtung auf das Datengeheimnis, Schu-
lung
Inhalt der Verpflichtungserklarung

Kapitel 3
Technische und organisatorische MaRnahmen

Abschnitt 1
Grundsatze und MaBnahmen

Begriffsbestimmungen (IT-Systeme, Lesbarkeit)
Grundsatze der Verarbeitung

Technische und organisatorische Malinahmen
Uberpriifung

Verarbeitung von Meldedaten in kirchlichen Rechenzentren

Abschnitt 2
Schutzbedarf und Risikoanalyse

Einordnung in Datenschutzklassen und Datenschutzniveau
Risikoanalyse

Datenschutzklasse | und Schutzniveau |

Datenschutzklasse Il und Schutzniveau Il

Datenschutzklasse Il und Schutzniveau I

Umgang mit personenbezogenen Daten, die dem Beichtge-
heimnis oder dem Seelsorgegeheimnis unterliegen

Kapitel 4
MaRnahmen des Verantwortlichen und des oder der
Mitarbeitenden

MaRnahmen des Verantwortlichen
MaRnahmen des Verantwortlichen zur Datensicherung
MaRnahmen des oder der Mitarbeitenden

Kapitel 5
Besondere Gefahrenlagen

Nutzung von Cloud-Diensten
Autorisierte Programme
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§ 20
§ 21
§ 22
§ 23

§ 24
§ 25

§ 26
§ 27

§ 28

(1)

Nutzung dienstlicher IT-Systeme zu auch privaten Zwecken
Nutzung privater IT-Systeme zu dienstlichen Zwecken

Externe Zugriffe, Auftragsverarbeitung

Verschrottung und Vernichtung von IT-Systemen, Abgabe von
IT-Systemen zur weiteren Nutzung

Passwortlisten der Systemverwaltung

Ubermittlung personenbezogener Daten per Fax

Sonstige Formen der Ubermittiung personenbezogener Daten
Kopier-/Scangerate

) Kapitel 6
Ubergangs- und Schlussbestimmungen

Inkrafttreten

Kapitel 1
Verarbeitungstitigkeiten

§1

Verzeichnis von Verarbeitungstitigkeiten

Das vom Verantwortlichen gemal § 31 Absatz 1 bis Absatz 3
KDG zu fiihrende Verzeichnis von Verarbeitungstatigkeiten ist
dem oder der betrieblichen Datenschutzbeauftragten, sofern ein
solcher oder eine solche benannt wurde, vor Beginn der Verar-
beitung von personenbezogenen Daten und auf entsprechende
Anfrage der Datenschutzaufsicht auch dieser unverziglich zur
Verfligung zu stellen.

Sofern die zustandige Datenschutzaufsicht ein Muster fir ein
Verzeichnis von Verarbeitungstatigkeiten gemal § 31 KDG zur
Verflgung stellt, bildet dieses grundsatzlich den Mindeststan-
dard.

'Das Verzeichnis ist bei jeder Veranderung eines Verfahrens zu
aktualisieren. 2lm Ubrigen ist es in regelmaRigen Abstanden von
héchstens zwei Jahren einer Uberpriifung durch den Verantwort-
lichen zu unterziehen und bei Bedarf zu aktualisieren. 3Die Uber-
prufung sowie die Aktualisierung sind in geeigneter Weise zu do-
kumentieren.
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(1)

@)

(4)

Kapitel 2
Datengeheimnis

§2
Belehrung und
Verpflichtung auf das Datengeheimnis, Schulung

Zu den bei der Verarbeitung personenbezogener Daten tatigen
Personen im Sinne des § 5 KDG gehéren die in den Stellen ge-
maRk § 3 Absatz 1 KDG Beschéftigten im Sinne des § 4 Ziffer 24.
KDG sowie die dort ehrenamtlich tatigen Personen (Mitarbeiten-
de im Sinne dieser Durchfuhrungsverordnung, im Folgenden:
Mitarbeitende).

"Durch geeignete MaRnahmen sind die Mitarbeitenden mit den
Vorschriften des KDG sowie den anderen flr ihre Tatigkeit gel-
tenden Datenschutzvorschriften vertraut zu machen. 2Dies ge-
schieht im Wesentlichen durch Hinweis auf die fir den Aufga-
benbereich der Person wesentlichen Grundsatze und Erforder-
nisse und im Ubrigen durch Bekanntgabe der entsprechenden
Regelungstexte in der jeweils giltigen Fassung. 3Das KDG und
diese Durchfuhrungsverordnung sowie die sonstigen Daten-
schutzvorschriften werden zur Einsichtnahme und etwaigen Aus-
leihe bereitgehalten oder elektronisch zur Verfiigung gestellt;
dies ist den Mitarbeitenden in geeigneter Weise mitzuteilen.

Ferner sind die Mitarbeitenden zu belehren tber

a) die Verpflichtung zur Beachtung der in Absatz 2 genannten
Vorschriften bei der Verarbeitung personenbezogener Daten,

b) mdgliche rechtliche Folgen eines VerstoRes gegen das KDG
und andere fur ihre Tatigkeit geltende Datenschutzvorschrif-
ten,

c) das Fortbestehen des Datengeheimnisses nach Beendigung
der Tétigkeit bei der Datenverarbeitung.

Bei einer wesentlichen Anderung des KDG oder anderer fiir die
Tatigkeit der Mitarbeitenden geltender Datenschutzvorschriften
sowie bei Aufnahme einer neuen Tatigkeit durch den Mitarbei-
tenden oder die Mitarbeitende hat insoweit eine erneute Beleh-
rung zu erfolgen.
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(®)

(6)

(7)

©)

'Die Mitarbeitenden haben in nachweisbar dokumentierter Form
eine Verpflichtungserklarung gemanR § 3 abzugeben. 2Diese Ver-
pflichtungserklarung wird zu der Personalakte bzw. den Unterla-
gen des oder der jeweiligen Mitarbeitenden genommen. 3Dieser
oder diese erhalt eine Ausfertigung der Erklarung.

Die Verpflichtung auf das Datengeheimnis gemaR® § 5 KDG er-
folgt durch den Verantwortlichen oder einen von ihm Beauftrag-
ten.

Die Mitarbeitenden sind regelmafig zu schulen.

§3
Inhalt der Verpflichtungserklarung

Die gemal § 2 Absatz 5 nachweisbar zu dokumentierende Ver-
pflichtungserklarung des oder der Mitarbeitenden gemal § 5
Satz 2 KDG hat zum Inhalt

a) Angaben zur ldentifizierung des oder der Mitarbeitenden
(Vorname, Zuname, Beschaftigungsdienststelle, Personal-
nummer sowie, sofern Personalnummer nicht vorhanden,
Geburtsdatum und Anschrift),

b) die Bestatigung, dass der oder die Mitarbeitende auf die fiir
die Auslibung seiner oder ihrer Tatigkeit spezifisch geltenden
Bestimmungen und im Ubrigen auf die allgemeinen daten-
schutzrechtlichen Regelungen in den jeweils geltenden Fas-
sungen sowie auf die Mdoglichkeit der Einsichtnahme und
Ausleihe dieser Texte hingewiesen wurde,

c) die Verpflichtung des oder der Mitarbeitenden, das KDG und
andere fur seine Tatigkeit geltende Datenschutzvorschriften in
den jeweils geltenden Fassungen sorgfaltig einzuhalten,

d) die Bestatigung, dass der oder die Mitarbeitende Uber rechtli-
che Folgen eines VerstolRes gegen das KDG sowie gegen
sonstige fur die Ausiibung seiner oder ihrer Tatigkeit spezi-
fisch geltende Bestimmungen belehrt wurde.

Die Verpflichtungserklarung ist von dem oder der Mitarbeitenden
unter Angabe des Ortes und des Datums der Unterschriftsleis-
tung zu unterzeichnen oder auf eine andere dem Verfahren an-
gemessene Weise zu signieren.

Sofern die zustandige Datenschutzaufsicht ein Muster einer Ver-
pflichtungserklarung zur Verfiigung stellt, bildet dieses den Min-
deststandard.
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(1)

()

Kapitel 3
Technische und organisatorische MaBRnahmen

Abschnitt 1
Grundsatze und MaRnahmen

§4
Begriffsbestimmungen
(IT-Systeme, Lesbarkeit)

IT-Systeme im Sinne dieser Durchfihrungsverordnung sind
samtliche technischen Einrichtungen, mittels derer personenbe-
zogene Daten automatisiert verarbeitet werden.

IT-Systeme sind insbesondere

a) hardwarebasierte IT-Komponenten (elektronische Gerate wie
Server, Arbeitsplatzrechner, mobile Endgerate, eingebettete
Systeme (z. B. IoT) oder vergleichbare technische Kompo-
nenten, die einzeln oder im Verbund betrieben werden kdén-
nen),

b) Softwarelésungen (lokal installierte oder netzwerkgestiitzte
Programme und Anwendungen einschlieBlich betriebssys-
temnaher Software und Anwendungssoftware, die unmittelbar
oder mittelbar an der Verarbeitung personenbezogener Daten
beteiligt sind),

c) cloudbasierte Systeme und Dienste (Bereitstellungsformen
wie Software as a Service (SaaS), Platform as a Service
(PaaS) oder Infrastructure as a Service (laaS), die uber netz-
werkbasierte Umgebungen (insbesondere Internet oder Intra-
net) zuganglich sind und zur Datenverarbeitung eingesetzt
werden).

Unter Lesbarkeit im Sinne dieser Durchflhrungsverordnung ist
die Mdglichkeit zur vollstandigen oder teilweisen Wiedergabe des
Informationsgehalts von personenbezogenen Daten zu verste-
hen.

§5
Grundsatze der Verarbeitung

Der Verantwortliche hat sicher zu stellen, dass bei der Verarbei-
tung personenbezogener Daten durch innerbetriebliche Organi-
sation und mittels technischer und organisatorischer Mal3nah-
men die Einhaltung des Datenschutzes gewahrleistet wird.
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()

(1)

Die Verarbeitung personenbezogener Daten auf IT-Systemen
darf erst erfolgen, wenn der Verantwortliche und der Auf-
tragsverarbeiter die nach dem KDG und dieser Durchfiihrungs-
verordnung erforderlichen technischen und organisatorischen
MaRnahmen zum Schutz dieser Daten getroffen haben.

§6

Technische und organisatorische MaRnahmen

Je nach der Art der zu schitzenden personenbezogenen Daten
sind unter Berucksichtigung von §§ 26 und 27 KDG angemesse-
ne technische und organisatorische Maflnahmen zu treffen, die
geeignet sind,

a) zu verhindern, dass unberechtigt Rickschlisse auf eine be-
stimmte Person gezogen werden kénnen (z. B. durch Pseu-
donymisierung oder Anonymisierung personenbezogener Da-
ten),

b) einen wirksamen Schutz gegen eine unberechtigte Verarbei-
tung personenbezogener Daten insbesondere wahrend ihres
Ubertragungsvorgangs herzustellen (z. B. durch Verschliisse-
lung mit geeigneten Verschlisselungsverfahren; das Ver-
schlisselungsverfahren ist dem aktuellen Stand der Technik
und dem jeweiligen Sicherheitsbedarf entsprechend ange-
messen auszuwahlen),

c) die Vertraulichkeit, Integritat, Verfigbarkeit und Belastbarkeit
der Systeme und Dienste zum Schutz vor unberechtigter Ver-
arbeitung auf Dauer zu gewahrleisten und dadurch Verlet-
zungen des Schutzes personenbezogener Daten in ange-
messenem Umfang vorzubeugen,

d) im Fall eines physischen oder technischen Zwischenfalls die
Verflgbarkeit der personenbezogenen Daten und den Zu-
gang zu ihnen rasch wiederherzustellen (Wiederherstellung).

Im Einzelnen sind fur die Verarbeitung personenbezogener Da-
ten in elektronischer Form unabhangig vom Ort der Verarbei-
tungstatigkeit insbesondere folgende MaRnahmen zu treffen:

a) Unbefugten ist der Zutritt zu IT-Systemen im Sinne des § 4
Absatz 2 Nr. 1, mit denen personenbezogene Daten verarbei-
tet werden, zu verwehren (Zutrittskontrolle).

b) 'Es ist zu verhindern, dass IT-Systeme und Benutzerzugange
von Unbefugten genutzt werden kdnnen (Zugangskontrolle).
2Zum Schutz personenbezogener Daten und zur Vermeidung
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e)

f)

)]

h)

von Identitatsdiebstahl sind geeignete technische und organi-
satorische MaRnahmen nach dem jeweiligen Stand der Tech-
nik zu ergreifen. 3Dies gilt insbesondere flr Datenverarbei-
tungen auBlerhalb eines geschlossenen und gesicherten
Netzwerks.

Die zur Benutzung eines IT-Systems Berechtigten durfen
ausschlielich auf die ihrer Zustandigkeit unterliegenden per-
sonenbezogenen Daten zugreifen kdnnen; personenbezoge-
ne Daten dirfen nicht unbefugt gelesen, kopiert, verandert
oder entfernt werden (Zugriffskontrolle).

Personenbezogene Daten sind auch wahrend ihrer elektroni-
schen Ubertragung oder wahrend ihres Transports oder ihrer
Speicherung auf Datentrdgern gegen unbefugtes Auslesen,
Kopieren, Verandern oder Entfernen durch geeignete Mal3-
nahmen zu schitzen.

'Es muss Uberpriift und festgestellt werden kénnen, an wel-
che Stellen eine Ubermittlung personenbezogener Daten
durch Einrichtungen zur Datenibertragung erfolgt (Weiterga-
bekontrolle). 2Werden personenbezogene Daten auRerhalb
der vorgesehenen Datenlbertragung weitergegeben, ist dies
zu protokollieren.

'Es ist grundsatzlich sicher zu stellen, dass nachtraglich
Uberpruft und festgestellt werden kann, ob und von wem per-
sonenbezogene Daten in IT-Systemen verarbeitet worden
sind (Eingabekontrolle). ?Die Eingabekontrolle umfasst unbe-
schadet der gesetzlichen Aufbewahrungsfristen mindestens
einen Zeitraum von sechs Monaten.

Personenbezogene Daten, die im Auftrag verarbeitet werden,
durfen nur entsprechend den Weisungen des Auftraggebers
verarbeitet werden (Auftragskontrolle).

Es ist zu gewahrleisten, dass personenbezogene Daten ge-
gen zufallige Zerstérung oder Verlust geschitzt sind (Verfug-
barkeitskontrolle).

Es ist zu gewahrleisten, dass zu unterschiedlichen Zwecken
erhobene personenbezogene Daten getrennt verarbeitet wer-
den (Trennungsgebot).

Im Netzwerk- und im Einzelplatzbetrieb ist eine abgestufte
Rechteverwaltung erforderlich. Anwender- und Administrati-
onsrechte sind zu trennen.
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k) Bei der Auswahl von IT-Systemen, insbesondere von Soft-
warelosungen, ist dem Grundsatz der Datenminimierung an-
gemessen Rechnung zu tragen.

Absatz 2 gilt entsprechend fir die Verarbeitung personenbezo-
gener Daten in nicht automatisierter Form.

- §7
Uberpriifung

1Zur Gewahrleistung der Sicherheit der Verarbeitung sind die
getroffenen technischen und organisatorischen Malnahmen
durch den Verantwortlichen regelmafig, mindestens jedoch im
Abstand von jeweils zwei Jahren, auf ihre Wirksamkeit zu ber-
prifen. 2Zu diesem Zweck ist ein fiir die jeweilige kirchliche Stelle
geeignetes und angemessenes Verfahren zu entwickeln, wel-
ches eine verlassliche Bewertung des Ist-Zustandes und eine
zweckmafige Anpassung an den aktuellen Stand der Technik er-
laubt.

'Insbesondere die Vorlage eines anerkannten Zertifikats geman
§ 26 Absatz 4 KDG durch den Verantwortlichen, welches sich
an Veroffentlichungen des Bundesamtes fir Sicherheit in der
Informationstechnik (BSI) orientiert, ist als Nachweis zulassig.
2Abweichend von Satz 1 kann auch eine Orientierung an ande-
ren Regelungen erfolgen, die einen vergleichbaren Schutzstan-
dard gewahrleisten (insbesondere ISO/IEC 27001).

Die Uberpriifung nach Absatz 1 ist zu dokumentieren.

Fur den Fall der Auftragsverarbeitung gilt § 15 Absatz 5.

§8

Verarbeitung von Meldedaten in kirchlichen Rechenzentren

(1)

"Werden personenbezogene Daten aus den Melderegistern der
kommunalen Meldebehdrden in kirchlichen Rechenzentren ver-
arbeitet, so orientieren sich die von diesen zu treffenden Schutz-
maflnahmen an den jeweils geltenden BSI-IT-Grundschutz-
katalogen oder vergleichbaren Veroffentlichungen des Bundes-
amtes fir Sicherheit in der Informationstechnik (BSI). 2Ab-
weichend von Satz 1 kann auch eine Orientierung an anderen
Regelungen erfolgen, die einen vergleichbaren Schutzstandard
gewabhrleisten (insbesondere ISO 27001 auf Basis IT-Grund-
schutz).
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(2) Rechenzentren im Sinne dieser Durchfiihrungsverordnung sind
die fir den Betrieb von gréRReren, zentral in mehreren Dienststel-
len eingesetzten Informations- und Kommunikationssystemen er-
forderlichen Einrichtungen.

Abschnitt 2
Schutzbedarf und Risikoanalyse

§9

Einordnung in Datenschutzklassen und Datenschutzniveau

(1) Unter Bericksichtigung der Art der zu verarbeitenden personen-
bezogenen Daten und des Ausmales der moglichen Gefahrdung
personenbezogener Daten hat eine Einordnung in eine der in
§§ 11 bis 13 genannten drei Datenschutzklassen zu erfolgen.

(2) Bei der Einordnung personenbezogener Daten in eine Daten-
schutzklasse sind auch der Zusammenhang mit anderen gespei-
cherten Daten, der Zweck ihrer Verarbeitung und das anzuneh-
mende Interesse an einer missbrauchlichen Verwendung der Da-
ten zu bericksichtigen.

(3) 'Die Einordnung erfolgt durch den Verantwortlichen; sie soll in
der Regel bei Erstellung des Verzeichnisses von Verarbeitungs-
tatigkeiten vorgenommen werden. 2Der oder die betriebliche Da-
tenschutzbeauftragte soll angehort werden.

(4) 'In begriindeten Einzelfallen kann der Verantwortliche eine ab-
weichende Einordnung vornehmen. 2Die Griinde sind zu doku-
mentieren. 3Erfolgt eine Einordnung in eine niedrigere Daten-
schutzklasse, ist zuvor der oder die betriebliche Datenschutzbe-
auftragte anzuhéren.

(5) Erfolgt keine Einordnung, gilt automatisch die Datenschutzklas-
se lll, sofern nicht die Voraussetzungen des § 14 vorliegen.

(6) Die Einordnung in eine der nachfolgend genannten Datenschutz-
klassen erfordert die Einhaltung des dieser Datenschutzklasse
entsprechenden Schutzniveaus und die Einhaltung der dort be-
schriebenen Mindestmallnahmen.

(7) Erfolgt die Verarbeitung durch einen Auftragsverarbeiter, ist der
Verantwortliche verpflichtet, sich in geeigneter Weise, insbeson-
dere durch persénliche Uberpriifung oder Vorlage von Nachwei-
sen, von dem Bestehen des der jeweiligen Datenschutzklasse
entsprechenden Schutzniveaus zu tGberzeugen.
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§10
Risikoanalyse

Die den individuellen Gegebenheiten entspringenden Risiken
sind vom Verantwortlichen anhand einer Risikoanalyse festzu-
stellen.

'Fir eine Analyse der moglichen Risiken fiir die Rechte und
Freiheiten nattrlicher Personen, die mit der Verarbeitung perso-
nenbezogener Daten verbunden sind, sind objektive Kriterien zu
entwickeln und anzuwenden. 2Hierzu zahlen insbesondere die
Eintrittswahrscheinlichkeit und die Schwere eines Schadens fir
die betroffene Person. 3Zu beriicksichtigen sind auch Risiken, die
durch — auch unbeabsichtigte oder unrechtmaflige — Vernich-
tung, durch Verlust, Veranderung, unbefugte Offenlegung von
oder unbefugten Zugang zu personenbezogenen Daten entste-
hen.

Die identifizierten Risiken sind durch entsprechende MalRnahmen
im Einklang mit § 6 zu behandeln.

§11
Datenschutzklasse | und Schutzniveau |

'Der Datenschutzklasse | unterfallen personenbezogene Daten,
deren missbrauchliche Verarbeitung keine besonders schwer-
wiegende Beeintrachtigung des Betroffenen erwarten Iasst.
2Hierzu gehoren insbesondere Namens- und Adressangaben
ohne Sperrvermerke sowie Berufs-, Branchen- oder Geschafts-
bezeichnungen.

Zum Schutz der in die Datenschutzklasse | einzuordnenden
Daten ist ein Schutzniveau | zu definieren. 2Dieses setzt voraus,
dass mindestens folgende Voraussetzungen gegeben sind:

a) Das IT-System, auf dem die schiitzenswerten personenbezo-
genen Daten abgelegt sind, ist nicht frei zuganglich; es befin-
det sich z. B. in einem abschlielbaren Gebaude oder unter
standiger Aufsicht.

b) 'Die Anmeldung am IT-System ist nur nach Eingabe
eines geeigneten benutzerdefinierten Passwortes oder
unter Verwendung eines anderen, dem aktuellen Stand
der Technik und dem jeweiligen Sicherheitsbedarf
entsprechenden Authentifizierungsverfahrens zulassig. 2In
sicherheitskritischen Bereichen oder bei Zugriffen auller-
halb gesicherter Netze ist insbesondere der Einsatz von
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Mehr-Faktor-Authentifizierungsverfahren (z. B. Kombination
aus Passwort und Einmalcode, Hardware-Token oder biomet-
rischen Verfahren) vorzusehen.

c) Sicherungskopien von Daten sind nach aktuellem Stand der
Technik mit geeigneten Mallnahmen vor unbefugtem Zugriff
zu schitzen.

d) Vor der Weitergabe eines IT-Systems, insbesondere eines
Datentragers fur einen anderen Einsatzzweck sind die auf
ihm befindlichen Daten so zu I8schen, dass ihre Lesbarkeit
und ihre Wiederherstellung ausgeschlossen sind.

e) 'Nicht offentlich verfligbare Daten werden nur dann weiterge-
geben, wenn sie durch geeignete Schutzmallnahmen ge-
schitzt sind. 2Die Art und Weise des Schutzes ist vor Ort zu
definieren.

§12
Datenschutzklasse Il und Schutzniveau Il

'Der Datenschutzklasse |l unterfallen personenbezogene Daten,
deren missbrauchliche Verarbeitung den Betroffenen in seiner
gesellschaftlichen Stellung oder in seinen wirtschaftlichen Ver-
haltnissen beeintrachtigen kann. 2Hierzu gehéren z. B. Daten
Uber Mietverhaltnisse, Geschaftsbeziehungen sowie Geburts-
und Jubildumsdaten.

Zum Schutz der in die Datenschutzklasse Il einzuordnenden
Daten ist ein Schutzniveau Il zu definieren. 2Dieses setzt voraus,
dass neben dem Schutzniveau | mindestens folgende Voraus-
setzungen gegeben sind:

a) 'Die Anmeldung am IT-System ist nur nach Eingabe eines
geeigneten benutzerdefinierten Passwortes zulassig, das
ausreichend komplex gewahlt werden muss und dessen Er-
neuerung nach dem jeweiligen Sicherheitsbedarf erfolgt.
2Alternativ ist die Verwendung eines anderen, dem aktuellen
Stand der Technik und dem jeweiligen Sicherheitsbedarf ent-
sprechenden Authentifizierungsverfahrens zulassig.

b) 'Das Starten des IT-Systems darf nur mit dem dafiir bereit
gestellten Betriebssystem erfolgen. 2Zu diesem Zweck sind
geeignete technische MalRnahmen wie beispielsweise ein
Boot-Schutz umzusetzen.
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c) Sicherungskopien und Ausdrucke der Datenbestande sind vor
Fremdzugriff und vor der gleichzeitigen Vernichtung mit den
Originaldaten zu schitzen.

d) 'Die Daten der Schutzklasse Il sind auf zentralen Systemen in
besonders gegen unbefugten Zutritt gesicherten Rdumen zu
speichern, sofern keine begriindeten Ausnahmefalle gegeben
sind. ?Diese sind schriftlich dem oder der betrieblichen Daten-
schutzbeauftragten zu melden. 3Die jeweils beteiligten IT-Sys-
teme sind dem aktuellen Stand der Technik und dem jeweili-
gen Sicherheitsbedarf entsprechend angemessen zu schiit-
zen. “Eine Speicherung auf anderen IT-Systemen darf nur er-
folgen, wenn diese mit einem geeigneten Zugriffsschutz aus-
gestattet sind.

e) 'Die Ubermittlung personenbezogener Daten auRerhalb eines
geschlossenen und gesicherten Netzwerks (auch Uber auto-
matisierte Schnittstellen) hat grundsatzlich verschlisselt zu
erfolgen. 2Das Verschlisselungsverfahren ist dem aktuellen
Stand der Technik und dem jeweiligen Sicherheitsbedarf ent-
sprechend angemessen auszuwahlen.

§13
Datenschutzklasse Il und Schutzniveau lll

(1) 'Der Datenschutzklasse Il unterfallen personenbezogene Daten,
deren missbrauchliche Verarbeitung die gesellschaftliche Stel-
lung oder die wirtschaftlichen Verhaltnisse des Betroffenen er-
heblich beeintrachtigen kann. 2Hierzu gehoren insbesondere die
besonderen Kategorien personenbezogener Daten gemaR § 4
Ziffer 2. KDG sowie Daten Uber strafbare Handlungen, arbeits-
rechtliche Rechtsverhaltnisse, Disziplinarentscheidungen und
Namens- und Adressangaben mit Sperrvermerken.

(2) 'Zum Schutz der in die Datenschutzklasse Il einzuordnenden
Daten ist ein Schutzniveau lll zu definieren. 2Dieses setzt voraus,
dass neben dem Schutzniveau Il mindestens folgende Voraus-
setzungen gegeben sind:

a) 'Ist es aus dienstlichen Griinden zwingend erforderlich, dass
Daten der Datenschutzklasse Il auf mobilen Geraten im Sin-
ne des § 4 Absatz 2 oder Datentragern gespeichert werden,
sind diese Daten nur verschliisselt abzuspeichern. 2Das Ver-
schlisselungsverfahren ist dem aktuellen Stand der Technik
und dem jeweiligen Sicherheitsbedarf entsprechend ange-
messen auszuwahlen.
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b) 'Eine langfristige Lesbarkeit der zu speichernden Daten ist si-
cher zu stellen. 2So missen z. B. bei verschliisselten Daten
die Sicherheit des Schlissels und die erforderliche Ent-
schlisselung auch in dem nach § 16 Absatz 1 zu erstellenden
Datensicherungskonzept berlcksichtigt werden.

§ 14
Umgang mit personenbezogenen Daten, die dem Beicht-
geheimnis oder dem Seelsorgegeheimnis unterliegen

'Personenbezogene Daten, die dem Beichtgeheimnis oder dem
Seelsorgegeheimnis unterliegen, sind in besonders hohem Male
schutzbedirftig. 2lhre Ausspahung oder Verlautbarung wiirde
dem Vertrauen in die Verschwiegenheit katholischer Dienststel-
len und Einrichtungen schweren Schaden zufiigen.

Das Beichtgeheimnis nach cc. 983 ff. CIC ist zu wahren; perso-
nenbezogene Daten, die dem Beichtgeheimnis unterliegen, dr-
fen nicht verarbeitet werden.

Personenbezogene Daten, die, ohne Gegenstand eines Beicht-
geheimnisses nach cc. 983 ff. CIC zu sein, dem Seelsorgege-
heimnis unterliegen, durfen nur verarbeitet werden, wenn dem
besonderen Schutzniveau angepasste, erforderlichenfalls Gber
das Schutzniveau der Datenschutzklasse Ill hinausgehende
technische und organisatorische MalRnahmen ergriffen werden.

'Eine MaRnahme im Sinne des Absatz 3 kann, wenn die Verar-
beitung auf IT-Systemen erfolgt, insbesondere die Unterhaltung
eines eigenen Servers bzw. einer eigenen Datenablage in einem
Netzwerk ohne externe Datenverbindung sein. 2Auch die ver-
schlisselte Abspeicherung der personenbezogenen Daten auf
einem externen Datentrager, der auRerhalb der Dienstzeiten in
einem abgeschlossenen Tresor gelagert wird, kann eine geeig-
nete technische und organisatorische Malinahme darstellen.

Erfolgt die Seelsorge aullerhalb eines geschlossenen Netzwer-
kes, sind geeignete, erforderlichenfalls Uber das Schutzniveau
der Datenschutzklasse Ill hinausgehende, technische und orga-
nisatorische MaRnahmen nach dem aktuellen Stand der Technik
zu treffen.

Die Absatze 3 bis 5 gelten auch fir personenbezogene Daten,
die in vergleichbarer Weise schutzbediirftig sind.
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Kapitel 4
MaRnahmen des Verantwortlichen und des oder der
Mitarbeitenden

§15
MaBnahmen des Verantwortlichen

(1) Verantwortlicher ist gemal § 4 Nr. 9. KDG die natlrliche oder
juristische Person, Behorde, Einrichtung oder andere Stelle, die
allein oder gemeinsam mit anderen Uber die Zwecke und Mittel
der Verarbeitung von personenbezogenen Daten entscheidet.

(2) Ihm obliegt die Risikoanalyse zur Feststellung des Schutzbedarfs
(§ 9 Absatz 1) sowie die zutreffende Einordnung der jeweiligen
Daten in die Datenschutzklassen (§ 9 Absatz 6).

(3) Der Verantwortliche klart die Mitarbeitenden tber Gefahren und
Risiken auf, die insbesondere aus der Nutzung eines IT-Systems
erwachsen kénnen.

(4) Der Verantwortliche stellt sicher, dass ein Konzept zur daten-
schutzrechtlichen Ausgestaltung der IT-Systeme erstellt und um-
gesetzt wird.

(5) 'Erfolgt die Verarbeitung personenbezogener Daten durch einen
Auftragsverarbeiter, so ist der Verantwortliche verpflichtet, die
technischen und organisatorischen Mallnahmen des Auftrags-
verarbeiters regelmafig, mindestens jedoch im Abstand von je-
weils zwei Jahren auf ihre Wirksamkeit zu Gberprifen und dies
zu dokumentieren. ?Bei Vorlage eines anerkannten Zertifikats
durch den Auftragsverarbeiter gemafl § 29 Absatz 6 KDG kann
auf eine Prufung verzichtet werden.

(6) 'Der Verantwortliche kann, unbeschadet seiner Verantwortlich-
keit, seine Aufgaben und Befugnisse nach dieser Durchfihrungs-
verordnung durch schriftliche Anordnung auf geeignete Mitarbei-
tende Ubertragen. 2Eine Ubertragung auf den betrieblichen Da-
tenschutzbeauftragten oder die betriebliche Datenschutzbeauf-
tragte ist ausgeschlossen.

§ 16
MaBRnahmen des Verantwortlichen zur Datensicherung

(1) 'Der Verantwortliche hat ein Datensicherungskonzept zu erstel-
len und entsprechend umzusetzen. 2Dabei ist die langfristige
Lesbarkeit der zu speichernden Daten in der Datensicherung an-
zustreben.
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(2) 'Zum Schutz personenbezogener Daten vor Verlust sind regel-
maRige Datensicherungen erforderlich. 2Dabei sind u. a. folgen-
de Aspekte mit zu bertcksichtigen:

a) Soweit eine dauerhafte Lesbarkeit der Daten im Sinne des
§ 4 Absatz 3 nicht auf andere Weise sichergestellt werden
kann, sind Sicherungskopien der verwendeten Programme in
allen verwendeten Versionen anzulegen und von den Origi-
naldatentragern der Programme und den ubrigen Datentra-
gern getrennt aufzubewahren.

b) Die Datensicherung soll in Umfang und Zeitabstand anhand
der entstehenden Auswirkungen eines Verlustes der Daten
festgelegt werden.

(3) Unabhangig von der Einteilung in Datenschutzklassen sind
geeignete technische AbwehrmalRnahmen gegen Angriffe und
den Befall von Schadsoftware z. B. durch den Einsatz aktueller
Sicherheitstechnik wie Virenscanner, Firewall-Technologien und
eines regelmafigen Patch-Managements (geplante Systemaktu-
alisierungen) vorzunehmen.

§17
MaBnahmen des oder der Mitarbeitenden

'"Unbeschadet der Aufgaben des Verantwortlichen im Sinne des § 4
Ziffer 9. KDG tragt jeder und jede Mitarbeitende die Verantwortung fir
die datenschutzkonforme Ausiibung seiner Tatigkeit. 2Es ist ihm oder
ihr untersagt, personenbezogene Daten zu einem anderen als dem in
der jeweils rechtmafligen Aufgabenerfillung liegenden Zweck zu ver-
arbeiten.

Kapitel 5
Besondere Gefahrenlagen

§18
Nutzung von Cloud-Diensten

Fur die Verarbeitung personenbezogener Daten mit einem Cloud-
Dienst gilt ergdnzend zu den Vorschriften der §§ 5 ff.:

(1) Es sind primar bereits geprufte und freigegebene Cloud-Dienste
zu nutzen.

(2) "Wor der Nutzung anderer Cloud-Dienste ist anhand nachfolgen-
der Aspekte zu prifen, ob die erforderlichen Sicherheitsanforde-
rungen erflllt werden. 2Folgende Aspekte kénnen ein erhohtes
Risiko darstellen:
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a) ungeplante vorzeitige Vertragsbeendigung durch den
Diensteanbieter,

b) unzureichend gesicherte administrative Zugange,

c) mangelnde Portabilitat von personenbezogenen Daten und
IT-Systemen,

d) generelle Abhangigkeit vom Cloud-Diensteanbieter mangels
Wechselmoglichkeit,

e) Gefahrdung der Integritat von Informationen aufgrund herstel-
lerspezifischer Datenformate,

f) gemeinsame Nutzung der Cloud-Infrastruktur durch mehrere
Kunden,

g) Unkenntnis tUber den Speicherort der Informationen,
h) hohe Mobilitéat der Informationen sowie

i) unbefugter Zugriff auf Informationen beispielsweise durch
Administrationspersonal des Cloud-Diensteanbieters oder
Dritte.

(38) Vor der Nutzung des Cloud-Dienstes ist in Abhangigkeit von der
Risikoanalyse eine Exit-Strategie zu definieren (z. B. Datenlo-
schung, Datenubertragung).

§19
Autorisierte Programme

Auf dienstlichen IT-Systemen dirfen ausschliellich vom Verantwortli-
chen autorisierte Programme und Kommunikationstechnologien ver-
wendet werden.

§ 20
Nutzung dienstlicher IT-Systeme zu auch privaten Zwecken

'Die Nutzung dienstlicher IT-Systeme zu auch privaten Zwecken ist
grundsatzlich unzulassig. 2Ausnahmen regelt der Verantwortliche
unter Beachtung der jeweils geltenden gesetzlichen Regelungen.

§21
Nutzung privater IT-Systeme zu dienstlichen Zwecken

(1) 'Die Verarbeitung personenbezogener Daten auf privaten IT-
Systemen zu dienstlichen Zwecken ist grundsatzlich unzulassig.
2Sie kann als Ausnahme von dem Verantwortlichen unter Beach-
tung der jeweils geltenden gesetzlichen Regelungen zugelassen
werden.
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'Die Zulassung erfolgt schriftlich und beinhaltet mindestens

a) die Angabe der Griinde, aus denen die Nutzung des privaten
IT-Systems erforderlich ist,

b) eine Regelung Uber den Einsatz einer zentralisierten Verwal-
tung von Mobilgeraten (z. B. Mobile Device Management) auf
dem privaten IT-System des oder der Mitarbeitenden,

¢) das Recht des Verantwortlichen zur Ldschung durch Fernzu-
griff aus wichtigem und unabweisbarem Grund; ein wichtiger
und unabweisbarer Grund liegt insbesondere vor, wenn der
Schutz personenbezogener Daten Dritter nicht auf andere
Weise sichergestellt werden kann,

d) eine jederzeitige Uberpriifungsmdglichkeit des Verantwortli-
chen,

e) die Dauer der Nutzung des privaten IT-Systems fur dienstli-
che Zwecke,

f) das Recht des Verantwortlichen festzulegen, welche Pro-
gramme verwendet oder nicht verwendet werden dirfen so-
wie

g) die Verpflichtung zum Nachweis einer Léschung der zu
dienstlichen Zwecken verarbeiteten personenbezogenen Da-
ten, wenn die Freigabe der Nutzung des privaten IT-Systems
endet, das IT-System weitergegeben oder verschrottet wird.

2Erganzend ist dem oder der betreffenden Mitarbeitenden eine
spezifische Handlungsanweisung auszuhandigen, die Regelun-
gen zur Nutzung des privaten IT-Systems enthalt.

Der Zugang von privaten IT-Systemen Uber sogenannte webba-
sierte Lésungen kann mit den Mitarbeitenden vereinbart werden,
soweit alle datenschutzrechtlichen Voraussetzungen fur eine si-
chere Nutzung gegeben sind.

Die Weiterleitung dienstlicher personenbezogener Daten auf pri-
vate E-Mail-Konten ist unzulassig. ?Dies gilt auch fiir personali-
sierte E-Mail-Adressen. SAusnahmeregelungen kénnen von dem
Verantwortlichen getroffen werden, soweit das datenschutzrecht-
liche Schutzniveau, insbesondere nach dem KDG oder dieser
Durchflhrungsverordnung, nicht unterschritten wird.

Der oder die Mitarbeitende hat sicherzustellen, dass unberechtig-
te Dritte, insbesondere Familienmitglieder, keinen Zugriff auf
dienstliche personenbezogene Daten haben.
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§22
Externe Zugriffe, Auftragsverarbeitung

'Der Zugriff aus und von anderen IT-Systemen durch Externe
(z. B. externe Dienstleister, externe Dienststellen) schafft
besondere Gefahren hinsichtlich der Ausspahung von Daten.
°Derartige  Zugriffe  durfen nur aufgrund  vertraglicher
Vereinbarung erfolgen. %Insbesondere mit Auftragsverarbeitern,
die nicht den Regelungen des KDG unterfallen, ist grundsatzlich
neben der Anwendung der EU-Datenschutzgrundverordnung die
Anwendung des KDG zu vereinbaren.

Bei Zugriffen durch Externe ist mit besonderer Sorgfalt darauf zu
achten und nicht nur vertraglich, sondern nach Mdéglichkeit auch
technisch sicherzustellen, dass keine Kopien der personenbezo-
genen Datenbestande gefertigt werden kénnen.

"Muss dem Externen bei Vornahme der Arbeiten ein Systemzu-
gang eroffnet werden, ist dieser Zugang entweder zu befristen
oder unverziglich nach Beendigung der Arbeiten zu deaktivie-
ren. 2lm Zuge dieser Arbeiten vergebene Passworter sind nach
Beendigung der Arbeiten unverziiglich zu andern.

Bei der dauerhaften Inanspruchnahme von externen IT-Dienst-
leistern sind geeignete vergleichbare Regelungen zu treffen.

'Eine Fernwartung von IT-Systemen darf darliber hinaus nur
erfolgen, wenn der Beginn aktiv seitens des Auftraggebers ein-
geleitet wurde, Uber sichere Verbindungen erfolgt und die Fern-
wartung systemseitig protokolliert wird. 2lm Falle der Einbe-
ziehung externer Dienstleister sind auch die datenschutzrechtli-
chen Anforderungen und Verantwortlichkeiten sowie technische
SchutzmalRnahmen vertraglich zu regeln.

Die Verbringung von IT-Systemen mit Daten der Datenschutz-
klasse lll zur Durchfiihrung von Wartungsarbeiten in den R&u-
men eines Externen darf nur erfolgen, wenn die Durchflihrung
der Wartungsarbeiten in eigenen Raumen nicht mdglich ist und
sie unter den Bedingungen einer Auftragsverarbeitung erfolgt.

§23
Verschrottung und Vernichtung von IT-Systemen,
Abgabe von IT-Systemen zur weiteren Nutzung

'Bei der Verschrottung bzw. der Vernichtung von IT-Systemen im
Sinne des § 4 Abs. 2 Nr. 1 dieser Verordnung, insbesondere
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Datentragern, Faxgeraten und Druckern, sind den jeweiligen
DIN-Normen entsprechende MaRnahmen zu ergreifen, die die
Lesbarkeit oder Wiederherstellbarkeit der Daten zuverlassig aus-
schlielen. 2Dies gilt auch fir den Fall der Abgabe von IT-
Systemen, insbesondere Datentragern, zur weiteren Nutzung.

(2) Absatz 1 gilt auch fur die Verschrottung, Vernichtung oder Abga-
be von privaten IT-Systemen, die gemalR § 20 zu dienstlichen
Zwecken genutzt werden.

§24
Passwortlisten der Systemverwaltung

Alle nicht zurlicksetzbaren Passworter (z. B. BIOS- und Administra-
tionspassworter) sind besonders gesichert aufzubewahren.

§25
Ubermittlung personenbezogener Daten per Fax

Die Ubermittlung personenbezogener Daten per Fax ist grundsétzlich
unzulassig. 2In spezifischen Bestimmungen kénnen Ausnahmen, ins-
besondere Ubergangsbestimmungen, vorgesehen werden; dabei sind
die Vorschriften der §§ 5 ff. und die jeweils aktuellen Sicherheitsstan-
dards zu beachten.

) § 26
Sonstige Formen der Ubermittlung personenbezogener Daten

(1) 'E-Mails, die personenbezogene Daten der Datenschutzklasse |l
oder Il enthalten, durfen ausschliefllich im Rahmen eines
geschlossenen und gesicherten Netzwerks oder in verschlissel-
ter Form mit geeignetem Verschlisselungsverfahren Ubermittelt
werden. 2Das Verschlisselungsverfahren ist dem aktuellen
Stand der Technik und dem jeweiligen Sicherheitsbedarf ent-
sprechend angemessen auszuwahlen.

(2) Eine Ubermittlung personenbezogener Daten per E-Mail an Post-
facher, auf die mehr als eine Person Zugriff haben (sog. Funkti-
onspostfacher), ist in Fallen personenbezogener Daten der Da-
tenschutzklassen 1l und Il grundsatzlich nur zuldssig, wenn
durch vorherige Abstimmung mit dem Empfanger sichergestellt
ist, dass ausschlie3lich autorisierte Personen Zugriff auf dieses
Postfach haben.
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(3) Fur die Ubermittlung von Video- und Sprachdaten insbesondere
im Zusammenhang mit Video- und Telefonkonferenzen gilt Ab-
satz 1 unter Berilcksichtigung des aktuellen Standes der Technik

entsprechend.
§ 27
Kopier-/Scangerate

Bei Kopier-/Scangeraten mit eigener Speichereinheit ist sicherzustel-
len, dass ein Zugriff auf personenbezogene Daten durch unberechtig-
te Mitarbeitende oder sonstige Dritte nicht mdglich ist.

) Kapitel 6
Ubergangs- und Schlussbestimmungen
§ 28
Inkrafttreten

Diese Durchfiihrungsverordnung tritt zum 01.03.2019 in Kraft.

Dr. Wolfgang Hacker Kathrin Rommel
Generalvikar Notarin
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